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Introduction

This material refers to the KX-NS1000 PBX system, and details the basic information that should be
covered in a classroom session (1 day)

The Session comprises of the following sections;

NS1000 — Installation & Initialisation
NS1000 — WebMC

NS1000 — Terminal Registration
NS1000 — User Profiles

NS1000 — DSP Resources

NS1000 — Networking

NS1000 — Upgrade & Backup
NS1000 - Maintenance

From following this course element, participants will be gain an understanding of how to install,
initialize and maintain the NS1000 system.

Further information about feature implementation and specifications, may be found in the
associated Installation Manual, Feature Guide and User Manual.



Section-1

INSTALLATION AND
INITIALIZATION




Introduction

This material refers to the KX-NS1000 PBX system, and details the basic steps necessary to install
and initialize the unit.

The Module comprises of the following sections;
NS1000 — Installation

NS1000 — System Initialization

From following this course element, participants will be gain an understanding of how to install
and initialize the NS1000 ready for first use.

Further information about feature implementation and specifications, may be found in the
associated Installation Manual, Feature Guide and User Manual.
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Chapter 1
INSTALLATION



NOTE

IMPORTANT:

Before installing the NS1000 system, refer to the Installation Manual. The Installation Manual
contains specific information regarding the safe installation of the unit and also details specific
installation and wiring precautions.

The information contained in this presentation is intended to supplement the NS1000 Installation
Manual by providing an overview of the installation and initialization process and in no way replaces
the published Installation Manual.

Where any information contained herein appears unclear or incomplete, the information contained
in the published NS1000 Installation Manual shall take precedence.




1.1 Unpacking (1)

Unpacking
Remove the NS1000 from the box and check that the following items are present;

NS1000 Main Unit 1
AC Cord 1
19” Rack-mounting bracket 2
AC Cord Hook Clip 1
Screws S 6




1.2 Component Location (1)

Component location (External)
The main ports, jacks and LEDs etc are shown below;

Front Side LED indicators MOH/EPG ports DPH Port (Option) Legacy Slot (Option)

Paasonic sxnsiowe

STETEM INTLALGE
HORMAL
EATT
STATUS ALARM MASTER uss WNT LAN WA WOH  EFE

" CICIC

U e A e

System mode SW USB port IP ports
Back Side GROUND

GROUND

AC cord clamp




1.2 Component Location (2)

Component location (Internal)
The expansion/option slots are shown below;

Slot
(Doorphone)

| T TN o

F Slot
(FAX Server)
Slot
(Trunk/SLT)
Slot
(Storage Memory)

Slot Slot
(DSP 2) (DSP 1)




1.3 Option Installation (1)

Option Installation

e Optional cards can be installed when the top cover is removed.

e Option Cards are not “Hot-Swap”

* Power must be removed from the unit before optional cards are installed

1. Ensure the Power
Switch is ‘OFF’

2. Remove 3 screws from

"
the rear of the top cover.

"

NB: Where possible, Option cards should be installed before installing and powering-on the unit for the first time. When this is
not possible, the system must first be ‘SHUTDOWN'’ using the Web Maintenance Console.
Removing the power without shutting down the unit may damage the systems file-structure and render the system inoperable.




1.3 Option Installation (2)

Option Installation
The required options can now be installed.

3. Remove the cover

4. Install the required options

5. Replace the top cover and screws.

CAUTION:
When installing or removing option cards, do not put pressure on the main board. Damage to the option and main board may result.




1.4 Rack Mounting

Rack Mounting the NS1000

The NS1000 can be rack-mounted using the supplied brackets and screws.

1. Mount the brackets onto the NS1000.

2. Bolt the NS1000 into the rack using the hardware supplied by the rack manufacturer.

Size = 2U

Dimensions:
430mMmX88mm*340mm

Attachment Bracket /|

Weight : Under 4.5kg
(Fully Mounted)

Screw

NB: Ensure that there is sufficient ventilation around the system and that the rack temperature limit is not exceeded.
(Refer to the Installation manual for further details)




1.5 Desk Mounting

Desk Mounting the NS1000

The NS1000 can be installed on a flat surface.

* The unit MUST be placed flat on it’s base (Not on it’s back, sides or upside-down etc)

* The units FAN opening MUST be clear

* A 10cm gap around the sides and 20cm over the top of the unit MUST be maintained.

e DO NOT place flammable (wood etc) objects behind the unit (Refer to the Installation Manual for more
details)




1.6 Wall Mounting

Wall Mounting the NS1000

The NS1000 can be installed onto a suitable wall using the optional Wall Mounting kit.
(Refer to the Installation Manual for further details)

1. Install the screws
(with suitable wall anchors etc)
87 mm
R
Screw (A) |/|«—%
LR ol B
,_.—;:;’B‘_J_____ -_—
| 192 mm
ot |
—_— - - T —.-__.+

463 mm

2.

Mount the unit to the wall
(using the Wall Mounting Kit)

/l@
||l:Emmn=e.,.“;|
i

NB: The unit must be installed with the arrows on the Wall Mounting brackets pointing “UP”.
In any other orientation, the unit will not be secured correctly to the wall and may fall.




1.7 Earth / Surge Protector connection

Frame Ground (Earth) and Surge Protection
(Refer to the Installation Manual!)

Frame Ground Surge Protection
(Ma_in Building)
Surge Protector
Trunk
Trunk (Another Building)
Terminal PBX Extn. DoaT |
Board [ ! !
Surge | !
Exin. Protector| | | ‘
l ‘ Extn.
Extn.
ST |
———————————————— cart
—

WARNING

* Proper connection to earth is very important to reduce the risk to the user of electrocution or to protect the PBX from the effects of
external noise or lightning strike.

* The earth wire of the AC cable has an effect against external noise and lightning strikes, but it may not be enough to protect the PBX
and to ensure electromagnetic compatibility. A permanent connection between earth and the earth terminal of the PBX must be
made.

* To protect the system from electrical surges, it is strongly recommend to connect the system to a surge protector that meets the
following specifications:

* Surge arrestor type: 3-electrode arrestor
e DC spark-over voltage: 230V
e Maximum peak current: at least 10 kA
Many countries/areas have regulations requiring surge protection.
Be sure to comply with all applicable laws, regulations, and guidelines.




1.8 Connecting Power

Connecting the AC Cord
Using the AC Cord supplied with the unit, connect it to the PBX and secure with the supplied AC Cord Clip.

To UPS
Connect the other end of the AC
Cord to the UPS System.

UPS System: AC Cord Clip

A UPS should be connected to the PBX to provide temporary in the event of a power failure.

When using the recommended UPS (APC RS Series with USB interface), the PBX can shutdown automatically by sending a warning signal to
the PBX through the USB port.

By shutting down correctly, data loss or serious damage to the PBX caused by a sudden power cut can be prevented.

When power is restored, turn off the PBX using the power switch first, and then turn the PBX back on before starting the PBX.




1.9 External connections

Connecting Peripherals and Options

Once the NS1000 has been mounted, various peripherals and options can be connected.
(Refer to the Installation Manual for further details)

Maximum Distance

L 5m
US|

3
PS :
:3 Doomhone
USB Memory ; ! ‘
Device i Maximum Distance i :
i 100 m i N T Door Opener
E : Cable Maximum Distance " —]
i@04mm: 10m — External Sensor
PC i@0.5mm: 10m 3
ie06mm:  10m USBPort =—=————=[— (| N\
{CAT 5/
@3 {CAT5e:  10m MNT Port
)
i Cable Maximum Distance RJ45 for SLT ~ RJ45
y _BGMH . (o04mm 1om B e — (LINE 1 to LINE 4)
usic on Ho 1@05mm: 10m
l@0.6mm: 10m -
i CAT 5/
=) 4 % |CATBe:  10m \§ S P
Of = % ey SIS
> Uy
| Pager: : P s, As
! Amplifier/Speaker ! RS-232C — oS =
! | . . = = o
| ; Maximum Distance | I . gogif -
3 E i 2m I - E ToSLT s LED
3 i ose To NT1/Extension s

Back




Chapter 2
SYSTEM INITIALISATION



2.1 System Initialisation

After installing the option cards, initialize the system (factory default settings)
1. Ensure the power switch is OFF.

2. Slide the System Mode Switch to the “SYSTEM INITIALIZE” position.

System Mode
Switch

3. Turn the power switch ON. (STATUS and MASTER LED will flash AMBER), the STATUS LED will then
flash GREEN.

4. Slide the System Mode Switch back to the “NORMAL” position. (When the STATUS LED is flashing.)

STATUS = RED (No DHCP)

: : v e T STATUS = GREEN (DHCP)
Indicators 09 — kdbdbd MASTER = Flashing AMBER
(Master/Slave not assigned)

.
ws®
P
ws®
s
s
ws®
;;;;
s
.
ws®
.
Py
Py
.
e

STATUS A'EZ\ETW MASTER . 5. When successfully executed, the STATUS indicator will

® stop flashing and stay lit. (RED or GREEN)
Refer to Appendix for LED Sequence Detail.



2.2 Web Console Preparation

Below are the system requirements necessary for Web Connection to the NS1000

PC Requirements

e | eomme

CPU 1.0GHz Intel Pentium/Celeron processor, or Intel Core 2 Duo/3.2GHz Intel Pentium/ Celeron
higher spec CPU processor, or higher spec CPU
RAM 256MB (1024MB for Windows Vista) 2048MB
(0} Windows XP Professional Windows XP Professional
Windows XP HOME Edition Windows XP HOME Edition
Windows Vista Windows Vista
Windows 7 Windows 7
HDD 1.5GB or more available hard disk space 10GB or more available hard disk space
Display Screen resolution: XGA (1024 * 768) Screen resolution: XGA (1024 * 768)
DPI setting: Normal size (96 DPI) DPI setting: Normal size (96 DPI)
Supported Browsers Browser Settings
@ Windows Internet Explorer 7 or 8 Enable the following functions in the browser's settings:
C * Cookies
@ Mozilla Firefox 4 * JavaScript
* The ability to download files

* The display of animations
* The display of images



2.3 Web Console Connection

When the system has been initialized, the Setup Wizard can be run via the Web Maintenance Console
(Web-MC).

Connecting a PC to the NS1000 via the Web-MC

MNT Port
@ <= To LAN Port
e > b Ej LT [SToT=] 8
DHCP Client
DHCP Server

1. Setyour PC as a DHCP Client (Automatically Obtain IP Address.) AL ,

2. Connect your PC to the MNT Port of the NS1000 @ Web Maintenance Console

(Default IP Address 223.0.0.1) Username

Open you Browser and enter the URL http://223.0.0.1/WebMC S

4. The Web Maintenance Console login screen will then be displayed in
your browser. _—

w



http://223.0.0.1/WebMC�

2.4 First Login (Factory Default Setting)

When connecting to the system for the first time, the Easy Setup Wizard will launch.

1st Login
(The PBX is in the factory default state)

@ Web Maintenance Console
Default Settings: N

Username: INSTALLER —

Password: 1234

Easy Setup Wizard @

Welcome to Panasonic KX-NS1000

O [ 2. Click Install ]

WebMC Language English (UK) [~ ]

Engiish (US)
Spanish

[ 1. Select the Web-MC Language ]

Cose)




2.5 Easy Setup (1)

Location Setting
1. Set the unit status (Master/Slave), Suffix and Area

Easy Setup Wizard @

Location Setting

( PBX Type:

& Mo Set the unit
. B si
: : -y as Master or

LiNSetting If located on different network from Master PBX S|
: R WMaster PBX P 0.0.0.0 ave.
| Registration Setting
g
O [ Suffix Code: UK E

| SNTF Daylight Saving
3 2L H ;;@ = . Area: United Kingdom

'| Maintenance Setting

/ Set the unit Suffix Code \
(UK, NE, CE, GR etc) and
your required country.

Click ‘Next’ to

The Suffix Code can be continue.
; found on the units
Nameplate and box 4
M K j EJ Close |

e Ifthe Unitis to be configured as a Slave unit of a One-Look System on a Remote Site (Different Network than the Master), then set
the PBX Type as ‘Slave’ and enter the Master PBX IP Address in the Location Setting. (Master units in a One-Look system or Stand-

Alone units must be configured as a ‘Master’.
e |tis important to select the correct Suffix/Country settings so that the correct default tones, emergency dial and other country

specific data are set automatically.



2.5 Easy Setup (2)

PBX Setting
2. Give the system an appropriate name and set the Time Zone

Easy Setup Wizard Use a name which easily
identifies the unit.

PBX Setting

Site name (1-32 characters): NS1000

Time Zone: -0 [=]:[00[=] [ Select the Time Zone. ]
Local Time: 201110403 10:42:08

Reaqistration Setting
T The Local date and time are
SRIEDaRont Sta obtained automatically from
: - our PC. Check that the PC
Maintenance Setting y :
date/time is correct.

Click ‘Next’ to
continue.

\ 4

Previous l Next l Cluse'




2.5 Easy Setup (3)

LAN Setting
3. Enter the required LAN Settings

Easy Setup Wizard

LAN Setting

n Setting
: _) Obtain an IP address automatically

7

(@ Use the following IP address

IP Address: 182.168.0.101
Network Mask: 255.255.255.0
Default Gateway: 0.0.0.0

\_

Obtain DNS server address automaticalby

@ Usethe following DNS server address

Preferred DNS IP Address: 0.0.0.0
Alternative DNS IP Address: 0.0.0.0

.

(“ Obtain DSP IF address automatically
) Usethe following DSP IP address
DOSP Card #1
IP Address 1:
IP Address 2:

DSP Card #2
IP Address 1: 152.168.
192.1

\ IP Address 2:

Previous
. J

@

-
By default, the PBX uses
a static IP Address
(Recommended)

By default, no DNS server
addresses are set. Configure
them as required.

By default, the DSP Cards
use DHCP to obtain an IP-
Address, however static
addresses can also be
assigned.

-

Next | | Close |
A

Note: If you are Not using DHCP then you Must assign a DSP IP Address Manually.

Click ‘Next’ to

continue.




2.5 Easy Setup (4)

LAN

Setting

4. Enter the IP Terminal Registration Mode setting and select if ‘One-Look’ Trial should start.

Easy Setup Wizard

Registration Setting

Location Setting

N
% % IP Terminal Registration Mode
PBX Setting @ Manual
o @ Full Automatic
LA Setll e \_ (2} Extension Number Input Yy,
Registration Settin
% i : ; (Une Look Networking (Trial Activation Key): )
o ' ‘, ' *available for 50 days from current local time.
N SMTP Daylight Saving ]
" " ) Active
777 _
\_[@ Non Active Yy

Maintenance Setting

/ If ACTIVE is selected, \
then the 60-day One-
Look Trial will start. If

NON-ACTIVE is selected,

it is possible to Activate

@

/There are three terminal registration Modes; \

Manual:
Suitable for all supported IP Terminals and network configurations.
Registration information is set manually in the Terminal and PBX.

(This is the recommended setting when a range of IP/SIP Terminals will
be used with the system.)

Full Automatic:

Suitable for UT/NT Terminals connected to the same network as the PBX.
All settings, including Extension Number are registered automatically.
NB: DHCP Server Required

Extension Number Input:

Suitable for NT Terminals connected to the same network as the PBX. All
network and registration settings are registered automatically. The
Extension number is configured manually via the Terminal.

K the Trial at a later date. /

Preuinusj

QB: DHCP Server Required j

Click ‘Next’ to
continue.

Note:
1.
2.

Non-UT Series SIP Terminals must be registered manually.

By default, the UT-Series SIP Extension password is automatically set to ‘1234’




2.5 Easy Setup (5)

SNTP (Simple Network Time Protocol) / Daylight Saving Setting
5. The source used for automatic time adjustment and the Daylight Saving mode is set here.
This is useful to keep the time displayed on the terminals and SMDR records etc accurate.

Easy Setup Wizard

SNTP Daylight Saving

/ Automatic Time Adjustment:
) Disabled
@ |SDN and Caller ID (FSK)
© snTP

IP Address:

Daylight Saving:
@ Enable

) Disable

For countries using ‘Daylight
Saving’ - automatic adjustment
can be set here.

Previuusj

\_ Port: 123
)

®

[ e8) e

Automatic Time Adjustment can

be made using ISDN/Analogue
Trunks (ISDN/FSK) or via a
suitable SNTP server.

Click ‘Next’ to
continue.




2.5 Easy Setup (6)

Maintenance / Remote Management Settings

6. The Installer Password can be changed (Strongly Recommended) and SNMP (Simple Network
Management Protocol) can be configured here.

Easy Setup Wizard

PBX Setting

LAN Setting

2
Registration Setting

2 B
SNTP Daylight Saving
E

Maintenance Setting

Previous
. =4

,_Mainiﬁnanﬁjsﬂinu
Installer pazsword

(4-16 characters):
Re-enter (4-16

\__characters}:

B T T — D
 CAUTION: # is strongly recommended E
E that a password should be complex
E for maximum protection. Change the
: password periodically.

/~ SHNMP Setting

SNKP Agent Function:
@ Disable

) Enable

Port Number (receive):
MIB - SysContact:

MIB - SysName:

MIB - SyslLocation:

SMMP Manager
@ Manager IP Address:

) Manager Host Name:
TRAP port number (send):

Community Name:

.

KX-NS1000

162
pubilic

Be sure to change the default
Installer password up
installation.

Use a strong password.

-
p-

N

Check the required SNMP
settings with the Network
Administrator and enter as
required to enable Remote
Management.

J
~

J

Click ‘Finish’ to
complete Easy Setup.




2.5 Easy Setup (7)

If the systems LAN settings were changed during Easy Setup, you will be prompted to restart the PBX
so that the changes can take effect. Be sure to login with the new password etc

LAN Setting

LAN setting is changed l
is

2nd Login
— (Easy Setup has been completed)

@ Web Maintenance Console

Passveord

[ Login with the new password. ]

@ NS1000 ' Web Maintenance Console

afl- .-J .-J ..-J. ,..J, [ Detailed system configuration 1

can now be made.




2.5 Easy Setup (8)

By Default, the WebMC portal will remain active (without activity) for 60 minutes.
To change the WebMC Portal settings, change the time here after 2nd login :-

4_.? NS1000 | Web Maintenance Console O 9 @

H Login as INSTALLER

@ Users

5 PBX Configuration

¥ UM Configuration

iﬂ Network Service

¥ 1.IP Address/Ports
(= 2 server Feature
= 1{DHCP

B 3FTP

M 455H

L

& 75w

&4 8.IMAPS
(3 Client Festure
O a.other

Network Service
5. HTTP

HTTP.

HTTP (LAN / MNT)

Port number

HTTPs (LAN / MNT)
HTTPs server
Port number

Automatic logout Timer (min)

NS 1000 Master[+| [ @ a et

[ Settings ]

;180

@) Enable () Disable
D443

oK Cancel Apphy

To change the WebMC Auto Logout
timer — change this setting.




Chapter 3
SLAVE INITIAL CONFIGURATION



3.1 Slave Initial Configuration

Location Setting
1. Set the unit status as Slave.
2. Enter the IP Address of the Master System.

Easy Setup Wizard @

Location Setting e e

Ry PE# Type:
PEX Setting O Master [ Set the unit as Slave. ]
s / Enter the IP Address of
LAM Setting If located on differsnt network from Master PR .
it Master PEX P [ 192 168.0.101 ] the Master Unit.
Default IP Address:
Sufix Code: 192.168.0.101

Area

= - Click ‘Next’ to
Previous Ly 1N ) continue.




3.1 Slave Initial Configuration

LAN Setting
3. Enter the required LAN Settings. Change the IP Address to a different number within the same range

Easy Setup Wizard @

Location Setting LAN Setting

m’g:. O Cbtain an P address automatically
PEX Setting

@ Use the following IP address

Change the IP Address

IP &ddress: 192168.0110 H
. to a different number
LAN Setting Metwark Mask: 255255 2550 .
; T N 2000 within the same range

Registration Setting

Obtain DNS server address automatically

@ Use the following DHE server address

Preferred DMNS P Address: 0.0.0.0
Alternative DNS P Address: 0.0.00

@ Chitain DSP P address automatically
O Usze the fallowing DSP IP address
DSP Card #1
IP Acldress 1:
P Address 2

D=F Card #2
IP Addres=s 1:

IP Acldress 2:

Click ‘Next’ to

-Previous; i continue.

Note: If you are Not using DHCP then you Must assign a DSP IP Address Manually.




3.1 Slave Initial Configuration

LAN Setting

Note: Once the LAN settings has changed, the system will need to reboot.
The bellow pop-up will be displayed. Click OK to reboot system.

LAN Setting

L&k setting iz changed.

It iz necesszary to reboat system to reflect the setting.

If wou are ready, press OW button,

—— —

OK J




3.1 Slave Initial Configuration

Registration Setting

4. Enter the IP Terminal Registration Mode as Manual. Full automatic can be used but is not covered
in this document. Manual entry reduces the number of Empty Extension numbers in CA.

Easy Setup Wizard @
Location Setting Registration Setting
R (" IF Terminal Registration Mode R
PBX Setting @® Manual
7 O Full Automatic
LAN Sel‘lllﬂ \_ O Extension Mumber Input )
Registration Setting (One Look Metwaorking (Trial Activation Key): )
i T _ .
X 3 *gvailable for 60 days from current local time.
SHTP Daylinht Saving
@ active
\O Man &ctive Y,
Activate the 60-day One-
Look Trial if required.
. - Click ‘Next’ to
Previous ) et il

— ) continue.

Note:
1.  Non-UT Series SIP Terminals must be registered manually.
2.  Bydefault, the UT-Series SIP Extension password is automatically set to ‘1234’




3.1 Slave Initial Configuration

SNTP (Simple Network Time Protocol) / Daylight Saving Setting

5. The source used for automatic time adjustment and the Daylight Saving mode is set here.
This is useful to keep the time displayed on the terminals and SMDR records etc accurate.

®@

Easy Setup Wizard

SNTP Daylight Saving

f Automatic Time Adjustment:
" Disabled
@) |SDN and Caller ID (FSK)
© snTP
IP Address:

\_ Port: 123

7
Daylight Saving;
@ Enable

©) Disable

For countries using ‘Daylight
Saving’ - automatic adjustment
can be set here.

Previuusj

p

-

Automatic Time
Adjustment can be
made using
ISDN/Analogue Trunks
(ISDN/FSK) or via a
suitable SNTP server.

J

5N

continue.

[ Click ‘Next’ to

|




3.1 Slave Initial Configuration

Maintenance / Remote Management Settings

6. The Installer Password can be changed if required. Even if you want to keep as default (1234) you
must re-enter it here before continuing.

Easy Setup Wizard @

Maintenance Setting

Location Setting

) installer password  cibmo Even if you want to keep the
(4-18 characters): D ap
i — ... default password you must re-
characters): | PRgwol enter it before continuing.

SMNMP Setting
SNMP Agent Function:

@ Disable

©) Enable

Port Number (receive): 181

MIB - SysContact;

MIB - SysName: FO{-NS1000

MIB - SysLocation:

SMNMP Manager
@ Manager IP Address:

) Manager Host Name:
TRAP port number (send): 182

Community Name: public

e : | Click ‘Finish’
erovius | .L /1 to complete.




3.1 Slave Initial Configuration

If the systems LAN settings were changed during Easy Setup, you will be prompted to restart the PBX
so that the changes can take effect. Be sure to login with the new password etc

LAN Setting
2nd Login
— (Easy Setup has been completed)

@ Web Maintenance Console

mmmmm

et [ Login with the new password. ]

can now be made.

44 J J J ,.J [ Detailed system configuration 1




3.2 Slave Registration

Once the both systems have been initially configured, the Slave system needs to be added to the
Master system network. Log into the Master system. You will be presented with the bellow screen.

Click on the Add Site Button.

9 NS1000 | Web Maintenance Console

@ Login &= INSTALLER g @ @ ﬂj

2

oo
=
(mmm]

44433
444343

UpTime ¥ days 22 hours 20 minutes

@ Panazonic System Metworks Co., Lid, 2011

Follow the prompts to add the desired Slave site.



3.2 Slave Registration

Once the Slave system has been added to the network, the Slave system needs to be registered to
the Master system. Log into the Master system. You will be presented with the bellow screen. Click
on the List button.

9 NS1000 | Web Maintenance Console
= Login a= INSTALLER g @ @ ﬂj

2
H#(E
- (mmm]

44433
44433

UpTime ¥ days 22 hours 20 minutes

@ Panazonic System Metworks Co., Lid, 2011




3.2 Slave Registration

Click on the Registration button. From the popup, select the Slave system displayed in the list and
click Next.

@ NS1000 | Web Maintenance Console

Click on Registration } i@ 21

IS ous ® Pre-INS ® Ielle: ® Fautt

Regis‘traﬁnn}‘l De-regis‘traﬁnn}‘l Forced De-regis‘traﬁnn}‘l

Ste | Stetame | Location(Ms) | Staus | PEXMode | IPAddress | WACAdiress PX Region

& 1 Master IS master 192168254 180 00: 50: FO: C6:0C:5E 101.00223 Lk
[ Select Slave Unit
I Available sites for registration Selected sites for registration |
Slave

[ Select move button ]

Cancel / Apply

[ Click Next ] \

cancel |
N )




3.2 Slave Registration

Once the Slave is registered, it will show in the list view. Pressing the Home button will show the
systems in the Tree view. This is displayed on the next slide.

@ NS1000 | Web Maintenance Console

@ Login as MSTALLER g @ iﬁ

h oo
o
E {m[mm}

NS ous ® Pre-INz .Idle ® Fauit

Registrationj De-regis{raﬁonj Faorced De-regis{raﬁonj

| Stew | Smemme | Locaonas) | Suws | Puxmoue | IpAuuess | MACAuuress Pix Region
®

1 Master NS master 192 168.254.190 00: 50:FO: CE:0C: 5E 101 00223 LIk
& 2 Slave NS slave 192 168.254.195 00 50:FO: CE:0C: 55 101 00223 LIk
Ok ). Cancel ). Apply

@ Panazonic System Metworks Co., Lid, 2011




3.2 Slave Registration

Once the Slave has been registered, it will show on the Home screen (In-Service).

9 NS1000 | Web Maintenance Console

= Login &= INSTALLER g

UpTime 7 days 22 hours 20 minutes

@ Panasonic System Metworks Co, Ltd, 2011




Chapter 4
UPS CONNECTION



4.1 UPS Connection and setting (1)

UPS (Uninterruptible Power Supply) Integration

Description

An uninterruptible power supply unit (UPS) is a device that supplies power for several minutes to a connected
device when a power failure occurs.

If the PBX is connected to a compatible UPS via USB when a power failure occurs, the PBX can determine

how much power remains in the UPS and shut down when the remaining power drops below a specified amount
to prevent data loss or corruption.

The following features are also available:

¢ Specify the remaining battery level at which to shut down the PBX.

¢ Receive e-mail notifications of changes to the status and availability of a UPS.

Conditions

e For details about UPS units that are compatible with the automatic shutdown feature of this PBX, consult your dealer. If an
incompatible UPS is connected and the UPS runs out of power, the PBX will turn off without shutting down.

¢ The power cord and USB cable must be connected to the same UPS. Connecting them to different UPS’s can result in incorrect
operation.

IMPORTANT
¢ When power is restored after a power outage, the PBX operates in the following manner:
—If the PBX did not shut down, normal operation continues uninterrupted.

— If the PBX shut down and power remains in the UPS, the PBX must be started again manually.
(The power switch must be turned off and then on again.)

— If the PBX shut down and no power remains in the UPS, the PBX starts automatically.
(This is because the PBX's power switch is on.)



4.1 UPS Connection and setting (2)

1. Connect the UPS as described in the Installation manual

Maximum Distance

L o

UPS

2. Set the NS1000 Shutdown threshold via the WebMC

A VSN IB%  Maintenance -> Status -> Equipment Status -> 1. UPS

[ Login as INSTER NSI00O0 ¥ F ﬁ %

6 Status \ UPs

& 1 Eaui UPS Status can be seen here ]
Equipmeant Status

- uPs UFS Connection Status (Not Connectad
o 2.C5 Infarmation
:T.J 3.FS Information R EEER (R
B4 g UM Port Status Ezttery Charge Percertage (%)
@ s.us6 Set the UPS Battery Level, that
Fower Supply \. - .
- . when reached, will cause the
@) System Contro UFS Shutdown Conditions - Bsttery level AED s PBX to Shutdown
'f.s" Tawl
:‘U Hlity J Cancel J Apply J

NB: UPS Status alerts can also be sent via email.




SYSTEM INITIALIZATION COMPLETE



Section - 2
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Introduction

Web Maintenance Console (Web MC)

All features and settings of the PBX can be set through system programming with the Web
Maintenance Console.

The following explains the installation procedure, basic structure and operation of the WebMC.

@ NS1000 | Web Maintenance Console :
B Login as INSTALLER B @ e {G

: h oog
oog
aog

! i i ! ' |
Lenden Liverpool
Office Office

33433

Head

LastUpdateTime 08/30/2011 15:37
UpTime - days - hours - minutez

& Panasonic System Networks Co., Ltd. 2010
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1-1. Web Maintenance Console - Overview

There is only one Programming Tool for KX-NS1000.
The NS1000 WebMC is a web-based application which allows you to manage the PBX system easily.

@ NS1000 | Web Maintenance Console .
@I Login as INSTALLER E @ e {H

: oog
2} H E
i i i i ' |
London Liverpool
QOffice QOffice

343433

Head

"L 43332

LastUpdateTime 08/30/2011 15:37
UpTime - days - hours - minutez

© Panazonic System MNetworks Co., Ltd. 2010

e KX-NS1000 does NOT support Unified PC Maintenance Console (UPCMC) for KX-NCP/TDE/TDA.
e KX-NS1000 does NOT support the system programming using proprietary telephones.
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1-2. Operating Modes

There are two programming modes; Interactive Mode & Batch Mode

e Interactive Mode (Allows real-time access and configuration of the PBX system.)

*Direct Connection (http)
*Via LAN (http)
*Via VPN (http)
*Via Internet (https)

*Direct Connection (http)
*Via LAN (http)
*Via VPN (http) ToiannT S ¢
*Via Internet (https)
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1-3. User Accounts

Account Levels

The WebMC supports 3 different account types (Access Levels). The number of users who can
simultaneously login to the system are shown below.

Account Levels

T T ™ S

Installer Dealers and For all system programming settings.
system installers “Installer” can specify which system programming settings are available for
“Administrator” (the accessible settings for “User” are pre-defined and
fixed).
User (Administrator) On-site system For general maintenance of users and user settings, such as backing up the
managers system data, confirming extension information, etc.
User (User) End users For changing user’s extension settings, such as changing profiles, storing

personal speed dial numbers, etc.

Number of Accounts
e 1 snaeunt | onelook | smismustan
Installer 1 1 1
User (Administrator) 0-16 0-16™
User (User) 0-16 0-1512™ 32

*1 The total number of administrator and user accounts combined cannot exceed 1512.
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2-1. System Requirements

System Requirements

T equiraments | Descipions

0OS

HDD
Display

Browsers

Browser
Settings

- Windows XP
- Windows Vista Business
- Windows 7 Professional

100MB of available hard disk space

-Screen resolution: XGA (1024 * 768)
-DPI setting: Normal size (96 DPI)

- Windows Internet Explorer 8 or 9
- Mozilla Firefox version 5.0 or later

- Cookies

- Java Script

- The ability to download files
- The display of animations

- The display of images

Both 32bit and 64bit version is available.

TBD

Minimum Requirements

Recommended Settings

Make sure you are using the latest version of the
above Web browser software. For details, refer to
the Web browser’s documentation.

These functions must be enabled in the Web
browser’s settings to use Web Maintenance
Console.

For details, refer to your Web browser’s
documentation.




2-2. Available Connections (1/3)

In order to program or manage the PBX, you need to connect your PC to the PBX.

Several connection methods are provided, and here you can see the outline of the direct connection.

1. Direct Connection (MNT Port)

MNT Port
] o L ot
T @ - 5[] f
[ N | Hay
___________ LI0E [be I'_‘_‘_] [::
-
Set the P,C asa [ The MNT port is set as a DHCP server. ]
DHCP client.

- Ethernet cable with an RJ45 connector
- Maximum Distance: 100 m

If the PC has “Gigabit Ethernet interface”, an Ethernet “crossover cable may be needed.
It depends on the specification of the PC.




2-2. Available Connections (2/3)

It is also possible to manage the PBX via a LAN or VPN connection.

2. LAN/VPN Connection (LAN Port)

* Via LAN h
/%
LAaM \
|'. @ E}ﬁn ee ||
I:C LAM Port
. Switch
\_ J

- 10BASE-T/100BASE-TX: CAT 5 or higher
- 1000BASE-T: CAT 5e or higher
- Maximum length: 100 m

- Auto Negotiation: ON
- If using VLAN:
The switch must be IEEE 802.1Q compliant, and set the port to “Untagged”.




2-2. Available Connections (3/3)

Using the WebMC and suitable network routing, it is possible to access the PBX system via the Internet.
Ensure that appropriate security measures are in-place before attempting this. (Firewall etc)

3. Connection via Internet
[_ PC Router _
M‘ﬂ—q —
{
‘.'
Intermet
LAM

LAMN Port
Switch

<

Router

- 10BASE-T/100BASE-TX: CAT 5 or higher
- 1000BASE-T: CAT 5e or higher
- Maximum length: 100 m

Specify static NAT (port forwarding)
settings to the router.

- Auto Negotiation: ON

- If using VLAN:
The switch must be IEEE 802.1Q compliant,
and set the port to “Untagged”.

The WAN port on the KX-NS1000 is not supported with ver. 1.0.
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2-3. Accessing the Web MC

There are different addresses depending on Connection Types:

1. When Connecting via MNT Port

http://kx-ns1000. (or http://223.0.0.1)

Be sure to include the period (.) at the end as shown.
“223.0.0.1”: the default IP address of the MNT port = Fixed

2. When Connecting via LAN or VPN
http://192.168.0.101/WebMC
“192.168.0.101”: the default IP address of the LAN port = Variable

3. When Connecting via Internet (SSL Connection)

https://XXX.XXX.XXX.XXX/YYY

“xxx. xxx.xxx.xxx” will be an IP address, and “yyy” will be a port numbers that can be accessed

from the internet, for example the IP address and port number of a router.

Port forwarding settings must specify the IP address and the port number of the network
router ("xxx.xxx.xxx.xxx:yyy") to transfer the packets to the PBX in the LAN, so that the
packets sent to the global IP address and specified port of the router will be transferred
to the IP address and specified

The URL is case-sensitive. Enter the uppercase and lowercase letters exactly as shown above.



http://192.168.0.101/WebMC�
http://192.168.0.101/WebMC�
http://223.0.0.1/�
http://192.168.0.101/WebMC�
http://192.168.0.101/WebMC�
http://192.168.0.101/WebMC�

2-4. LOGIN / LOGOUT (1)

LOGIN

After establishing a connection to Web Maintenance Console, the login window is displayed, and a
login name and password must be entered.

@ Web Maintenance Console

Username

Password

Lo |
- s

Login Restrictions

* Up to 33 users may log in at one time to Web Maintenance Console. However, only 1 user may
change PBX system settings at a time. (1 Installer / 32 Admin/Users)
If a User is making changes, and the Installer logs in, the Installer may override the user’s ability to
make changes so that programming can be performed.
Users that are logged in to Web Maintenance Console, but do not have the ability to make changes,
may only view menus and setting items they would normally be able to edit.

 |f a user fails to log in three times (wrong password), the failure is recorded in the error log of the
PBX and the user cannot log in again for 5min.



2-4. LOGIN / LOGOUT (2)

LOGOUT

Be sure to log out from the Web MC using the Logout button, otherwise any unsaved changes will be
lost.

@ NS1000 | Web Maintenance Console

B Login as INSTALLER

Clicking this button will save any programming changes to the PBX’s Storage Memory Card and log
you out of Web Maintenance Console.
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3-1. Screen Descriptions (1/4)

Upon LOGIN, you are presented with the ‘Home’ Screen

@ NS1000 | Web Maintenance Console
PBX Slaves

v

London Liverpool
Office Office
L 11 L 11 ]

13333

6 Login as INSTALLER

[ PBX Maser J

LastUpdateTime 08/30/2011 15:37
UpTime - days - hours - minutes

® Panasonic System Networks Co., Lid. 2010

Loads the Home screen.

Displays the Maintenance screen.

Displays the Setup screen.

Saves the data.

Opens the on-line help.

Displays the Web MC version info.

Saves the data and logs you out.

Adds slave units.

Displays the Home screen
in icon view.

Displays the Home screen
in list view.




3-1. Screen Descriptions (2/4)

Using the ‘List’ view in the ‘Home’ Screen allows you to see the PBX Type (Master/Slave), IP-Address,

MAC address, S/W Version and Region type of all PBXs in a One-Look system.

@ NS1000 ' Web Maintenance Console

E‘ Login as INSTALLER

[ PBX Status —b[‘ ING ous ®rens @ 5. @y

De-ragistration

Reqgistration Forced De-registration

il_“;.ﬁa_; ;f:{‘ame_
[ 1 HS1000

IN5 master 192 168.0.101 00:20:F0:CE:0C:8E 204.00225 B

A

[ PBX System Information is shown here. ]

|

Ok J Cancel J Apply J

@ Panasonic System Metworts Co., Lid. 20111



3-1. Screen Descriptions (3/4)

Setup Screen [ Setup Screen Icon ]
g NS1000 | Web Maintenance Console o 6 @.
= Login as INSTALLER Connected Site ad Off g @ a 'EH
@ Uzers
@- PBX Cenfiguration

\‘d UM Configuraticn

l.g Network Service

Setup Screen Tree Items

Users e Manage, view, and add PBX user profiles and account information

PBX Configuration e Configure PBX hardware settings for cards, equipment, and networking
¢ Configure network-wide programming such as BGM and Class of Service
» Configure dialing features, call routing, and incoming call settings
¢ Configure call logging (SMDR) and other PBX maintenance items

UM Configuration e Configure Unified Messaging mailboxes and voice mail subscriber settings
» Configure service settings and system parameters
e Configure hardware options

Network Services e Configure server and client features for the PBX
e Configure connections settings and network security



3-1. Screen Descriptions (4/4)

Maintenance Screen

@ NS1000 | Web Maintenance Console Maintenance Screen Icon

fg) Logn o= NSTALLER T g ‘.’i W =
@Etﬁtu&

-'_r“..
;g;,) System Control

'ﬁ:;‘ Tool

"'::j Utility

Maintenance Screen Tree Iltems

m Primary Functions

Status * Check the status of the PBX’s system hardware
e Check the status of PBX equipment (PSs, CSs, UPS, etc.)
* Check the status of extensions used by the Unified Messaging system

System Control e Download and update PBX software files
* Manage music on hold (MOH) data
e Reset or shutdown the system

Tool e Backup system data to a USB memory device
e View a list of PBX extensions
e Import and export PBX settings and user information
* Backup or restore Unified Messaging data

Utility ¢ Perform tests for PBX cards and network connections
* Transfer files between the PBX and a connected PC
* VView reports, error logs, event logs, and program update logs
e Monitor and trace PBX communications and protocols
e Manage activation keys and license information



3-2. Button Descriptions (1/2)

Standard Buttons

oKk | Temporarily saves changes to DRAM and closes the current screen.
Cancel | Abandons changes and returns to the previous screen.
spply | Temporarily saves changes to DRAM and remains on the same screen.

i
g To save setting while programming, click this button on the Home screen.

When this button is clicked to logout of Web Maintenance Console, system data is
automatically backed up from the PBX to the Storage Memory Card.

NB: Be sure to SAVE your programming frequently
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3-2. Button Descriptions (2/2)

Each Setting screen has a number of helpful icons available. The available icons will differ, depending
on the screen.

Standard Icons

;ﬁ NS1000 | Web Maintenance Console

B Login as INSTALLER Head Office g @ a 'EH
@ Users User Profiles
i 2.Add User Common FWD DND
@ PBX Configuration — : e “
¥ UM Configuration : — ALL W %
: O | R
La Network Service 0 2 David TR 1

~N




3-3. Slot View

In the ‘Settings’ View, the ‘SLOT’ view shows what Physical and Virtual cards are installed. May other
system properties or features can also be viewed.

‘Settings’ -> PBX Configuration -> Maintenance Console

1. Slot
—5 COQMT a5 [N THCCER MNSA000 E a éj
@ Users Slot
y . . o
Select ‘Physical’ or ‘Virtual’ Slot View ]
&PEIX Caonfiguration ~
Virtual
k= 1.Configuration Refrash J Cloze J Summany J Activation Key J IP Phone Hegistrationj
Systemn Property J Site Propery J Uhd Card Property J Uhd Port Property J
Station
Bl 3.0ption

55 4. Clack Pricrity _ Status Buttons - Combination Card

Ll 5.DSP Resources SLCZ+ LCOTZ2

SLCZ + BRIG
L 2. System
SLCZ + PRIZZ
|
= Group SLCZ + PRIA0
L 4 Extenszion Option Card
Ll 5 0Optional Device DOORPHONE
L B Feature
[ 7.TRS KX-NS1000
O .aRs COORPIONE
[ @ Private Netwok " 10800 180
L) 10.C0O & Incaming
Call

L1 Maintenance

¥ Uhd Configuration

[ Installed ‘Physical’ Cards ]

hﬂ Mehmod: 5envice
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A-1 Static NAT Setting Example

1 Interface WAN-side interface

2 Protocol TCP or UDP

3 Receiving Port No. (WAN side) Outside network port number ( 1~65535 )

4 |P Address of Transfer Destination (LAN Side) The destination IP address to which the packets are transferred.
5  Port No. of Transfer Destination (LAN Side) The port number of ( 1~65535)

PBX 1: https://133.149.172.28:8080
PBX 2: https://133.149.172.28:8081

Static NAPT Dynamic NAPT

IP Address: 192.168.0.2
Protocol: TCP
Web MC Port No.: 443

Local IP Address: 192.168.0.1 Local IP Address: 10.75.60.1
Global IP Address: 133.149.172.28 Global IP Address: 133.125.149.44

IP Address: 10.75.60.2

IP Address: 192.168.0.3
Protocol: TCP
Web MC Port No.: 443

For PBX 1 For PBX 2 No particular settings

Interface a b

Protocol TCP TCP
Receiving Port No. (WAN Side) 8080 8081

IP Address of Transfer Destination 192.168.0.2 192.168.0.3

Port No. of Transfer Destination 443 443
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Introduction

The NS1000 supports 3 methods of IP terminal registration.

1. Full Automatic Mode

When an IP terminal is connected to the network, the IP terminal will automatically discover the
main unit and an unallocated extension number will automatically assigned to the IP Terminal.

2. Extension Input Mode

When an IP terminal is connected to the network, the IP terminal will automatically discover the
main unit and the user will be asked to input an extension number.

3. Manual Mode
Same operation as TDE/NCP.

Supported Modes — by terminal type.

_ 1. Full Automatic Mode | 2. Extension Input Mode 3. Manual Mode

UT series

NT3xx / NT265 Yes Yes Yes
NT700 No No Yes
General SIP Phone No No Yes*

(*) Only input the Password

NB: DHCP Server is required for Full/Extension Input Modes
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Chapter 1

UT/NT SERIES REGISTRATION
FULL AUTOMATIC MODE



1-0. NS1000 — DHCP Server setting

The NS1000 can be configured as a DHCP Server.

Where a 3rd party networked DHCP Server is not available, the NS1000 can be configured to provide
DHCP Services.

1. Select ‘Settings’ View
2. Select ‘Network Service’ -> 1. DHCP Thsaoc
I Users DHCP

ﬁ PBX Configuration

DHCP Server IP Address Sfatic Assignment IP Address Assignment List

%4 un configurationyy

p £
(ﬁ Mekwak: Ssmce ) DHCP server

e @ Enavie = 3. Enable the NS1000 DHCP Server

= 2.5erver Feature \ Port number §7

[ 1otce

& arP (
B 255 IP address auto assignment =
Zi SHTTP Starting IP address |192.168.0.100 Ending IP address |152.168.0.150
£ 6NTP
= Lease interval {h) |24 [=]
& 7sutP
\ L M dcind ) Auto assignment exclusions
0 3.Client Feature \_ IP address IP address
(3 4.0ther ) B Y
#2 #10 M
#3
.
# [ 4. Set the DHCP Pool range and lease interval. ]
#5 T T

0K Cancel Apply

NB: Be sure to ‘Apply’ and ‘Save’ the changes before proceeding.




1.1 ‘Full Automatic’ Registration Mode

Full Automatic Mode — Overview

When UT/NT PTs are connected to the NS1000 on the same network — Full Automatic Registration of
the Terminals is possible. No manual setting of the PTs or PBX is required.

Requirements;

1. DHCP Server (NS1000 or External DHCP Server)

2. V-IPEXT32 or V-UTEXT32 Card is installed in the NS1000
3. Sufficient IP-PT A/Ks are installed.

UT/NT LAN
Series PT

Switching HUB

4

DHCP
Server




1.2 PBX System Configuration (1)

Confirm the IP Terminal Registration Mode

[ 1. Login to the Web-MC ]

[ 2. Select ‘Setup’ ]

@ NS1000 | Web Maintenance Console

) Lo s maTALLS

' Fex cenmurares
5 1 Contiguration
LI TR —

A 2 Portatie St

Ratean ) Ciose | Sumaty | AcwamnKey | P Phose Regatratos |

| unronpopeny |

(=1
T 4 Clock Priorly

L) 505P Resnsrees

[ nans
L3 8 Provate Hetwork
3 18.0 & ncoming cad

3 11 Marsnance
N Lt Cantigurmten

Koy Network Bervice

@ NS1000 ' Web Maintenance Console

Logn ps NSTALLER
i Lo

i s Site Property - Main
[ e contparason

") Perform System Heset for changes to take effact
&= 1. Contguration

% 2 Pertabie Station Slonage Memony ke
™ 200000 Maltinite Comnectan Aty Enatie =l
} 4 Clock Preety ; s

(3 5 psersourzes =
- 2P Group Name

£ 2.5vstem

B0 IP Terminal Registration Mada

g e & Fulsstorane Easarion gul

L S.0ptonal Device. 1) The IS behave a8 “Tull Automatic™ mode even If the setting i st “Lalanaion input™.

1 SFestore ) An eatension Ender U SIPEXT card gnores thes aetting. 1 sheays bebave t “Manua mode.

Srms

0 wans

0 @ rwans Hetwan A

2 1000 & peomeg Cat

& 11.Mantnssce

M\‘ . . . 0
wd 4. Confirm the system is in “Full Automatic” Mode. ]




1.2 PBX System Configuration

Install a Virtual Extension card (V-IPEXT32 or V-UTEXT32) - 1

:‘,5 NS1000 | Web Maintenance Console 9 @ @

{8 Loon as WSTALLER ns1000 [~ ] [ @ 6 £
O vsers siot

&% Pax Configuration

(& 1.configuration Close J Summary ] ActvaonKey | IPPhons Regisiration |

M 2.Portable Station
[ 2.0ption

(@ 4.Clock Priorty
(J 5.DSP Resources

5. Select 1.1 ‘Slot’ -> “‘Virtual’

Combination Card
5LC2 + LCOT2

1 28ystem SLC2 « BRR
O 3.6roup 5LC2 + PR3
O 4Extension 5LC2 « PRID

Option Card

DOORPHONE

(3 5.0ptional Device
O 6 Feature

0 7mrs

O sARs

(3 o.Private Network

KX-N51000

iooen iag

5 10.c0 & Incoming Call
O 11.Maintenance

¥4 un configuration

K4 Network service

@ NS1000 | Web Maintenance Console e @

gy toomasmsTaLLER nsacon [ 4 @ e 5l

) users Slot
PEX Configuration
= semi & Dhysical
2 1 Cantigarton Refresh _'| Ciose _] Summary ] ActvateaKey | BPhooe Hnﬂmn:l

; = i :
M 2 Postable Stalion _ SysemPreperty | Seefropery | UMCardProperty | Ul ferifropery |

= 3.0ptien
Ty 4.Chock Prioeity
1J 58P Resvurces

VIPERISZ | V-MPEXTIZ | VARG

0 2system
3 acmup

£ 4 Extensinn

3 s5.0ptunsl Devce

3 & Fratare

(=4 T
L BARS
1 & Pravatn -

£ 10008 n
J 11.Mainten|

2 um contgy

By Hetwork Service




1.2 PBX System Configuration (3)

Install a Virtual Extension card (V-IPEXT32 or V-UTEXT32) - 2

A YOU SUTE yOU Want o 3dd 1 card?

7. Click ‘OK’ to install the V-Ext card.

#.3 NS1000 ' Web Maintenance Console

B LommoEtan

i ven

slot
Bmmw =
& 1 Contguraton Aewean | ) J Sammary |  Acwsmaxey | PPmann Aepasmtos |
e Syatam Property | Stefrecenty | uMCadPresety | udaPosety |
1 2.0pwe VSIPGRNS | VPGITS | WIPEXTI?  VGSIPERTIZ  VAPCE4 UTEX
4. Cloch Priey
[ .05 Rescorces Virtesl J2-Channed UT [RWT Card
Total nmiber of cards 1 (= |
12 Byatem =

WET Y
ERTERI

L 8 Cptenal Device

(SR T

0 721ms

O wans

B Private Netwark
119,00 & ncomeng Cat
£ 11 Manbsnsoce
N it Comtiguratam

iy Netwent Serves

[

8. Select ‘Port Property’.




1.2 PBX System Configuration (4)

Confirming the available Extension Numbers.

;‘f NS1000 | Web Maintenance Console o 6 @

@ Login as INSTALLER

@ Users Port Property - Virtual UT Extension 10' When RegiStETEd,
8 rox contgurston the Ext will show as INS

RagistrabDnJ D&Regislratiun] FurceD&Regislratan

= 1.Con figuration

O =in  Omption
! )
¥ 2 Portable Station
=1 3.0ption
(3 4 Clock Priority
J 5.DSP Resources ! Virtual 1
Z irtual a7 Z 204
1 2.5ystem e t Virtual 7 z 20
3 3.Group 3 1 Virtual & 3 205 =
(1 4 Extension 4 ) Vi 8 4 206 Fault
5 1 Virtual & g 207 =
I 5.0ptional Device o F Fautt
(I & Feature 2 t Virtual 47 6 208 =
it - 1 \irtual 47 7 208 Fault
1 8.ARS i ! Virtual a 8 210 S
— g 1 Virtual 4 ) 211
1 9.Private Network 4 Fault
10 1 Virtual &7 10 212
L 10.CO & Incoming Call Fautt
I 11.Maintenance B i Ml L2 " 213 =
12 f Virtual 47 12 214 Fautt
N4 uw configuration 1 2 Virtual a7 13 215 Fautt -

iﬁ Network Service

rage [l o2 ~ ~ ENE View 1-20 of 32

QK I cageel | Apply |
9. The Terminals will begin registering
from the first available Ext Number.
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2.1 ‘Extension Number’ Registration Mode

Extension Number Mode — Overview

When NT PTs are connected to the NS1000 on the same network — Registration of the Terminals,
inputting only the desired Extension Number is possible. No manual setting of the PTs or PBX is
required.

Requirements;

1. DHCP Server (NS1000 or External DHCP Server)
2. V-IPEXT32 Card is installed in the NS1000

3. Sufficient IP-PT A/Ks are installed.

UT/NT LAN
Series PT

Switching HUB

4

DHCP
Server




2.2 PBX System Configuration (1)

Confirm the IP Terminal Registration Mode

[ 1. Login to the Web-MC ] [ 2. Select ‘Setup’ ]

@ NS1000 | Web Maintenance Console

gy Leon s mSTALER
&) v siot

P co oo

5 1 Contiguration
L T —

A 2 Portatie St

Ratean ) Ciose | Sutmaty | AcwamnKey | P Phoss Regatratos |

| . unsorproperny |

(=1

5 4 Clock Pricty
) 505 Resnsrees

O 25ywiem

[ 3. Select 1.1 ‘Slot’ -> ‘Site Property’ -> ‘Main’

T T

[ nans
L3 8 Provate Hetwork

3 18.60 & incoming cat
3 11 Murssrance

N Lt Cantigurmten

Koy Network Bervice

§ Lo LI

& vsen Site Property - Main

ﬂmm ") Parform Systam Resat for changes 10 take effect
& 1 Consguraion T P N = T TP e — e —

1 2 Portabie Staten Storage Memoary Size

I 2.0pt0 Multisite Conaection Ability Enabie [
4Gk frey P2P Group ' =
) £05P Aesowres
2P Groug Name
3 25pstem i
D 30we IP Tarminal Registration Modo
O 4 Eatensen — Ful Auemate. ® Extensien beut
L 5 Optossl Device 1) The IB.CS bnbuve s e Autrmatie” e mvee o (e asting i a0t Frlemsion inpt.
£ aFastury 21 An extersion under VSIPEXT card igrotes Bhis sctling. Il shvays behave as “Manual™ mode, 4‘
& 7R
) pans

L3 9 priate Network

0 12.00 & ncemng Cat

0 11.Mmrstnance

Ry Nerwork Servee

e [ 4. Confirm the system is in “Extension Input” Mode. ]




2.2 PBX System Configuration

Install a Virtual Extension card (V-IPEXT32) - 1

Q NS1000 | Web Maintenance Console 0 6

{8 Loon as WSTALLER ns1000 [~ ] [ @ 6 £

@ Users slot

& PBX Configuration

(& 1.configuration Close J Summary ] ActvaonKey | IPPhons Regisiration |

M 2.Portable Station
[ 2.0ption

(@ 4.Clock Priorty
(J 5.DSP Resources

5. Select 1.1 ‘Slot’ -> “‘Virtual’

Combination Card
SLCZ + LCOT2
SLCZ + BRI
SLC2 + PRR3
SLCZ + PRBO
Option Card

DOORPHONE

(7 28ystem
O 3.6roup
O 4 Extension

(3 5.0ptional Device
O 6 Feature

0 7mrs

O sARs

(3 o.Private Network

KX-N51000

(7 10.60 & Incoming Call 10808 188
O 11.Maintenance

¥4 un configuration

K4 Network service

@ NS1000 | Web Maintenance Console G @

ﬁ Login as INSTALLER NS1000 Waster [« E @ 6 £t

@ Users Slot

5 PBX Configuration

<= Physical
(& 1.Configuration Refresh ‘ Close | Summary ‘ Activation Key | IP Phone Registration

e T I —_

i 2 Portable Station

= 3.0ption V-SIPGWHE v.mawm[ VAIPEXT32 ]\I-SIPEXTJI VAPCS4 | V-UTEXT32
) 4.Clock Priority
(5 5.03P Resources

Virtual 32-Channel VolP Extension Card

(3 2.5ystem

3 3.Group

(3 4 Extension

(1 5 Optional Device
(3 & Feature

& 7ms

SV

& 9.pri

O 6. Install the V-IPEXT32.

G311

34y configuration

K.y Network Service



2.2 PBX System Configuration (3)

Install a Virtual Extension card (V-IPEXT32) - 2

{§) Losin as INSTALLER oo~ B @ @ =+
{0 veers slot

s PBX Configuration

<> Physical
& 1.Configuration Refresh | Close. | Summary ‘ Activation Key | IP Phone Registration
SystemProperty | steProperty | U caraproperty | umPortproperty |
M 2Portable Station
E 2.0ptien V-SIPGWiS | VAPGWI6 | VAPEXT32 | V-SIPEXT32 | VAPCS4 | V-UTEXT32

(%) 4.Clock Priority
(3 5DSP Resources
Total number of cards [1]<]
£ 2 system
(1 3.Group
(3 & Extension

Virtual 32-Channel VoIP Extension Card

Message from webpage

(3 5.Optional Device
(3 6 Feature

1 771Rs

(1 8ARs

(3 9 private Network

3 10.C0 & Incoming Cal
3 11.Maintenance

N um configuration

Ky Network Service

7. Click ‘OK’ to install the V-IPEX32 card.

j‘,i NS1000 | Web Maintenance Console

& Login a8 NSTAULER

&Y users slot
ﬁ X Conhgurasan & i
2 1Cenhgursten Rafiesh | [ | Summary | Actwaton ey | ©Phune Regatratun|

| umcadpepey | umpet Py |

V-HPGWIE

V-HPEXTIZ2 VIPCE4 V-UTEXTI2
1 4.Ciock Priorty

Wirtunl 32-Channel ValP Extension Card
1 508 Aesourees

Tutal number of cards
2 Sysiem

1

U 3Group 1
| ST

L agaensien - Lol Boopaty.

3 & Oiptieal Diervier Fort Progarty

3 & Feature l

L Tms
0 mars

C1 = Private Netwon:

1 10.C0 & nesming Cat

L 11 maitenance

B um Contguration

Ky Hetwork Service

8. Select ‘Port Property’.




2.2 PBX System Configuration (4)

Connect the NT Series IP-PT to the network (which includes DHCP Server) and input the desired Ext

number via the IP-PT Keypad when prompted.

Note:
a.) If extension number is set in V-IPEXT32, but has no PT registration, the IP-PT will 9. Enter the desired Ext
automatically register to the first available Port/ Ext number (you will not be prompted number and press ENTER

to enter an Ext number from the PT.)
Ext

b.) If you enter a number which is already used, you will hear an error tone.

EXIT CLEAR ENTER

c.) If you do not input an Ext number within 60s, then the IP-PT will register to an available

port (No Ext Number). The desired Ext Number can then be set via the WebMC. (NT3xx Display)
;_‘? NS1000 | Web Maintenance Console O @ @
§§ LoanssmisTaLLER NS1000] g @ @ .EH
{0 Users Port Property - Virtual IP Extension

ﬁ, PBX Configuration
Regsstrahun| De-regrstratinn| Forced De-registration ‘

(= 1.Configuration

‘W ] Main Option

4¥ 2 Portable Station

= 3.0ption

(3l 4.Clock Priority ALL [=

(o e Registered 00:80:F0.30.07.AC 182.168.0.150 “
& 25ystem Faul Trone mm& LRy ‘
& 3Grom Fault None 00:00.00.00-00 0.000
(3 4Extension 2 Fault . . |
& s optonaitevics ~«| 11. When Registered, the Ext will show as k
- sfeture ek INS, MAC address and s/w version etc
& rms Faut
— Tone TO00-00°00-00 00 Tooo A

None 00:00:00:00:00.00 0.0.0.0

10. The Terminal will register to the first available

None 00:00:00:00:00.00 0.0.0.0

port once the desired Ext number is input. Heoe %3005 040619 8903

None 00:00:00:00:00:00 0.0.0.0

Ky Network Service

page [l o2 » = E_E_l




Chapter 3

UT SERIES REGISTRATION
‘MANUAL MODE



3.1 Manual Registration Mode

Manual Mode - Overview

When Terminals are connected to an NS1000 which exists on a different network, or a DHCP Server is

not available — Registration of the Terminals must be carried out manually by entering the necessary
Network/PBX IP Addresses.

IP-CS and 3rd Party SIP Phones must always be registered manually, regardless of their network location.

Router Router 1

Switching S Switching
Hub Hub
Switching

Hub




3.2 Manual Registration Mode — UT series

Registering an UT-PT to the PBX (Manual Registration Mode)

1.
When registering a UT without a local DHCP server OR when registering the UT from a remote
location etc, you will need to enter the IP Address of the UT AND the IP Address of the PBX into the

UT manually (Manual Registration Mode).

1. Connect the UT to the network and
apply power (PoE or AC Adaptor etc)

Now starting...

e }

‘SETUP’ soft-key below the LCD display

[ 2. When the UT powers on, press the




3.2 Manual Registration Mode — UT series

1. Registering an IP-PT to the PBX (Manual Registration Mode) — cont....
(UT-PT IP Address Setting)

Information Displa
| Network Settings |
Back Enter

A

3. Using the ‘Navi-Key’, select 1 { A 1
v

nter [
L‘Network Settings’ and press ‘Enter’. o

NAVI-KEY
[ [ [ | —
VLAN

Cener |

DHCP

A

{ 5. Select ‘STATIC’ for the IP Address mode ]

| STATIC |
[ [ s
6. Then set the IP-Address, Subnet Mask
4 1P Address ¢\ anti Default’Gateway of thle IP-P’T, using the
Navi-key’, Keypad and ‘Enter’ keys etc
l 192.168.0.153 |<—
ek | Enter

A\ 4

A
v
l 255.255.255.0 |“

e —— —r——

Subnet mask Default Gateway ¢

192.168.0.1




3.2 Manual Registration Mode — UT series.

1. Registering an IP-PT to the PBX (Manual Registration Mode) — cont....
(UT-PT IP Address Setting)

7. The Network address and MAC information
can be confirmed by navigating back to the
‘Information Display’ screen

| Information Display I

Network Settings

Lo

The PBX IP-Address (location) will be set automatically during the registration process.
The registration process (UT <-> PBX) must be carried out within the same Broadcast
domain.




3.3 PBX System Configuration (1)

Confirm the UT Terminal Registration Mode (Manual)

[ 1. Login to the Web-MC ] [ et Setup ]

ﬁ NS1000 | Web Maintenance Console

) Lo s maTALLS

| _ Acwaonkey | PPhosa Repairatos |

| | uiport property |

3. Select 1.1 ‘Slot’ -> ‘Site Property’ -> ‘Main’ S |

@ NS1000 ' Web Maintenance Console

B oo mstain

& vien Site Property - Main
2 rox conmgueaton

“) Perform System Reset for changes 1o take eftect
1S 1. Con figurntion Uain | VolP DI Opticess  VelPOUP Options 3 Port Bamiser | LAN Status | EP Eatenaion

M 2 Boriskie Sistion Slorage Memory Siee

3 Opten Munisie Connection Ability Fratis
3 4 Dok Priory
1 5058 Rescarces

& [

3 2 5peem

(SET-1)

[
® uane) Ful Astomatic Exsensien rput

1) The IP.C5 bahave as “Full ARTomatic™ mode evin @ he Sething i set “Lilenaicn nput™.

LI BFeaber 2} &n et unser V-SIPEXT this 3orming, 0 ahweys beh “Manusr mese.

) 7.Hs

£ 5 OptensiDevice

1 aARS

£ @ Private ftwan
18,00 & ncomng Cat

1 11 Mantenance

3 v Configurann

I Mobwork Bervce,

[ 4. Confirm the system is in “Manual” Mode. ]




3.3 PBX System Configuration

Install a Virtual Extension card (V-UTEXT32) -1

@ NS1000 | Web Maintenance Console 9 @ @

{8 Loon as WSTALLER ns1000 [~ ] [ @ 6 £
O vsers siot

PBX Configurat
L —

(& 1.configuration J Close J Summary ] ActvaonKey | IPPhons Regisiration |

Site Property J UM Card Property J UM Port Property J

M 2Portable Station
[ 3.0ption

(3 4.Clock Priority
O 5.D5P Resources

Combination Card
5LC2 + LCOT2

7 2 System SLC2 + BRI
& 3.6roup SLC2 = PR3
O 4Extension 5LC2 « PRID

Option Card

DOORPHONE

(3 5.0ptional Device

O 6 Feature

0 7mrs

O sARs

(3 o.Private Network

5 10.c0 & Incoming Call

O 11.Maintenance
4 un configuration

K4 Network service

@ NS1000 | Web Maintenance Console e @

gy toomasmsTaLLER nsacon [ 4 @ e 5l

) users Slot
PBX Con tion
B e o
5 1. Configuntion Retreah ) Close ) Summary ) | Acwsteakey | B ihone Regstraton |

M 2 Portabile Station _ Syswemprepenty | Seefropeny |  UMCaraProperty |  UliPonfropemy |
= 3.0ptien

I 4.Choc Priory
1 5.05P Resvurces

v-arexizz | wvaecs | vuresia

Number of SIE-MLT Users
L zsystem

3 Acmup

£ 4 Extensinn

3 s5.0ptunsl Devce

3 & Fratare

O 7ms
L BARS
3 & Provate HNetwors

et the number of users.




3.3 PBX System Configuration (3)

Install a Virtual Extension card (V-UTEXT32) - 2

A YOU SUTE yOU Want o 3dd 1 card?

a Lugn ss NSTALLER

woole] B @ @ Hi

d users. Slot

0 o conrrnen & Phasical

5 1 Contiguntion Retrean | cose | semary | Acowookey | P inoss Resatson|
S— SymemPrepenty | seepropeny | M CaraPropeny | umrenpropeny |
f=ETy VSIPGRTE | VPGS NPENII  W-SIPLNTIT | VAPCEA  wUTIaTI

1 4 Clock Prioty
2 Wirtusl J2-Channel UT Extension Card
53 5059 Rescurces
Tatal number of cards 1 [2]
£ 25yvtem
0 30me e

3 4 Exension
3 £.Options Device

O oresre

o orms
O pars

D 5 Private Network 1

3 10.60 & hcsmung Cal

SR [ 8. Select ‘Out Of Service’'.

A uu ceatguraten

o l




3.3 PBX System Configuration (4)

Install a Virtual Extension card (V-UTEXT32) - 3

ﬁ' NS1000 ' Web Maintenance Console

& Lo mmsTaLLER

il H) @ @ &

e siot
B rox contguestin
= Pmesical
2 1 Contguratan Retean | Clot | Summary Astation Key |
G Y Symempropeny | sesbropeny | UM Card Propeny UM Port Property
#¥ 2 Poriatie Staten

=T VPG S

& 4. Clock Priocty
Virtisal 33.Charmed UT Extension Card

Total meniber of cards 1 [=]

O $.05 Ressurces

I 25ysiem

& 26me —

[SETET Cand Pmposty.
% Dptoral Device Fort Fropemy
SR s

o rms prevers
0 8405

50 @ Private Ftwark 3

(3 1060 8 nesmeng cat

7 10 Marseearce

N congurnsen
8 s contgun

L —

9. Select ‘Port Property’.

.‘f NS1000 | Web Maintenance Console e @

Legn s HSTALLER
]

) veen Por Property - Virual UT Extension

[ mx conmguentnn
| |
St [ Prsispiion] Forn O Pl

M-
i 2 Portstie Suten

B 20t

2 4 Clock Praety

‘__ ey [ 10. Set the Ext number and Password, then click ‘Apply’ ]

M\ Comtenten

K3 Metwers Servce

NB: By Default, the extension Password is set to ‘1234’




3.3 PBX System Configuration (5)

Install a Virtual Extension card (V-UTEXT32) - 4

ﬁ' NS1000 ' Web Maintenance Console

Aevesn | Close | Summary astnaton Key

i

“  SysemPropery | Seefropery | UM Cand Propeny UM Port Property
Virhaal 33-Chanmed UT Extension Cand

Total meniber of cards 1 [=]

11. Set the port ‘In Service’.

# NS1000 | Web Maintenance Console o e @
) Lo mnsTaLie il 1 @ @
&) vwns Slot
@ PEK Cantguraton w

12 1 Confguration Rafress | Chae Summary Actwaten Key | "

Virtsal 12-Channel UT Extenaion Card

Totsl number of cards | [3]

%y confaraten

Ky veework Service




3.3 PBX System Configuration (6)

Install a Virtual Extension card (V-UTEXT32) -5
q‘? NS1000 | Web Maintenance Console O 6 @

8 Login as INSTALLER ns000 -] [ @ a 51

@ Users Port Property - Virtual UT Extension

@» PBX Configuration
Registmhnn‘ De-Rej trabm‘ Force D&Regustratmn|

(= 1.Configuration

I ]

! 2 Portable Station

Option

@ 4.c o o ALL [=] ALL [+
R 13. Select ‘Registration’. Vil 7 ‘ a0 S—
O 25ystem Virtual 47 z 204 ok
(=] 3Group 3 1 Virtual 47 3 205 "ur — =— =
O 4 Extension 4 1 Virtual 47 4 206 e i . . -
e : | Vsl a : 207 Registration Executing
Virtual 47 7 209
Available Extension Number Selected Extension Number for Virtual 47 & 210
Virtual 47 g 211
a E ([ m— il m =
206
207
208
209
210
21
212
213
214 E A T Exbimtion bs LAJ a0d A€ adier
215 #3520 MBS 248N AFESSy EORRECIeS 12 LAN 1 A0 30a0ite GATARest MEM AR ZoARSCt MM 830N
218 —
217 i P s
218 FUT Extinaion aad PAX rs masited o 5 i Pt B 15 sbiverk Repposts ERICH, UT [xibaion o repeiansd
o e puisiyiidei
b - I = T
g Conract 2ne UT Extension wimout aperston of e PEX manienance canseie, 3% a2 UT Extension m regatered Reglstratlon Comp|eted
523 L8 ::TI: siwnet t of e netwark doen net suppert DHCP. marsl setirg & requred ) ) )
24 ) l 1 m
i \h.m b A AN RARWAT | i
226
227
228 o
Next Cancel
14. Select the desired Extension . .
15. The UT Terminal will
and follow the prompts. . .
then register with the PBX.




3.4 Registration Confirmation (UT)

Confirm the registration

ig_,,o CT. 12:09PM MON 11. After the UT-PT has re-booted and the WebMC Registration
process has been completed, the UT-PT will be in-service.

Setting Call Log m

Further Extension configuration can now be made via the WebMC, using the Extension Number of the IP-PT.

,._‘f NS1000 | Web Maintenance Console o 6 @
() LosinasNSTALLER o] B @ e 1l

(1) vsers Port Property - Virtual UT Extension

@ PBIX Configuration
Reg\stmtlnn‘ DB—Regnslrahunl Force De-Regisiration

(& 1.Configuration
kS
M 2 Portable Station

E 3.0ption

(@ 4 Clock Priority ALL

ES ermmmeir NS 1234 Reaisterad 00:B0:70:C8:50:09 192168.0,153 01.025 B

|

& 2.system Taur - T !
O 3.Group Faul 1234 None 00:00:00:00:00:00 0.0.0.0
(7 4 Extension Faut 1234 None 00:00-00:00:00:00 0.0.00
(1 5 Optional Devics Faul 1234 None 00:00:00:00:00:00 0000 3
O & Feature Faut 1224 Nene 00:00:00:00:00:00 0.0.0.0
& 7ms Faut 1234 Nene 00:00-00.00:00:00 0.0.00
O s.aRrs Faut 1234 None 00.00.00,00:00:00 0.0.0.0 14
O gprivate Network Faut 1234 None 0000.00.00:00:00 0.0.0.0
& 10.cO & Incoming Call ik 1234 None 00:00:00:00:00-00 0.0.00
(3 11 Maintenance Fault 1234 None 00:00:00:00:00:00 0.0.0.0
8w conguration Faut 1234 None 00:00:00:00:00:00 0000

Ky, Hetwork Servics

Page I 72| »+ » m View 1-200f32

oK Cancel Apply

From the V-UTEXT32 Port Properties screen, the UT registration status, Password, MAC, IP-Address and firmware version can be seen.




Chapter 4

NT SERIES REGISTRATION
‘MANUAL MODE



4.1 Manual Registration Mode — NT

1. Registering an IP-PT to the PBX (Manual Registration Mode)

When registering an IP-PT without a local DHCP server OR when registering an IP-PT from a remote
location etc, you will need to enter the IP Address of the IP-PT AND the IP Address of the PBX into

the IP-PT manually (Manual Registration Mode).

1. Connect the IP-PT to the network and
apply power (PoE or AC Adaptor etc)

Searching... 2. When the IP-PT powers on, press the
‘SETUP’ soft-key below the LCD display

SETUP




4.1 Manual Registration Mode — NT series

1. Registering an IP-PT to the PBX (Manual Registration Mode) — cont....
(IP-PT IP Address Setting)

Menu [ 3. Using the ‘Navi-Key’, select }
-> Network | < L ‘Network’ and press ‘Enter’.
PBX
IP Port
QoS

STORE EXIT CONT ENTER

DH

(;BAddl’eSS Enable| Disable ‘—[ 4. Set DHCP to ‘Disable’ ]

0. 0. 0.
Subnet Mask

0. 0. 0. O
NEXT EXIT ENTER

5. Then set the IP-Address, Subnet Mask
and Default Gateway of the IP-PT, using the

D ’T-C[;e Gulk Ga tevl\zlgilb fwf/ ‘Navi-key’, Keypad and ‘Enter’ keys etc

0. 0. 0. O.

EXIT PREV |ENTER [ 6. When complete, press the ‘Enter’ key. ]




4.1 Manual Registration Mode — NT series.

1. Registering an IP-PT to the PBX (Manual Registration Mode) — cont....
(IP-PT IP Address Setting)

Menu
'_Nemm'ﬂ‘]' ( 7. Using the ‘Navi-Key’,
-> PBX L select ‘PBX’ and press ‘Enter’.
IP Port
QoS

STORE EXIT CONT ENTER

4 )\
PBX IP Address ?
8. Then set the IP-Address of the IP-PT, using
0. 0. 0. 0. ]' the ‘Navi-key’, Keypad and ‘Enter’ keys etc
N J
4 N\
EXIT _CLEAR [ENTER 9. When complete, press the ‘ENTER’ key to
return to the ‘Menu’ screen.
N J
Menu
Network -
_> PBX 10. Press ‘Store’ to save the settings in the IP-
. | — PT and re-boot the unit.
ort \
QoS
STORE | EXIT CONT ENTER The IP-PT can then be registered to the PBX using the WebMC.




4.2 PBX System Configuration (1)

Confirm the IP Terminal Registration Mode

[ 1. Login to the Web-MC ]

@ NS1000 | Web Maintenance Console

[ 2. Select ‘Setup’ ]

) Lo s maTALLS

s B @ T

I 1.0pton
5 4 Clock Pricty

) 505 Resnsrees

78 Provate Retwork
3 18,00 & ncoming cat

3 11 Marsnance
N Lt Cantigurmten

Koy Network Bervice

Actvahon Key | P Phose Repiratos |

| b ot Property |

§ Lo LI

& vsen

2 fox cantgurates

Sive Property - Main

") Perform System Reset for changes 1o take effect
& 1 Conmguration WoIP.01P Optuns

e S Oea 2 | Bt Msmees
i 2 Potabie Staten Storage Memary Size

1 20t Multisile Conarction Ability
-4 Cock k. PP Group
[ £.05P Aesowrees

P3P Group llame
O 25vstem

D 30we IF Torminal Registration Modo

O 4 Etensen

uanuy
L 6 optossl Devics

wrsnte

€ eFmaimy 21 Anfiersion under V-SMEXT card igrares this

O 7ms

ot Watemmion Inpst
actting. It shwvays behave as "Manual” mode,

w-1H @ @

Ful Aunzmane

@ Extennin reut

[ 4. Confirm the system is in “Manual” Mode. ]

2 yu Cantguraten

Ry Nerwork Servee




4.2 PBX System Configuration (2)

Install a Virtual Extension card (V-IPEXT32) - 1

Q NS1000 | Web Maintenance Console 0 6

{8 Loon as WSTALLER woml-] B @ @ =
@ Users slot
I Pox configuration

(= 1.Configuration

J Close J Summary J Activation Key J IP Phone. Regs(ralmr\J

Syskem Property J Site Property J UM Card Property J UM Port Property J

M 2.Portable Station
[ 2.0ption

(@ 4.Clock Priorty
(J 5.DSP Resources

Combination Card
5LC2 + LCOT2
SLC2 + BRE

(3 2 8ystem

O 3.6roup 5LC2 + PR3
o 5LC2 = PRIBO.
o . Option Card
=] 5- Select 1-1 'SlOt' -> ‘V|rtua|’ DOORPHONE
o KX-N51000

O sARs

(3 o.Private Network

iooen iag

5 10.c0 & Incoming Call
O 11.Maintenance

¥4 un configuration

K4 Network service

@ NS1000 | Web Maintenance Console G @

ﬁ Login as INSTALLER NS1000 Waster [« E @ 6 £t

@ Users Slot

5 PBX Configuration

<= Physical
(& 1.Configuration Refresh ‘ Close | Summary ‘ Activation Key | IP Phone Registration

e T I —

i 2 Portable Station

= 3.0ption V-SIPGWHE v.mawm[ VAIPEXT32 ]\I-SIPEXTJI VAPCS4 | V-UTEXT32
) 4.Clock Priority
(5 5.03P Resources

Virtual 32-Channel VolP Extension Card
Total number of cards [0],

(3 2.5ystem o

3 3.Group 2

(3 4Extension 3

(1 5.0ptional Device 4

(3 & Feature

& 7ms

O aARs

O 9.Private Network

(3 10.co&n

— 6. Install the V-IPEXT32 Card.

K.y Network Service



4.2 PBX System Configuration (3)

Install a Virtual Extension card (V-IPEXT32) - 2

{§ LosinesmsTaLLER ns1000[| [ @ e Bl
@ vsers slot

s PEX Configuration

< Physical
£ 1.Configuration Refresn ‘ Close ‘ Summary | Activation Key ‘ IP Phone
E= 1.5lot
System Property | Ste Property | UM Card Property | UM Port Property |
i 2 Portable Station
& 3.0ption V-SIPGWH6 | VIPGW16 | VAPEXT32 | V-SIPEXT32 = VIPCS4 | V-UTEXT32

(& 4 Clock Priority

Virtual 32-Channel VoIP Extension Card
(1 505P Resources

© 25ystem Total number of cards

0 3.Group

(1 4 Extension Message from w:bEge‘

(3 5.0ptional Device

O 6.Feature .

@ 77Rs @u Are you sure you want to add 1 card?
O s.ars -

(3 9. private Hetwork

(J 10.CO & Incoming Call

(3 11.Maintenance

¥4y configuration

K.y Hetwork Service

7. Click ‘OK’ to install the V-IPEX32 card.




4.2 PBX System Configuration

Setting Registration Mode - 1

@ NS1000 | Web Maintenance Console

8 Lo ssmsTALLER

£ e siot
@ PR Contguenten
2 1. Configuration Tiefresn |
¥ 2 Pertabie Stahen
= 100800 VLSPGO
) 4 Ciock Prisety

51 505P Azscarces
£ 23yslem
[=ET. 00
1 apnensn
L5 5 Optonal Device

1 & Feamre

O 1ms
L sans

2 @ Private Neswork
1000 & hoomng Call

11 Mairengsce

M contguraon

By Hetwor Servce

[ 9. Select ‘Port Property’. ]

@ NS1000 | Web Maintenance Console

[ Rl

Y veers Port Property - Virtual IP Extension

5=u1cmmn—m h = e

= 1 Confguratien

o 37

2 Opeon

& Dk Pty

(1 5069 Aesourres
Q2

. . .

=:{  10. Click ‘Registration’.
(=37
O 5ol
L eatre 24
o rms 2
O pars 22
L1 5.prwvate Network s
&d 1060 & hcomng Cal 2 E
(3 11 Mantennsce 1 s
32 vu Contigurasen ¢ e

Ky Networ Serviee

Artinton Key | P mame Regasmtion |

00D 02 000008

CE00D0RE 0000
00.00,00.00,00.00
00:00/00.00:00:00
00:00:00:00:00:00
000070800 00-00
0000080 00-00
OO0 0000
CO0000R0 0000
00:00:00:00:00:00
00:00:00:00:00:00

000D 00-00

el B @ @ <+




4.2 PBX System Configuration (5)

Setting Registration Mode - 2

P Extension Registration Wizard

Available Extension Humber Selected Extension Number for
] Registration

1= 11. Select the desired Extension

238
239

= pumberand foliowthe brompts,
gé Registration Executing

1 235

m

Extension Registration

Nex Cancel
Step 1)

Connect 1st IP-PT to LAN and AC adaptor.
If 1st IP-PT has been already connected to LAN or AC adaptor, disconnect them and connect them again.

Step 2)
Select [Next] of this PBX maintenance console.

If IP-PT and PBX are installed in the same network and the network supports DHCP, IP-PT is registered automatically without any
IP Extension Registration Wizard operation.

Available Extension Humber Selected Extension Number for Step3)
ueg\slra!m-n Connect 2nd IP-PT without operation of this PBX maintenance console, after 1st IP-PT is registered
[ 235 ]

ped o If IP-PT and PBX are not installed in the same network o the network does not support BHCP, manual setting is required for IP-PT. NI SRS R

I the network supports Power-over-Ethernet (PoE), AC adaptor is not required for IP-PT, . .
25 ; Registration Completed
239: Next Cancel

| o L L ®

MNM
EBE

257




4.3 Registration Confirmation — NT series

When the NT-PT has been registered, it’s display will display the following information;

19 JUL.

PROG

10:14 TUE

INFO RING MENU

12. After the IP-PT has re-booted and the
WebMC Registration process has been
completed, the IP-PT will be in-service.

Further Extension configuration can now be made via the WebMC, using the Extension Number of the IP-PT.




Chapter 5
DECT CS INSTALLATION



5-0. DECT CS Installation (KX-NCP0158CE) — (1)

To assign a static IP Address to the KX-NCP0O158CE IP-CS, the Panasonic UPCMC Tool is required. It is
not possible to set a static IP Address on the IP-CS via the NS1000 WebMC.

Step 1. Assign the IP-CS IP address, subnet, PBX IP address, . etc,
UPCMC Tool is required. (Available from your NSC)

-
{_]~]
H @
PBX Unified Maintenance Console

= pD 5 |

I
Connect(C) New(N) Opan{)
Mul It e PEX PBX F!sp\a:amem{P) VolP Test ToollW)
a;er(M)
25

Foass sk e e O s 0 £ vz ol

Change DIP SW 7 to ON and
Power off/on the IP-CS.

e o

Assign 192.168.2.xxx as PC Assign IP-CS data like IP address, PBX IP address, etc.,
IP address and press next. and press next. After that, Power off/on the IP-CS.

NB: By default, the KX-NCP0158CE is set to DHCP. It is only necessary to set a static IP Address if there is
no available DHCP Server or if the IP-CS is to be placed on a Network different than then PBX.




5-0. DECT CS Installation (KX-NCP0158CE) — (2)

Continued from previous slide

[t eea ] [t s |

Next Device: Assign IP addressing
information to other IP-CSs.

Main Screen: Retumn to the main
screen.

4. Tum off the IP-CS.
5. Return DIP switch no. 7 to the OFF position.
6. Return the IP address and subnet mask address of the PC to their original values.




5-0. DECT CS Installation (KX-NCP0O158CE) — (3)

Step 2 - Registering IP-CSs to the PBX

Click [Setup] = select [PBX Configuration] — [1.Configration] — [1.Slot] 2>
[IP Phone Registration] — [Option] or [Site Property] — [Main]

?) Web Maintenance Gonsole — Mozilla Firefox

LB REE FTW EED  Juw-h@ v-LD AT

J | 7] e Maintenance Gonsole |T| -
\ (- | | [ httpe/ 1921680101 Abisb MG/ indee o . c] | _l'v Groele )| i

;ﬂ NS1000 | Web Maintenance Console
6 Login a5 INSTALLER ME1000 [ g @ e 'ﬂj
@ Users Slot

ﬁ- PBEX Configuration

Virtual

- L L efres] ose LIMIMErYy ivation Key |
(= 1 Configuration Reiresh J cl J 5 ) activationkey | IPPh F-PT

8 2 Portable Station
.
L T —
5 4 Clock Priority
Fax Card om on Lo
D 5 DEP Resources e
Y SLC2 + LCOT2

[0 2.5ystem —A—— SLC2 + BRI
O 3.6roup 5LCZ + PRIZS
I 4 Extension SLC2 + PRIZ0
I 5 .Optional Device Option Card
A B DOORPHONE
O 71RS
1 s.8RS

System Property J Site Property UM Card Property J LM Part Property J

KX-NS1000

3 2 Private Metwork

m ] L]
=.. loggoo 0o

1 10,20 & Incaming Cal
3 11 Maintenance

"¥ UM Configuration

l_-g Metwark Service




5-0. DECT CS Installation (KX-NCPO158CE) — (4)

Continued from previous slide

Select “Manual” in “IP Terminal Registration Mode”, then click [Apply].

) Web Maintenance Gonsole — Mozilla Firefox
IO REE  #nY BEEGQ  Jebv-bE w-liD A
J | | Wb Maintenance Console | + | -

(_ | | ] http 1921680000 Aeb MG indesx s e | |".l" )-| 1

@ NS1000 | Web Maintenance Console
@ Login &= INSTALLER g @ e ﬂ]

() Users Site Property - Main

PBX Configurati
@ g '} Perform System Reset for changes to take effect

(= 1 Configuration .. VolP-DSP Options VolP-DSP Options 2 Port Humber LAH Status SIP Extension Echo Cancellation

=1 Siat
A 2 Portable Station

Storage Memory Size

E 3.Option Multisite Connection Ability . | Enable |
o L
S0 4.Clock Priarity P2P Group 19 -
J 5DsP Resources

P2P Group Hame

(] 2 System
3 3.6roup IP Terminal Registration Mode
(3 4 Extensi
Esxtension @ Manusl ) Full Sutomatic () Extension Input
0 5.0ptional Device 3 = ZMate as "Full Automatic™ mode even if the setting is set "Extension Input™.
I 6 Festure 2) An extension under V-SIPEXT card ignores this setting. it always bel as mode.
O 71Rs
0 s.aRs

£ 2 Private Metwork
1 10,20 & Incaming Cal
3 11 Maintenance

“4 UM Configuration

LQ Metwark Service

Ok J Cancel Apply




5-0. DECT CS Installation (KX-NCP0O158CE) — (5)

Continued from previous slide

1. Click [Setup] =2 select [PBX Configuration] — [1.Configuration] — [1.Slot] = select [Virtual]

2) Web Maintenance Gonsole — Mozilla Firefox

LB REER FTW EED Jyw-h@ U-D ALTH

|J ‘Web Maintenance Conzole |T| =
L (- | | |J hittp 1921680101 b MG indes” o . c| | 'E." Google ).':;.] i

;ﬂ NS1000 | Web Maintenance Console

6 Login sz IMSTALLER: NS1000 v g @ 6 -ﬂj
@ Users Slot

Virtual },
efresh J Close J SUmmary J Activation Key J IP Phaorne RegistrationJ

System Property J Site Property J UM Card Property J UM Port Property J

PBEX Configuration

&1 Configuration

8 2 Portable Station
=1 3.0ption
5 4 Clock Priority

Combination Card
J 5D3F Resources

SLC2 + LCOT2
&1 23ystem SLCZ + BRI
3 3Group SLC2 + PRIZE
I 4 Extension SLC2 + PRIZ0
I 5 .Optional Device Option Card
DOORPHONE
[ 6 Feature é
O 71RS
KX-NS1000
1 s.8RS

3 2 Private Metwork

io668 igg

1 10,20 & Incaming Cal
3 11 Maintenance

"M Uk Configuration

l_-g Metwark Service




5-0. DECT CS Installation (KX-NCP0O158CE) — (6)

Continued from previous slide

2. Select [V-IPCS4]

2) Web Maintenance Gonsole — Mozilla Firefox

IPLVE REE HFnW EBED ddv-hE D ALFH

| D ‘iieb Maintenance Console b 4 | |J Web Maintenance Conzole x |T| -
(- | | [ 1921680201 Aeb M indes/ S| ".l" )| *

NS1000 | Web Maintenance Console / 1

[5) Looinas NSTALLER MS1000_2 v =] e Pl
@ Uszers Slot

ﬁ- PBEX Configuration o P _—
[ 1 Configuration Refresh J Close J Summary J Activation Key J IP Phone Regis{raﬁonj
=1 .Slot
@\ 2 Partable Station System Property J Site Property J Und Card Property J Und Port Property J
=1 3.0ption V-SIPGW16 V-IPGWAG V-IPEXT32 V-SIPEXT32 _UTEXT3?

5 4 Clock Priovity

7 50%P Resources Virtual 4IP Cell Station Interface Card 1

Total number of cards |0 v
[&5] 2 System
[&5] 3.Group

(7 4 Extension

(] 5.0ptional Device
[ 6 Featurs

1 71Rs
[ s.2Rs

3 9 Private Metwork
3 10,00 & Incoming Cal

3 11 Mairtenance

"¥ UM Configurstion

h_g Metwark Service




5-0. DECT CS Installation (KX-NCP0158CE) — (7)

Continued from Previous slide

3. Select [Number of cards], then click [OK]




5-0. DECT CS Installation (KX-NCP0O158CE) — (8)

Continued from previous slide

4. Select [Port property]

2) Web Maintenance Console — Mozilla Firefox

LB REE R EED  hv-sE U-ND AT

| D ‘ieb Maintenance Conzole b 4 | |J Web Maintenance Conzole x |T| -
\ (- | | [ 1921680201 Wb MG indes ) _o' - )| P

@ NS1000 | Web Maintenance Console
(s Login s NSTALLER NS1000_2 ¥ g e 'EH
@ Uzers Slot

ﬁ- PBX Configuration & P _—
[ 1 Configuration Refresh J Close J Summary J Activation Key J IP Phone Registrationj
=130t
‘g!‘ 2 Partable Station System Property J Site Property J LIk Card Property J UM Port Property J
=1 3.0ption V-SIPGW16 V-IPGW16 V-IPEXT32 V-SIPEXT32 V-IPCS4 V-UTEXT32

3 4 Clock Priovity

| >

7 5.0SP Resources Virtual 4IP Cell Station Interface Card

Total number of cards 1w

(] 2 System
(] 3.Group
_— Card Propert
I 4 Extension pErty L

(] 5.0ptional Device

; Port Property '
|

1 B Featurs

O 7R
[ 5.2Rs
3 9 Private Metwork

3 10,00 & Incoming Call

11 Mairtenance

"M UM Configuration

h_-g Metwork Service




5-0. DECT CS Installation (KX-NCP0O158CE) — (9)

Continued from previous slide

5. Click [Registration]

¥) Web Maintenance Console — Mozilla Firefox

B RER FTW EEE  yw-h@ U-D ALTH

| Q ‘ieb Maintenance Console X | IJ Web Maintenance Consols x |T| -
(' /P | [ 192188.0.201 Aieh M indes el _l,l, )| 1

NS1000 | Web Maintenance Console

@ Login s INSTALLER g e ﬂ]

@) wsers Port Property - Virtual IPCS

ﬁ- PEX Configuration

De-registrationj Forced De-registrationj

&1 Configuration

2= 1 .5lot Main Option
1 2 Portable Station

CS Name
. Port
= 3.0ption “““ (20 characters) .
ALL A

(3 4 Clock Priority L
O 5DEP Resources 4 irtuial 67 1
1 2.5ystem Wirtual B7 _

3 3.6roup Wirtual B7

=W
W R

“irtual E7
(I 4 Extension A

I 5.0ptional Device

[ 6 Feature

O 71RS

1 s.8RS

3 9 Private Metwork

1 10,20 & Incaming Cal
3 11 Mairtenance

"'-}é UM Configuration

h_-g Metwark Service

Ok J Cancel J Apply J




5-0. DECT CS Installation (KX-NCP0158CE) — (10)

Continued from previous slide

6. Select [IP-CS Index], then click [Next]

2) Web Maintenance Console — Mozilla Firefox

LB REER FTW EBEES pv-hE u-D ANFE

| D Web Maintenance Console x | | 7] ish Maintenance Gonsole x | + | -

€= )P | [0 1921680201 AWeb MO/ indexs
N

NS1000 | Web Maintenance Console

@ Login s INSTALLER

@ Users IP Cell Station Registration Wizard ®

ﬁ_ PEX Configuration Available IP Cell Station Index Selected IP Cell Station Index for
. " IP Cell Station Registration Wizard x®
=1 Slat St i Available IP Cell Station Index Selected IP Cell Station Index for
: 3 (It 67 - Port:3) Registration
1 2 Portable Station 4 (SIot67 - Port4)

2 (SlotE7 - Port:2)

) 3 (SItET - Port:3)
= 3.0ption 4 (SIotE7 - Port:4)

5 4 Clock Priovity
[ 5DsP Resources
(5] 2 System
(5] 3.Group
4 Extension
£ 5.Optioral Device \
1 B Festure
0 71Rs
[ g.aRS

1 2 Private Metwork
C1 10,20 & Incoming Call

3 11 Mairterancs

"'-}é U Configuration et J Cancel J

h_-g Metwark Service

Ok J Cancel J Apply J




5-0. DECT CS Installation (KX-NCP0O158CE) — (11)

Continued from previous slide

7. After Registration completed, then click [Close]

D BRD BT MES FoiR-0E D ARTH
|| Web Manfenance Cormole o | | Web Maritenarce Conuole "li.
& 9 19216810201 /Wab bt St B Fl
@ NS1000  Web Maintenance Console o e
B o= PETALLER H e -+
" = a IR BRE BT EES JrR-0E =MD ARTE
e contnratn Registration Executing Wb Marmance Conios lekd :
S 1 Lonsigurstion - - - r " & 2 it IR GEDION WM e B B P&
i | ll 1 (SILET - Port 1) | l
# 20t [ SO 2 NS1000 | Web Maintenance Console 6 0
35 eharaetern
i ::‘m“ = i g Lo m st wsioco v Y @ 6 il
B 2o e —
ol £ weert £
s0me B o corsprnn Registration Completed
A Dataraion o
£.0ptonal Devie, \ m ° |
6 Feshure |
TTRS
i) BARS
L 9 Privade Network
L 10.60 8 incomang Col
L 11 Martenarce (ST, T
N M Cortypanten sop. ] 4 ltension
3 & Oprund Darvics
"-l Metwork Service £ Frature
& 7708
ox | s
) G Private Metwork
10.00 & ncoswng Cal
1 Mirdenance

K Metwwonk Zarvice




Chapter 6
REGISTRATION — OTHER TERMINALS



6-1. Registration — Other Terminals

Other Terminals such as:

e KX-NT700 (Conferencing Unit)
e TCA/WT Series DECT Terminals
e 3rd Party SIP Telephones

Must all be registered using ‘Manual’ Registration mode.

Notes:
For KX-NT700 and 3rd Party SIP Telephones — ensure a V-SIPEXT32 (inc A/Ks) is installed.

DECT Handsets (TCA/WT) are registered in the same manner as TDE/NCP PBX system:s.




6-2. De-Registration (1)

Registered Terminals can be de-registered from the system via the Virtual Cards ‘Port Properties’

%+ NS1000 | Web Maintenance Console o @ @
{8 Loonas NSTALLER sol- B @ @

) vsers Port Property - Virtual IP Extension

5 PBX Configuration

= Redgistrati De-registration mFurced De-registration | ]
=+ 1.Configuration 2%

=i

! 2 Portable Station IP Phone Re D

3 4 Clock Priority E[ ALL

O 5o Registered 00:80:F0:30:07:AC 182.168.0.154 00.041 wi

5 5 None 00:00:00:00:00:00 0.0.0.0 T

-1 1. Select the De-Registration mode. — e S :
tee  a.  Use ‘De-Registration’ mode when the Terminal e Feid |
(3 5.0pti . None 00:00:00:00:00:00 0.0.0.0 1 b
= is connected to the system and powered on. e e 2000 .
~™ b. Use ‘Forced De-registration when the terminalis | B et s j
e not connected to the system or is faulty. None 0000 00900000 2000 1
O 10.co None 00:00:00:00:00:00 0.0.0.0 1
G 11 Mai e Faol None 00:00:00:00:00:00 0.0.0.0 1
_\é UM Configuration 245 Fault None 00:00:00:00:00:00 0.0.0.0 A

by Network Service

« | Pace (I 572]'ss i {20 [~ View 1 - 20 o7 32

oK Cancel Apply




6-2. De-Registration (2)

After selecting the de-registration mode, select the desired extension and follow the prompts.

IP Extension De-Registration Wizard

Available Extension Humber Selected Extension Number for
Registration

IP Extension De-Registration Wizard x

Current IPPT extension number which you de-register is 235 .
IPPT index number is 1.

l Confirm | ! Quit |

B B

Hex Cancel

IP Extension De-Registration Wizard x

IP Extension De-Registration Wizard De-registration succeed!

Please click "Close” button to close the wizard.
Available Extension Number Selected Extension Number for
Registration

When the de-registration process is complete,
the display of the terminal will indicate that it is
not registered. (Fault, Poor Connection etc)




TERMINAL REGISTRATION COMPLETE
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1-1. Overview

Setting a ‘Profile’ within the NS1000 allows for PBX Management settings to be made on a individual-
user level.

i.e. Each person having their own ‘Profile’ can login to the NS1000 system and make setting changes
as allowed by their profile level (User, Administrator, Installer)

Information for each User account can be added, edited, or and deleted by an Administrator or
Installer level account.

Available Via Profile Type

Web Users User Level 1512 accounts
Maintenance Admin Level 32 accounts
Installer One account

Password 4 to 16 digits per account



Presenter
Presentation Notes
.　


1-2. Default Profile - Installer (1)

By Default, an single INSTALLER Profile is pre-defined in the WebMC

@ NS1000 | Web Maintenance Console

B Login &= INSTALLER

(@ Uzers

a 1.User Profiles

NS1000 H @ -

Login Profile is shown here.

Profile list view is shown here. J

i 2500 User

Common (L ERILIN [ Only the INSTALLER profile is created by default.

B PER Configuration nmm All other profiles must be created manually. L

M4 U configuration WAL v AL v m v

i-ﬂ Metwork Service

Tabs show the Profile settings and
associated Extension FWD/DND settings

B Login &= INSTALLER

@ lzers
N :_'..

Us®r Profiles

FWD DHE

A3

i 2,800 User Common

@- PBX Configuration
"I¥ 1M Corfiguration

i_.g Metwork Service

n1
Only the INSTALLER Password is stored by default, all other fields are empty (default)




1-2. Default Profile - Installer (2)

In the profile screen, it is possible to Add, Edit, Delete and Filter profiles depending on the Profile
Level.

;ﬁ NS1000 | Web Maintenance Console

B Login as INSTALLER Head Office g @ 6 'EH
@ Users User Profiles

o tuserpoties

& 2 Add User Common FWWD DND

B rox contrer u : i R
¥ UM Configuration S ALL w “

O c—— R

l_ﬂ Network Service D 2 David T 1

View 1-20f2

oK Cancel Apply




1-2. Default Profile - Installer (3)

From the Installer Level profile (Maintenance Screen), it is possible to select which screens the
Administrator Profiles can see

ﬂ NS1000 | Web Maintenance Console

Maintenance -> Tool ->

8. Screen Customise
= wwreen Customise

=
ﬂﬁ) System [“;ITFUI

f’ \ Menu Tool & Utility
pi& Tool

S
[~ Y r
&1 1.Sy=tem Diata [ — ]

Backup To USB
1.User Profiles
[Flz.2dd User
[ 3.Automatic Two-way Recording
1.Edit a Recording
2.Record List

& 2 BRI Automatic
Configuration

% 3.NDSS Link Data
Clear
@l 4.Call Pickup For My

Group ) .
= PBX Configuration

= 1.Configuration

a 5.Extension List View

03 6.mport . Specify which menu screens, tools and
i”“”” [ 2.Portable Station utilities can be accessed in the User
8.Screen Customise [ 3.Cption o
=P— D4 Clock Briariy (Administrator) account level.
k3 10.UM data restore LI5.05P Resources
B4 11.U1 backup history E2.System 0
[¥] 3.Group

¢, 12.Contact

\ information /
&) utity

=

4_Extension
5.0ptional Device
6.Feature
O7.Trs

O3.ARS /
QK | Cancel | Apply |

2]

B H

| <

NB: By Default, an Administrator cannot see any Profile screen — this must be selected here to
enable an Admin to view their own Profile etc.




1-3. Creating a Profile — ‘Add User Wizard’ (1)

By clicking the ‘Add User’ option, the Add User Wizard starts

1. Click ‘Add User’ x
NWeb Maintenance Console

@ zers Add User

@ 1 Uzer Profiles
ik 2 800 User [ User Infor m-ﬂionH 2. Wizard start and prompts for User Information. ]ﬂi" Account

PBEX Configuration

i (1 B
":-‘!4 LIh Configuration First Hame - [ohn
Last Hame : Doe
Lﬁl Metweark Service
Change Language | English (Uk) ~ 3. Enter the Users details,
Site - [ME1000 v location and WebMC
Department . Mech Suppart Language preferences®.
Section : Trainirg
. 1] Gi -
*Available Languages kit U J
depends on your PBX us 4. Select ‘User’ or (Moser %)
model type. ‘Administrator’ Profile type. __&dministrator >

|

Ok ‘| Cancel \| Apply \|
N S A s
English (US)
ezpanol 3
Frangaiz
ttaliano
Deutzch
. ‘¢ 7]

Pycokmi [ 5. Click ‘OK ]
Cthers




1-3. Creating a Profile — ‘Add User Wizard’ (2)

Next step is to enter the users Contact information, this is necessary for CA

@ NS1000 | Web Maintenance Console

[s) Login as NSTALLER H @ :

@ Users [ 6. Wizard prompts for Contact Information. ]

@ 1 User Profiles

ﬁ.‘a 2 .add User User Information Unified Message Email Hotification Telephony Feature Lagin Account

@ PBEX Configuration

Extension Ho. D235 w

4 ’ : o nf
= UM Configuration 7. Select an existing Ext

: Wirtual Ext i
irtual Extension number and set a PIN

Device
h-‘Eh Metweark Service

Extension PIH

CAUTION: R is strongly recommended that a password
should e complex for maximum protection. Change the
password periodically.

Dol (555235 \
Fax D 5E51N
Phone {Home) T 555789
Phone {Mobile) L 079555123 8. Enter DDI' FAX' Phone and
Email data
Ermail 1 © jdoe@panss0onic com
Email 2 ©johndoe@pana.co uk
Email 3 - [imhnnyai@hotmsil.com| |
\_ _/

l . oK h—\:am[ 9. Click ‘OK’ ]

NB: Extension numbers must be pre-existing. It is not possible to input a ‘New’ Ext number.




1-3. Creating a Profile — ‘Add User Wizard’ (3)

Next step is to configure the users Mailbox

ﬁ NS1000 ' Web Maintenance Console o
H

ﬁl Login as INSTALLER

. . [ 10. Wizard prompts for UM data. ]
{1} User= Edit User
a 1.Uzer Profiles v
L 2.Add User U=ser Information Cont=act Unified Message Ernzil Motification Telephony Festure Login Account

& FBX Configuration

Uk & M. : Mai i

¥ Uhd Canfiguration A |1 RV eicemail 1] hs 11. Select the UM group,
_ Mailbas Humber | 235 Mbx number and desired

L;-‘I Mebuok Senvice UM COS

Class of Service [COS) A w :

Prompt Registration / Prompt Registration \

Mailbox Password : Edit

Mailbox Password [Message Client) ; Edit

Advanced setting : Advanced setting

\ N

CAUTION: t is strongly recommended that 2 password should be comple:: for maxi mom protection. Change the password periodically.

12. Mbx prompts / greetings, Passwords and Advanced
Mbx settings can be made via the appropriate key.

NB: Mbx numbers must not pre-existing.
Mbxs are automatically created by this step.




1-3. Creating a Profile — ‘Add User Wizard’ (4)

Individual Mbx prompts can be set via the ‘Prompt’ Registration button;

Frompt Registration

14. Click ‘Play/Record

Owner Name

Length [ min :sec :msec ]:0:0:0
—

(%) Record from extension

Specify Extension

15. Record the Message from a PT,
or input a recording from your PC

RecordJ PIa\rJ StopJ

) irmport from recorded file

13. Owners Name, Personal Greetings and Caller

QK Cancel
information can be recorded here. =)

Prampt Re:

[ Ohmer Hame [ Fersonal Greetings ] Caller Irforrmati on Dwmer Name Personal Grestingss Caller Infor rmation

FlayiRecard Delete Flay/Record Celete

Mo Ananer Greeting Caller Information Mo.1

Blusy Greeting Caller Infarmation Mo.2

Adfter Hours Greeting Caller Information Mo.2

Fersanal Caller Il Greeting No.1 Caller Information Mo
Fersonal Caller ID Greeting No.2 Caller Information Mo.5

Fersanal Caller ID Greeting No.3 Caller Information No G

Fersanal Caller ID Greeting Mo
Temporany Greeting Caller Information No.3
Absent Meszage Greeting Mol [Will Return Soon] Caller Information No.9
Abzent Meszage Greeting No.Z [Gone Home] Caller Information No.10
Absent Meszage Greeting No.2 [At Exd] Caller Information No.11
Abzent Meszage Greeting No.d [Bad at] Caller Information Mo 12

Absent Message Greeting No.5 [Dut Until] Caller Information No. 13

(=R == = = = = R = = = R = Y = = R =1
(= = = = R = = = R = T = R R = Y = T = R =1

i
u}
u}
u}
o
o
o
10 Caller Information No.7
u}
u}
u}
u}
u}
u}
1]

o 00 o0 o0 00 o0 o000 o000
L= =T = = R = R = = R R = R = R = R =
LT TR e T R e Y e Y e T e Y e T e R e

"

Abzent Meszage Greeting MoG [In a Meeting] Caller Information Mo, 14

b
w Cancal w Cancel

NB: File format is: CCITT A-law, 64kbps, 8kHz, 8bit, Mono (After conversion from .wav)




1-3. Creating a Profile — ‘Add User Wizard’ (5)

Advance Mbx configuration can be made via the ‘Advanced Setting button

l Advanced setting l

Mailbox Settings

Mailhox Parameters e = ~
~N 16. Detailed settings of
Mailbox Number D235
Extension 235 e Call Transfer
e No Answer Time
First Marne s dohn

* Incomplete Call Handling
Last Name : Doe * Notification Parameters
* External Message Delivery

Mailbox Password : Edit .
e Auto Forwarding
Mailbox Passwaord [Message Client] : Edit e Personal Custom Service
Class of Service [Mailbox) A P _ e Personal Distribution Lists
_ _ * Remote Call
Cowering Extension : . .
e Automatic Login
Interviews Mailbox : e Direct Service
All Calls Transfer to Mailbosx 1 Mo b * FAX Options

* Message Announcements

Call Transfer 5 Selecti s ' o

all Transfer Sequence [Selection) wstem o Message Client Language
Call Transfer Sequence [(Cther ] [D-9*#DRFTX, ] : e Greeting Recording
Mo Answeer Time [Selection) 1 System b

Can be made here.




1-3. Creating a Profile — ‘Add User Wizard’ (6)

It is possible to set if the user will receive and email for missed call (Email Notification).

ﬂ NS1000 ' Web Maintenance Console

@ Login as INSTALLER H a ﬁj

{1)) Users Edit User

ﬂ, 1.User Profiles

ﬁ'i_ 2.8dd User User Infor mation Cort=ct Urified Mes=age Ernil Nntificatinn] Telephony Festure Lagin Accournt

\L

ﬁL FBX Configuration Email notification for missed call

A unt configuration _ 17. Enable or Disable Email Notification.
{i} Enable {:} Lisable
i.l_‘ Mebuotk Senice Y,
Ok J Cancel J Apply J

NB: Email Activation Key is required per User.




1-3. Creating a Profile — ‘Add User Wizard’ (7)

The users PBX COS and Call-FWD/DND options can be set here; in ‘Telephony Features’

ﬁ NS1000 ' Web Maintenance Console

@ Login as INSTALLER H a ﬁj

{1} Users Add User

) 1.User Profiles 18. Set the desired COS Level.

Ej} 2.Add User User Information Cortd [ Telephony Fezture ] Lagin Account

@ FBX Configuration ﬁ
3:! UM Configuration [ Clas= of Service [CO5) BEE b ]
("~ Forward ! Do Not Disturb N
l'l-'l Metwot 5 envice
For external calls 1| Busy f Mo Anawer e .
Always (411 Fhone imabile)
Busy :| Phone (home) .v| Other
Mo Anzmer
Busy [ Ha Anzwer
:|EEETEa
19. C-FWD preferences
are set here Far internal calls 1 Abvays (AL w
1| Other W
20. Select if same for D Far bath internal calls and
Int/Ext call external calls
N J

Spead Dialling Uiew.l'EditJ 21. Set Speed Dial

Flexible Button Uiew.l’Edit_] and Flexible Keys

NB: Phone(Home) and (Mobile) data is taken from the Contact Screen. ‘Other’ allows you to input any number.




1-3. Creating a Profile — ‘Add User Wizard’ (8)

The users Personal Speed Dial and Flexible Key Assignment can be made here;

Speed Dialling WiewEdit |[CarLe Ao usel OO O
e Core A @

() Users Speed Dial

4 1User Profiles
A User | Extension Number / Name 235 ¢ v

ﬁ, PEX. Configuration

%4 U configuration

@ —— -

kg Hetwork Service 5

= 4—[ 22. Up to 100 Personal Speed Dials can be set ]

o3

04
05
08
o7
08
09
10
11
12

13

() vsers Flexible Button

| 1.User Prafiles

n Extenision Number/ Name: 236 / v Telephone Type
s Z.Add User . .
0 o comtpsion KerLabal Pt ] Fom ) Gopyto| st mpon] Evpot) = 23. UT Flexible Key assignment must be J

N ontguraion done via WebMC (User Profile)

by Netuork Service

Key Setting || Hey Selting & Key Label Name

= LR



1-3. Creating a Profile — ‘Add User Wizard’ (9)

Last step is to create the users Login Account (ID and Password).
This will allow the user to Login via the WebMC and change their details / settings etc in future.

@ NS1000 | Web Maintenance Console
s) Looin as NSTALLER = @ .

@ Uzers Add User

@' 1 Uzer Profiles
ﬂ; 2 Add User User Information Contact Unified Message Email Hotification Telephony Feature Login Account

@, PBX Configuration

Fata 1151 (
M4 U corfiguratio Loatn 0 - - [JohnDoe
24. Enter the Appropriate ID and Password
K Network Service (Strong Passwords are better)

\ 4

/ . |..-.

\.

CAUTION: i is strongly recommended that a password
should be complex for maximum protection. Change the

password periodicalby. Change Language: ' English ' . Ok ,l : Cancel ,l } Apply ;l
A ‘r

25. INSTALLER can change the
Web MC language from the
Login Account.

[ 26. Click ‘OK’ to Finish ]

NB: When Logging In, the user will only see the screens / data that they are allowed to change based on their profile
(User / Administrator / Installer etc)




1-4. Profile Types — ‘User’

A User profile only allows changes to limited settings;
Many setting options are not displayed or cannot be changed by the user.

System Settings i
[ et \/eb Maintenance Console @

' EI Lagin asiSl:l H ﬁ ﬁj

@ Users Edit User

ﬂ 1.User Profiles
U=ser Information Cortact Unified Mes=age Ernail Motification Telephony Festure Lagin Accourt

First Hame lae

e e [ Many Items cannot be changed. }
Change Language ! [ English (UK =
/ Site ;| N51000 \
Depart mernt
Section
User Group i
\Llser Lewel [ User /

For details of what can be changed via a User profile, refer to the Appendix;



1-5. Profile Types — ‘User’ + ‘REC Control’

A User profile with Rec Control only allows changes to limited settings, however the user can access
the necessary recordings.

Many other setting options are not displayed or cannot be changed by the user.

.nf NS1000 | Web Maintenance Console @

e NS1000 H @ <

@ Uzers

d 1.User Profiles i
2 3 Automatic Two-Way Recording folder
Twwo-wway Recording can be seen.

£y 1.Edita
Recarding

\ ) 2.Record List /
4 )

Other System Settings are
not shown.

- J

For details of what can be changed via a User + 2-Way Rec profile, refer to the PC-Programming Guide




1-6. Profile Types — ‘Administrator’

An Administrator profile allows changes to limited system settings;
An Administrator is able to manage User profiles.

A NS1000 | Web Maintenance Console

@ Login as 230

FN Users

L 1.Canfiguration

via the Maintenance Screen
L 2. 8ystem

/é FB* Configuration\ [

System Log data can also be obtained 1

L 23Graup

= 4.Extension

L= 1 Wired
Esxtenzion

s ] Extension
" Sattings Basic System Settings can be
8 aFleble changed to enable local

st administration and configuration

Ll 2.Portable
Station

L G.0ptional Dewice

L G.Feature

L 0.CO & Incaming
Call

.“:’! Ul Configuration

l.m Metwak Seanvice

o %

For details of what can be changed via an Administrator profile, refer to the PC-Programming Guide




1-7. Profile Types — ‘Installer’

An Installer profile allows System wide configuration and Maintenance;
An Installer is able to manage Administrator and User profiles.

ﬁ NS1000 ' Web Maintenance Console
@ Lovin asINSTALLER yy — 6 Pl

@ FBX Configuration Master/SIave structure can be seen

@ Uzars \ [

Complete Maintenance tools and System 1

L 1.Canfiguration
Ll 2. 5ystemn

L 3.Group

| 4.Extenszion

L &.0ptional Device .
All System Settings can be changed

Il B.Feature
N to enable complete system
=} o
configuration
L 8.ARS

L S.FPrivate Metwark

L 10.E0 & Incoming
Call

L 11 . Maintenance

l\_.’! Uhd Configuration

\lﬂ Metwo b 5 envice /

For details of what can be changed via an Installer profile, refer to the PC-Programming Guide
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1.1 Overview

To digitally process telephone calls, the PBX must use a certain number of DSP (Digital Signal Processing) resources.

DSP resources are provided by the DSP cards installed in the PBX.

Since the DSP resources are limited, no further operations (e.g., telephone calls, playing an OGM) can be
performed if all resources are in use.

The following basic operations require DSP resources.

IP extension call (To Trunk)

IP trunk call (To Ext)

Calls via IP-CS (Does not support P2P)

Conferencing

Accessing the Unified Messaging system (including recording calls)
OGM playback

Echo canceller (for trunk-to-trunk analogue calls)

Note.
For IP Ext/Trunk calls, the required DSP resource depends on the codec (Compression) used (G.711 or G.729) .

The Higher the Compression (G.729), the more DSP resource is required (but less Bandwidth)

The Lower the Compression (G711), the less DSP resource is required (but more Bandwidth)

P2P Calls (within the same P2P Group) can be considered NOT to use DSP resources.

DSP Resources are not ‘shared’ between Master/Slave systems — Calculate Resources for each PBX individually.


Presenter
Presentation Notes
.　


1.2 DSP Resource Capacity

Each optional DSP card provides a number of resources that can be called upon to provide VOIP
processing when the system requires them.

(The NS1000 requires at least 1 DSP card to be installed for it to operate.)

KX-NS0110 DSP-S 63
KX-NSO0111 DSP-M 127
KX-NSO0112 DSP-L 254

(Up to 2 DSP cards can be installed in each NS1000, therefore the maximum DSP resource available
per system is 508)

In Addition to the above ‘Free’ Resources, 2 Resources are always reserved for UM Tones — not programmable.




1.3 DSP Resource Usage (1)

The required DSP Resources are calculated using the following values

Service/Feature Required DSP Resource

Trunk (G.729) 2.2
Trunk (G.711) 1
Legacy Trunk (ISDN/Analogue) 1
Extension (G.729) 2.2
Extension (G.711) 1
IP-CS (G.729) 2.2
IP-CS (G.711) 2
Unified Messaging (UM) *1 1.3
2-Way Recording *2 2.3
OGM 2
Conferencing 0.5

*1 This does not include the DSP cost of the IP-PT/Trunk using the UM Service.
*2 Two-Way recording also requires a Conference Trunk



1.3 DSP Resource Usage (2)

IP Phones — “P2P”

Call Setup Only

P2P Communication

1. DSPis not used at any stage of a P2P call — DSP function is taken care of within handset itself
once connected.

2. If selected compression method of phones differs, the handsets negotiate the lowest

bandwidth codec of the two:
(G729 > G711 > G722)

3. This applies to both SIP and IP-PT types - makes no difference



1.3 DSP Resource Usage (3)

IP-Trunk to IP-Extension

NS1000

IP-Trunk
G.729

From the previous Resource table, we can calculate the DSP Resources required for the
above call scenario:

G.711

2.2+ 1=3.2 DSP Resources Required




1.3 DSP Resource Usage (4)

Unified Messaging Access (MSG Playback)

G.711

Recording or playing back messages from the UM requires DSP Resource. For this
example, the following DSP Resource is required:
1.3+ 1 =2.3 DSP Resources Required

Unified Messaging Access (2-Way Rec) DSP Cost
1+0.5

G.711

2-Way Recording requires additional DSP Resource and Conference Trunk.
For this scenario, the following DSP Resources are required:
2.3+ 1.5 =3.8 DSP Resources Required




Conferencing (Example — 6pty conference).

1.3 DSP Resource Usage (5)

DSP Cost
4.4 (2.2X2)

<
>

G.729 (x2)

DSP Cost
4.4 (2.2X2)

>
>

G.729 (x2)

-

NS1000

DSP Cost
3 (6X0.5)

Conferencing

G.711

4 4
Must assign 1 DSP cost SLT

/ for analogue
Conferencing.

A conference requires additional resources to handle multiple voice channels.
Also, in standard two-way conversations, analogue lines do not require any DSP resources, but in a

conference they do.

In addition, IP trunks in a conference require additional DSP resources.
For this example the number of required resources are4.4+4.4+3+1+1=13.8.




1.4 DSP Resource Usage - Summary

DSP Resource Summary

e Accurate DSP selection is only possible when you know the maximum concurrent scenarios that
will be required by the system

* In most cases, IP phones used in the office will use G722 for extension to extension calls and G711
for ISDN trunk calls so DSPs are used lightly.

e Typically only remote IP phones would use G729 mode. (Low Bandwidth)

* SIP trunk providers can use either G711 or G729 — available bandwidth on the internet/broadband
service will dictate if G711 or G729 is used.

* Use the NS1000 DSP Resource tool and Usage graph to guide you to the required DSP card.




NS1000
DSP RESOURCE ADVISOR



2.1 DSP Resource Advisor (1)

DSP Resource Advisor

The WebMC provides a tool for calculating the number of resources required for given scenarios.
The Installer provides information such as the number of ports/resources required

(e.g., 16 extension ports using the G.729 codec) and the expected load (e.g., 50%busy), and the
resource advisor calculates the number of DSP resources required to meet those conditions.

Example: Call Centre

In a call centre, both the number of trunks and number of extensions required are likely to be high.
Also, since employees are constantly receiving calls, the system load will be high.

Additionally, calls are often recorded at call centers to provide quality-of-service monitoring.

Trunks (G729) 8 50
Trunks (G711) 128 80
Exts (G729) 32 50
Exts (G711) 128 80
IP-CS (G729) 8 50
Unified Messaging (UM) 8
2-Way Recording 12
oGM 4
Conference 12



2.1 DSP Resource Advisor (2)

Example: Call Centre (Cont..)

The Web MC DSP Resource advisor can be used to select the necessary DSP combination

‘SETTINGS’ -> PBX Configuration -> 1. Configuration ->
5. DSP Resources -> 1. Setting

NS1000 % H O =

| 8.ARS
| 9.Private Metwork

L) Users $ Setting
@ FBXx Configuration \
Option D5F Power
= 1.Configuration 252
= 1.5lot Option DSP #1 DSP-L
Option D5F #2 Mane
& 2. Portable
Staticn Services Faorts
= z.0ption YalP [G.711) 0 5
3 4.Clock i Unified Message .
I'I'wn-wa},r Recording |5 F: —
L= 5.D5P Resources =
oG 10 -
- 1.Setting Corferance trunks 10 -
\ ‘2.Usage / Fres resources [G.711) 176
1 2. Bystem DSF resource advisor || g SElect DSP Resource AdVisor ]
L 2. &mup
[ 4.Extension Select a time to apply the set values
L 5.0ptional Drevice
) B.Feature & 2pply now
[ 7.TRS {:} Set Date Time
"
"
"

I A0.CO & Incoming

Call oK J Cancel J Apply J
L 11.Maintenance




2.1 DSP Resource Advisor (3)

Example: Call Centre (Cont..)

Enter the Scenario details;

r —

0O5FP Resource Adwisor

Select DSF Card —— | A
4
Slaot 1 DESP-L w . . .
- Select the desired DSP combination to
ot DSP-5 | give you enough DSP Resource.
Tatal Povveer \_ | 315 ) T
. Eusy
Serwvices Codec Fort= Rt (%) FPomevar
.72 & A EE
Trunk G711 128 : 20 : 102.4
TOM & >
oo Call 5.723 32 ; S0 ; 35.2
o . G711 128 ; 20 ; 102.4
ension
IP-C5 [G.729] = % |50 - |88 —
IP-CS[5.711] E” -
“WalP Total 2576
4 )
Check there is sufficient
Services lFreel Resource Faort= _ Forveer
Unified Message \ <z 5 | 104
Twio-way Recording 12 S |2TE
Gk G 4 : 2.0
Corferance A Corferance 12 el =]
[- Free Resource 5.4 ]

(£

In this example, it can be seen that both a DSP-L (252) and DSP-S (63) will be required.
(Total 315 Available Resources)



2.1 DSP Resource Advisor (4)

Example: Call Centre (Cont..)

It is possible to Apply the necessary DSP Reservation scheme from this scenario also:

-

O5F Resource Adwisaor

Ea)
Services Dietil Fort= Fonear
" Call Recording ] =104
Unified Message - —=
Twwo-way Recording 12 - | 276
OGk mlcht] 4 - |80
Conference Corference 12 - |B0
Free Resource 5.4
Recommended Resource Reservation can be
applied to the system
Clear |
A 4
ﬁEEult of resource allocation : \
WolP [(G.711) 268
Unified Message o
Twwo-way Recording 12
OGk 4
Corference trunk 12
\Free[G.?H] il

/

Apply result of resource allocation to setting

Apply J Cancel J 3
y Y b/

[ Click ‘Apply’ ]




2.2 DSP Resource Reservation (1)

Specific resources can be reserved to guarantee a minimum level of service.
Resources reserved for a particular service (e.g., conferencing) cannot be used for another service

(e.g., Unified Messaging). i.e. You may want to reserve resources for OGM (Outgoing Message) to
ensure that recorded messages can be played to incoming callers.

The resources can be reserved for the following types of services:
e VoIP (G.711)
Conference trunk

Unified Messaging

Two-way Recording

* OGM

Example

| service | Simultancous Operation
VolIP Call (G711) 40
Unified Messaging 5
2-Way Recording 3
OGM 10
Conference Trunk 10
UM Tone 2

NB: UM Tone (required for 2-way recording) is reserved automatically (cannot change)




2.2 DSP Resource Reservation (2)

DSP Resource Reservation Screen

‘SETTINGS’ -> PBX Configuration -> 1.

Configuration -> 5. DSP Resources -> 1. Setting

MSA000 %

DSP Resource Reservation

+ ‘Free’ Resource

@ Users Setting
y
MPEX Configuration \ ( .I bl
Option DSP Power can P Aval able DSP
= 1.Configuration P Resource
= 1.5lat I:Ipt!-:-n CSF s DEP-L \_
Option DSP #2 Mane
M 2. Portable
Station Services Forts
] z.0ption ValP [G.711) k0 -
A Clock Friarity Unified Message &
I'I'wc'-my Recording |5 & -
L= 5.05P Resources —=
DGk 10 -
. 1.Setting Conference trunks 10 E
. ‘2 zage J/ Free resources [G.711] 17E
L 2. 5ystem DSF resource advisnrJ
L 3. Group
) 4 Extension Select a time to apply the set values
L &.0ptional Drewvice
|| B.Feature @ Apply now
(1 7.TRS {:} Set Date Tirmne

Select the time to apply the
desired reservation

L 8.ARS
L 9. Frivate Metwark

L A0.CO & Ineoming
call

L1 Maintenance

Click OK ]
v
Ok J Cancel J Apphy J




2.3 DSP Usage Graph

DSP usage graph

The PBX keeps a record of the maximum DSP usage per hour for each of the following features/services.

e VolP (IP trunk, IP extension and IP-CS usage)
* Conference

Unified Messaging

e OGM

* Two-way recording

This data is displayed via the WebMC and shows trends in DSP usage over time, as well as the number of
calls / operations abandoned due to lack of resources. (Up to 30 days usage is logged)

The graph allows you to confirm that sufficient resources are available, or if a larger DSP is required.

‘SETTINGS’ -> PBX [ Time Frame ] [ EXAMPLE ONLY! ]

Configuration -> 1.

ion

VolP
CONF

um

OGh
TiO- Ay
Free

Total

. . Time Range : [ — \| E— \| Counting of DSP busy times : §
Sl el | S
Configuration->5. DSP |
1 week
1 month #1 NS1000
Resources -> 2. Usage .
g Eleicn DSP cost [ ]
70+
] ®
66
(5 4 Clock Priority [ ]
61
= 5DsP Resources L]
) 57 ®
W1 Sefting =, % .
B 2 Usage a5 [ ]
[55) 2 System 44
7 3.Group 394
I 4 Extension 35
[} 5.0Optional Device 31
I & Festure =
22
0 7.TRS [
18-
O s.aRs
13+
(3 aPrivate Metwark .
1 100 & Incoming Cal N
O 11 Maintanance 0 Jh Hour
*
a 45 17 D3 40 11 14 15 16 40 % 42 13 134 45 48 40 41 42 13 44 15 18 03 10
-‘V- Lt Configuiration 18410 20410 21410 24410 25010

Ky, Wetwork Service

o |
)
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Chapter 1
INTRODUCTION



1-1. Introduction

KX-NS1000 provides two methods of private networking:
1. One-Look Networking
2. QSIG Networking (via ISDN and H.323)
This module will focus on the new NS1000 feature “One-Look Networking”.

e The main benefits of One-look networking are;
* It looks like one PBX system, even though two or more PBXs are networked together.
* The system can be expanded easily via a Web based maintenance console.
* No additional servers are required for call control.

* The main differences between “One-look” and “QSIG” Networking are the following;

e For “One-look”, the ‘Master’ PBX controls all extensions within the network.
In a “QSIG” network, each PBX controls its own extensions.

* For “QSIG”, each PBX needs to be programmed individually.
For “One-look”, almost all settings are made in the master PBX only.

e “QSIG” is suitable for connecting the NS1000 to the existing KX-TDE/NCP systems, or when
there are 17 or more NS1000s in the network.

* “One-Look” is available for up to 16 connected NS1000 systems (Max)
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Chapter 2
ONE-LOOK NETWORKING



2-1. One-look Networking Concept

The system looks like one PBX, even when connected though an IP Network

f _ - )
e | Concept of One-look Networking ) ~N

The PBX located at the head office 1 4 Head Office )

[ controls all of the extensions.

\_ Ext.1001 Ext.1002

. Ext1i01 Ext.1102 \_ Ext.1201 Ext1202 ) )

All extensions within the One-look Network behave as if they were part of the Main Office,
regardless of their actual location.

* The network can be easily expanded with simple programming.
- up to 1,000 extensions can be configured easily.
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2-1. One-look Networking Concept

The Master Unit controls one or more Slave Units (15 Max).

f
L

]
)

Physical Connection of One-look Networking

4 Head Office )

-

The PBX located at the branch
office is called the “Slave Unit”.

\_ - J

If ‘Slave’ units are installed in Branch Offices, local calls can be made using local trunks.
The Slave units can also support additional extensions and UM features.

NB: System redundancy is not supported, if the Master unit fails, calls will not be possible via the Slave units (TBC)
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2-1. One-look Networking Concept

Specifications

The maximum number of units within an one-look networking is 16.
e Master: 1
e Slave :15

The maximum number of extensions within an one-look networking is 1,000.
* Max. 1,000 extensions / networked system
e Max. 640 extensions * /site (unit)

SIP Phone : 640
e |IP-PT and IP Softphone : 128
e Extension (SLC on Physical Extension Card) : 2

No external (additional) server for network call control is required.
e Major competitors need server for 5 or more PBXs.

The one-look network should be consist of the PBXs which have the same model suffix of model
number (e.g., KX-NS1000NE), This information can be found on the name plate).



2-2. Main ‘One-Look’ Features

A ‘One-Look’ system can be expanded easily without complicated programming.
Dealers can easily add additional slave units.

Slave units automatically connect to the Master and configure themselves accordingly.
Configuration is simple compared NCP/TDEs, (GW no. settings, DN2IP settings, Hunt pattern settings, etc.).

One-look Networking

[ 1. System Expansion ]
2. Automatically connects to the
master, and configures itself.

New Slave Unit

N J
[ ————




2-2. Main ‘One-Look’ Features

Trunk calls via Remote (Slave) Units.
An extension user can access trunks connected to remote units thus reducing call costs.
An International call can be reduced to Local Call charges.

4 Head Office )

Local Call

Ext.1001

One-look Networking
Total call charges
can be reduced.

Internal Company Call
= (No charge)

\_ Ext.1101 )

Through ARS programming, outgoing calls can be routed so as to reduce call charges.

The Master unit has the ARS tables (System Common Setting) and controls all outgoing
calls.
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2-2. Main ‘One-Look’ Features

Simplified Programming via embedded Web Maintenance tool (WebMC()
The Web MC connection to the Main unit can be used to program all the Slave Units.

-

.M ﬁ Web MC connected to Master can }

configure both Master and Slave Units.

Web MC connected to a Slave unit
can only program ‘local’ parameters
of the Slave Unit.
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2-3. Master Unit and Slave Unit

Master and Slave units are the same physical PBX model.

The PBX mode (Master or Slave) is set via system programming (Initialization).
The key parameters assigned to each unit are:
e Master : PBX Type=Master + IP address

e Slave :PBX Type=Slave + IP address + IP address of the master unit

The PBX mode (Master or Slave) is indicated by the (MASTER) LED on the front of the unit.

BATT
STATUS ALARM MASTER Master : Green ON
() () Slave : Amber ON




2-3. Master Unit and Slave Unit

Common and Individual Unit Settings

To configure One-Look Networking, some settings must be configured for each individual unit.

Main Settings

Common Settings (Master) Individual Settings (Master & Slave)

- Numbering Plan - Slot (Installing Physical and Virtual card)

- COS - Card and port property

- Group Settings - IP Terminal Registration

- Extension Settings - Network service (IP address, DHCP server, etc.)
- Co Line Settings - E-mail Notification

- DDI/DID Table - Data backup / restore

-TRS - etc.

- ARS

- etc.

“Common settings” include Numbering Plan, COS, Group settings, etc.

“Individual Settings” include Installing Physical and Virtual cards, IP terminal registration,
etc.



2-3. Master Unit and Slave Unit

How to configure each individual unit

To configure each unit, select the unit via the Web MC.
There are two ways to select the desired unit

A— . { ’
1 @ NS1000 | Web Maintenance Console o e @ Via ‘Home
f LeonssnsTALLER -é ® e 51 screen |C0n
3-. BB ==

Right-click the unit to be

configured, and select
“Maintenance” or “Setup”.

Head

@ NS1000 | Web Maintenance Console
[ Losin as NSTALLER =

Head Office

Londen Office
@ Users Slot
@ PBX Configuration
Virtual >
& 1.Configuration Refrezh | Cloze | Summary
£= 1.5t
System Property | Site Property | UM Card Property

48 2.Portable Station

Select the unit to be configured
from the pull-down menu.

.
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To configure “Settings for each unit”, it is needed to select the unit to be configure.

There are two types of selection method.

1st. is to right-click the unit on the home screen.

Another is to select the unit from the pull-down menu on each setting screen.


2-3. Master Unit and Slave Unit

The Site ID is used for “Common settings”.
The Site ID is assigned to each unit via the “Add Site” Wizard.
On the PBX setting screen, the Site ID is used instead of “Site name”.

Extension Setting example

;ﬁ NS1000 | Web Maintenance Console

{g) Looin s WSTALLER B ® a 20
@ Users Extension Settings
@ PBX Configuration
Copy to| CLIP Generate “gh ”
[ 1.configuration Slte COIumn
& 2 System « fMain Intercept Destination Intercept Ho Answer Time CLIP L U‘F}'ﬁon 1 Dﬁhonl’ Option
(| 3.Group

& 4 Extenaion Ho. =
[ 1.Wired Extenzion
4= 1.Extension
%@ 2 FWD/DND :
B8+ 3.Speed Dial
4 4 Flexible

* The “Site ID” is used for “CO Line Settings”, “DIL Table & port Settings”, “Door-phone”, “External Relay”, “External Sensor”, etc.
* To confirm the Site ID, click “List View” on the Home screen.




Chapter 3
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3-1. IP Capacity Expansion - IP Trunks

The overall IP trunk capacity does not increase in proportion to the number of sites.

Stand Alone System | _ Networked System

Total Number of Trunks 256 600
Trunk (Virtual Trunk Card) 256 256
H.323 Trunks 48 96
SIP Trunks 256 256
Trunk (Physical Trunk Card (PRI30)) 30 480
f SIP Trunking example |
4 L ) )

Max. per networked Systems ->256¢ch.
Makx. per site -> 256

AN
SIP Provider—dEasms
T
One-look Networking
AT 2T
SIP Provider SIP Provider

100ch

R e B e

* The number of available H.323 or Legacy Trunks increases depending on the number of sites,
however the OVERALL IP Trunk capacity does not increase (256 IP Trunks over 16 sites Max).

. %
[ ————




3-2. |IP Capacity Expansion - IP Extensions

The IP extension capacity does not increase in proportion to the number of sites.

stand Alone System Networked System

Total Number of Extensions 640 1,000
Extension (Virtual Extension Card) 640 1,000
IP-PT and IP Softphone 128 1,000
SIP (UT & 3™ Party) Phone 640 1,000
Extension (Physical Extension Card (SLC) 2 32
f SIP-Extension example |
4 L ) )

Max. per networked Systems ->1000.
Makx. per site -> 640

One-look Networking

640

* The number of available extension increases depending on the number of sites,
however the OVERALL Extension capacity does not increase PROPORTIONALLY.




Chapter 4
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4-1. Peer to Peer (P2P) Communication

Peer to Peer (P2P) Communications.

The NS1000 automatically establishes peer-to-peer communication between peer-to-peer
compatible IP extensions (i.e., NT3xx and UT series) that belong to the same P2P group.

Non P2P Calls require DSP Resource.

Non-P2P Path

P2P Path ‘

P2P Path
] “ DSP Required

NT3xx NT3xx
[ P2P Group 1 ] [ P2P Group 2 ]
[ P2P Group 2 ] UToox
By using Peer to Peer mode, we can: [ P2P Group 2 ]

- Potentially reduce network wide traffic to the PBX
- Improve voice quality for P2P calls (By using G722 codec — Only supported for P2P

Note: P2P cannot be disabled but, using P2P Group function, phones assigned to different P2P Group can make non P2P calls.

C




4-2. P2P Group Setting

The P2P Group for IP-Extensions can be set in the appropriate Port-Properties screen;

‘Settings’ -> PBX Configuration -> Slot
-> Virtual Cards -> Port Properties

5@ Users v Port Property - Virtual IP Extension

PBX Configuration

R ‘ Der | Forced Ds |

uration
‘ Main Option

¥ 2 Portable Station

& 3.0ption "’mm”::‘m Current IP Address
() 4.Clock Priority | (A [=] /AL [=] ALL [=
B e e esownes h_ NS Registered 00-30-F0:30-07-AC 192 168.0 150 00.041 :
@i 2 5ystem Fault None 00:00.00:00:00:00 0.0.00 1 ‘
R Faut None 00:00:00:00:00:00 0000 1
(& 4Extension Faut None 00:00:00:00:00:00 0.0.00 5 |
(3 5.0ptional Device Faul None 00:00:00:00:00:00 0.0.00 1 E
(3 & Feature Fautt Nane 00:00:00-00:00-00 0000 1
& 71Rs Fault None 00:00:00-00:00:00 0.0.00 1 ‘
© 8RS Faut None 00:00.00-00-00:00 0000 1 £
1 9 Private Netwark Faut None 00:00:00:00:00:00 0.0.0.0 1
3 10.C0 & Incoming Call Fault None 00:00:00:00:00:00 0.0.00 1
3 11 Maintenance Faut Nane 00:00.00:00:00-00 0000 1
N i configuration Fautt None 00:00:00:00:00:00 0.0.00 1
Ky Network Serviee 1 | I ] i
D >

oK Cancel | Apply |

The P2P Group for the desired
extension can be set here.

NB: IP-CS do not support P2P communication, so no P2P Group setting is available for IP-CS.




Chapter 5
QSIG NETWORKING



5-1. QSIG - Overview

Connections between different PBX systems / types can be established via QSIG.

PBXs (KX-NS1000, KX-TDE, KX-NCP) can be connected to each other via ISDN private network or VolP
network (H.323), and provide QSIG features. (Programming is same as existing NCP/TDE Programing)

/
4 N
NS1000 Master
o
e
QSIG Networking
NS1000 Master KX-TDE/NCP
\k ) < 4

When using QSIG enhanced features, KX-TDE / NCP must be with MPR software version 4.1000 or later.
When using QSIG enhanced features, Activation Keys are needed.




Appendix 1
BANDWIDTH



Bandwidth (1/4)

Bandwidth for voice data, call control (signalling), and system control between units must be
considered when site planning.

Required Bandwidth per Call for Voice : Determined by CODEC and Packet Sending Interval

Packet Sending Interval
CODEC

20ms 30ms 40ms 60ms
G.711/ G.722 80kbps 74.7kbps 72kbps 69.4kbps
G.729A 24kbps 18.7kbps 16kbps 13.4kbps

Required Bandwidth per Call for Signaling

Phone Type Required Bandwidth

IP Telephones (except SIP phones) 7.2kbps
SIP Phone 16.0kbps

NB: In addition to the above, Basic Ethernet frame, VPN headers, etc., should also be considered.




Bandwidth (2/4)

Network bandwidth for One-look networking

The signaling data traffic between main unit is estimated by the number of extension deployed in
main unit.

The table below shows estimated signaling data traffic in case 2 main units are connected as
one-look networking in a pair.

The values are calculated in case the most busy hour traffic.
The system is essentially non-blocking.

Signaling data traffic estimation in one-look networking

_~
0. 1400
1200 "/"

Bandwidth {(kbps)

',«-’

[:I 1 1 1 1 1 1 1 1 1 1 1 1 1
10 50 100 150 200 230 300 350 400 450 500 530 600 &40

Number of extension




Bandwidth (3/4)

Example of One-look networking configuration

Gl Signaling
[ N <= = § RTP
- RTP codec :G.711

- Packet interval :20ms

Number of simultaneous calls: 12*
Signaling: 256 kbps
RTP: 1,920kbps
*Number of 50 extn. in busy hour

Number of simultaneous calls: 26*
Signaling: 416 kbps
RTP: 4,160kbps
*Number of 100 extn. in busy hour

‘—_————-———»

S 100 Extensions y Number of simultaneous calls: 12* S 50 Extensions y

Signaling: None (included A and B)
RTP: 1,920kbps
*Number of 50 extn. in busy hour




Bandwidth (4/4)

Assessing bandwidth — Example

IP Network

Number of Extensions : 50
Extension Type : SIP Phone

CODEC: G.711

Packet Interval : 20ms Number of Simultaneous Calls : 16

Bandwidth required for Voice data
= Number of simultaneous calls x 2 x Required bandwidth for codecs (kbps)
=16 x 2 x 80 = 2560kbps

Bandwidth required for Signalling
= Number of simultaneous calls x signalling bandwidth per call for SIP phones (kbps)
=16 x 16 = 256kbps

Total required bandwidth
= Bandwidth required for Voice data (kbps) + Bandwidth required for signalling (kbps)
= 2560 + 256 =2816kbps

* In this example, Basic Ethernet frame, VPN headers, system control data, etc., are not considered.




Appendix 2
IP-PORT SECURITY



Port Security

Port Security

If the VoIP network contains a firewall, the firewall must be configured appropriately to allow VolP
packets to pass through certain ports of the ports listed below without being blocked by filtering.

The ports for which you need to configure the firewall may vary depending on the network
conditions.

For more information, consult your network administrator.

The following tables show the PBX ports used for IP communications.

Any access to the ports not on these lists are ignored.




Port Numbers (Default) (1/5)

LAN Port Numbers

8080 Web Maintenance Console Changeable
9300 uDP PTAP - Changeable
H.323 Dynamic Port (H.225 Send, H.245 Send/ Receive,
10000- 10655 TCP - Changeable
Connection-less [TCP] Send Port)
20000 TCP UM-VMA*3 Server Fixed
30021 TCP/UDP FTP/FTPS Server Changeable
30022 TCP SSH Server Changeable
32727 UDP MGCP*1 for IP-CS - Changeable
33090
UDP
33091
ACS-MDW Server Fixed
33092
TCP
33131
33321 TCP Access Point Login (Telnet) Server Changeable
33333 TCP CTI 3rd Party Connection - Changeable
33334 TCP CTl 1st Party Connection - Changeable
33478 UDP STUN Client Changeable
33702 UDP ACS-MDW (WSD) Server Fixed
35060 UDP SIP UA (CO) - Changeable
39300 UDP PTAP for IP-CS - Changeable
40000- 40095 TCP/UDP FTP/FTPS-Data Server Changeable
UDP SNMP TRAP Client
TCP/UDP FTP Client
TCP/UDP FTP/FTPS-Data Client
UDP NTP Client
50000- 65535 ubDP DNS Client
Fixed
(Ephemeral) UDP SYSLOG Client
TCP/UDP SMTP Client
TCP/UDP SMTP over SSL Client

— TCP/UDP POP3 Client




Port Numbers (Default) (2/5)

MNT Port Numbers (1)

Application Client/Server Changeable/ Fixed

TCP/UDP FTP/FTPS Server Changeable
25 TCP/UDP SMTP Server Changeable
53 UDP DNS Server Changeable
67 uDP DHCP Server Changeable
80 TCP HTTP Server Changeable
123 UDP NTP Server Fixed
143 TCP IMAP Server Changeable
161 UDP SNMP Server Changeable
443 TCP HTTPS Server Changeable
465 TCP/UDP SMTP over SSL Server Changeable
993 TCP IMAP over SSL Server Changeable
2103 TCP CMM Server Fixed
2300 TCP Telnet-SMDR - Changeable
3493 ubP UPS*1 - Fixed
3702 UDP WSD Server Changeable
7574 TCP CWMP Server Changeable
8080 TCP Web Maintenance Console - Changeable
30022 TCP SSH Server Changeable
33090
30091 uoP
30092 ACS-MDW Server Fixed
33131 TeP
33321 TCP Access Point Login (Telnet) Server Changeable
33333 TCP CTI 3rd Party Connection - Changeable
33334 TCP CTI 1st Party Connection - Changeable
33702 uDP ACS-MDW (WSD) Server Fixed



Port Numbers (Default) (3/5)

MNT Port Numbers (2)
40000—- 40095 TCP/UDP FTP/FTPS-Data Server Changeable
ubP SNMP TRAP Client
TCP/UDP FTP Client
TCP/UDP FTP/FTPS-Data Client
ubP NTP Client
50000- 65535 ubP DNS Client )
(Ephemeral) UDP SYSLOG Client Fixed
TCP/UDP SMTP Client
TCP/UDP SMTP over SSL Client
TCP/UDP POP3 Client

TCP/UDP ACS-MDW Server




Port Numbers (Default) (4/5)

DSP Port Numbers (1)

Application Client/Server Changeable/ Fixed

TCP/UDP FTP/FTPS Server Changeable
25 TCP/UDP SMTP Server Changeable
53 UDP DNS Server Changeable
67 UDP DHCP Server Changeable
68 UDP DHCP Client Changeable
123 UDP NTP Server Fixed
143 TCP IMAP Server Changeable
161 UDP SNMP Server Changeable
465 TCP/UDP SMTP over SSL Server Changeable
993 TCP IMAP over SSL Server Changeable
2103 TCP CMM Server Fixed
3493 TCP UPS - Fixed
3702 UDP WSD Server Changeable
7547 TCP CWMP Server Changeable
8000 uDP Conference*1 - Fixed

8080 TCP Web Maintenance Console - Changeable




Port Numbers (Default) (5/5)

DSP Port Numbers (2)

Application Client/Server Changeable/ Fixed

12000 — 13535 RTP/RTCP Changeable
16000 — 18047 UDP RTP/RTCP for NAT traversal - Changeable
30022 TCP SSH Server Changeable
33090
UDP
33091
ACS-MDW Server Fixed
33092
TCP
33131
33702 UDP ACS-MDW (WSD) Server Fixed
40000 — 40095 TCP/UDP FTP/FTPS-Data Server Changeable
UDP SNMP TRAP Client
TCP/UDP FTP Client
TCP/UDP FTP/FTPS-Data Client
UDP NTP Client
50000 - 65535 uDP DNS Client
Fixed
(Ephemeral) UDP SYSLOG Client
TCP/UDP SMTP Client
TCP/UDP SMTP over SSL Client
TCP/UDP POP3 Client

TCP/UDP ACS-MDW Server




NETWORKING COMPLETE



Section -7

FILE MANAGEMENT

SYSTEM UPGRADE (PCMPR)
BACKUP (DCSYS)
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BACKUP
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FIRMWARE UPGRADE



0.0 Upgradable Firmware by WebMC

The following firmware can be managed and uploaded via the WebMC .

Target devices

Main Unit (Master Unit/Slave Unit)

Legacy Card LPR
NT3xx(IP-PT)
NCP0158(IP-CS)
. UT133(SIP-MLT)
P Equipment UT136(SIP-MLT)
UT113(SIP-MLT)
UT123(SIP-MLT)

Firmware upgrade of DECT PS is not possible with TCA/WT Handsets and NS1000 V1.0

IMPORTANT:
Do not change the Filename of the Firmware files — System upgrade will not be possible if the files are named in an incorrect format.



Presenter
Presentation Notes
.　


1.1 PBX System Firmware Version

Over the course of the life of the PBX system and terminals etc, it is necessary to keep the System
Firmware updated so that the latest features and improvements can be enjoyed.

The Firmware version the PBX system is currently running can be seen below

’f NS1000 | Web Maintenance Console e G @

- screen.

fs) Login asINSTALLER B a b

!.J o E
n ' ]
L

.INS aus .PrE-INS .Idle .Fault

Registration De-registratil:-nj Farced De-registratil:-nj
—— = ST -

P Reh T faras

iy q HE1000

A

/The PBX system’s \

* Mode

* IP-Address

* MAC Address

* Firmware (PBX) Version

* Region

In a Onelook System, all registered units (Master + Slave) kCan be seen here. /
information will be displayed on this screen.




1.2 System Firmware Download

Before the system or it terminals can be upgraded, new Firmware must first be downloaded to the
System. This can be a Manual or Automatic process depending on the system settings;

Manual Download (1) - Download from PC

) Select the
ﬁ NS1000 ' Web Maintenance Console R ———

[ Login asINSTALLER H ﬁ et

D status Manual

/;E;"'} System Cantral \

= 1.Program Update

Program download status Idle
= 1. Drovn o ad

Frogram File Location of program files

Select the location of the new ]

) ) . )
£ 1.Manual [Lmkin — B ]/£ Firmware file. Click ‘Execute

il 2. Automatic

(0 2. Update |C:".Dn:rcuments and E" Browsze... ]
l l v
Frogram File

@ 3.Plug and Execute J ] Cancel J
\ Update /
Apre ol sure you want to transmit program filels) ?
it mary take & few minutes to transmit program files

L 2.MOH

4 3.FaxCand

1 Success
"‘U Utility Click ‘OK’ and the prompt, and the
Download process will start.

File Download takes approximately 4~5 min for PCMPR (PBX System) firmware

4 FSystem Reset

X 5 5ystemn Shutdown I Ok l ’ Cancel ]

% Toal




1.2 System Firmware Download

There are several other methods available to Download the Firmware files; PC, USB, FTP and a PBX

Master system

Manual Download (2) - Download from USB

ﬁl Login as INSTALLER

@ Statuz
oy
W) System Control

L= 1.Program Update

ﬁ NS1000 Web Maintenance Console 0
B @
Manual
Frogram download status Idle

= 1. Download
Frogram File
£ 1.Manual
1 Z.Automatic

) Z.Update
Frogram File

() 3.Flug and
Update

L Z.MOH

qS.Fax Card

4 %System Reset

A 5. Systemn Shutdown

T
4 Toal

‘{j Utility

Location of program files

Select USB Memory, and ensure the USB

Loak in Device containing the Firmware file is

connected to the system.

Select program files to update.

File name

Frogram

Timestamp

Select the desired file and click ‘Execute’ ]

Mo records to wiew

If a USB memory device is inserted into the PBX, the contents of the following directory
on the device will be checked for updated files: /private/meigroup/psn/ippbx/update

Exezcute J Cancel J




1.2 System Firmware Download

To support FTP download, the details of the desired FTP server must first be set in the PBX system

Manual Download (3) - Download from FTP (Available from MASTER Unit only)

Select the ‘Settings’ screen and ‘Network Service’ ->
‘Client Features’ -> 1. FTP

L FTP
5. FBX Configuration ( R
Connection 1 "
:\.‘! Uhd Configyration
A 4 Connection Narme :|FTP Program Download
Hetwok Senvice
fr"‘" \ (3) 1P Address ;22300101 4
I 1.1P AddressiPorts O Set the FTP connection name, IP
dme
) &Bawar Fesime < Address, Port Number, login details and
o S Cllent Feature Servr Fort number i Protocol of the desired FTP Server.
CUAFTE User name :INSTALLER
A 2.8YSLOG Pas=zwiord ;|----
S5 Z.SNMP Agent j
I Protocal 1 FTPE (Explicit)
\_
Connection 2

Connection Mame

(%) 1P Address
O Hame
Serwver Port number 21
U=ser name
b’
Ok J Cancel J Apply J




1.2 System Firmware Download

Once the FTP Server location is set, the download can be started from the Maintenance screen

Manual Download (3) - Download from FTP (Available from MASTER Unit only)

A NS1000 | Web Maintenance Console o
H

@ Lagin as INSTALLER

(D status Manual
N
W) Sustemn Contral
= 1.Program Update H
gram Up Program dovwnload status [ Select the Download Location ]
= 1.0rowonload
Fragram File Location of program files i
° 1.hanual Lookin [ FTF senver W ]
il 2.Autematic
) Z.Update [FTP \
Fragram File Set the FTP connection path
() 3.Flug and FTF connection name programdownload W and download folder.
Update Cli ‘ 1’
: ick ‘Get File’.
[ 2 MOH Mo, of retries 5 W
& 3.FaxCard FTF Folder FCMPR |
\ 4
& 4.5Systemn Reset \ /
) Apply | l
X 5. System Shutdown J J
4 Tool
"-+j Utility



1.2 System Firmware Download

A Slave PBX can also obtain it’s firmware from a MASTER
Manual Download (4) - Download from MASTER PBX

ﬂ NS1000 | Web Maintenance Console 0
[ Login as INSTALLER H a P
'CL" Status Manual
g} Systemi3onir) [ Select the Download Location ]
L= 1.Program Update
Program download status Idl=
= 1.Daownload
Fragram File Location of program files v
il 2.Automatic
) Z.Update
Frogram File
) 3.Flug and
Upai Select program files to update.
[0 2.moH
& F.FaxCard *FOQram File size
§ 4.System Reset [[] Ns1000 PCMPR £4836318 B 002014 145143 204 002
% 5 System Shutd own 4
’:ﬁ,g' Tasl
% Select the file to download
9] Utility . .
B (Only most recently downloaded files are displayed)
NB: PCMPR file is shown here, but CS, UT, NT and LPR firmware is also available to download Exeouts | Cancel |




1.2 System Firmware Download

It is possible to download all available firmware updates automatically from an FTP server.

It is also possible to set the system to automatically check for updates at a specific time/day.
Automatic Download (4) - Download from FTP Server — MASTER UNIT ONLY

M ncinnn Web Maintenance Console

Select ‘Automatic’

t_a Status"
(;"'} Systermn Contral \

L= 1.Program Update

= . Danl o ad
Frogram File

£y 1.Manual

H @

A Select the FTP Server location (Pre-programmed in
‘Settings’ Screen) and the Folder name containing the

update firmware.

\ i Z.ﬁlutomatiy

() Z.Update
Frogram File

() 2.Plug and
Update

L 2.M0OH

g F.FaxCard

4 System Reset

X 5 System Shutdown

-

L Teel

‘“;j Utility

Locatian ot kil
FTF serwver programdeowunioad i
FTF Faolder FCMPR |
( -
Checktime and date Select the Time/Date to check
0000 Saturday 3 for new firmware
N

7

D Crownload automatically ]

\

<

<

You can chose to download the new files automatically, or

[ Email notification

Ernzil Address 1

Ermzil Address 2

\

send an email notification that new downloads are available.
The Installer can then manually download the files

[ The download process can be cancelled if necessary Execute | Closz |




1.3 PBX System Firmware Upgrade (1)

Once download, the new firmware can be ‘pushed’ to the relevant device Manually or Automatically

System Upgrade (1) - Manual

[ 1. System Control -> Program Update -> Update Program File 0 _
"9 =
] b Updat Program Al
& Frogram Update Type
- ® ]4——[ 2. Select the Update Type (Manual, Timed or Cancel) ]
L) v b TS
= @
; Emall noddoadon
3. Select Email notification recipients ]

[ 4. Select the File to be used for the upgrade ]

ﬁ : v

(- Buallable Frogram Als

< |
e [ = [
.
(" aeleottis tirgeto update -
( 6. Select ‘Apply’, then

5. Select the upgrade
target (Device) ‘Execute’ to start the
- upgrade process

Are you sure you vwant to perform a program updste? f A 4
- Whien the target device is updsted successfully, the target device restarts automatically. ]

- Because of the time difference in updating, different zoftvware versions may exist in the same system. P L . . Ll
rogram updating in progress.. This maytake sewveral minutes. —_—

@( 7. Click ‘OK’ to complete }—J o _J

.
|




1.3 PBX System Firmware Upgrade (2)

Devices can be upgraded automatically at a specified time.
System Upgrade (2) - Timed

ﬂ NS1000 | Web Maintenance Console o

= Login as IMSTALLER H ﬁ I

() status Update Program File

g;l‘. Systern Control
FProgram Updste Type

= 1.Program Update

L= 1. Downlaad O immediataly
AR (12 [ © Timed Update Select ‘Timed Update’
£ 1.nnual 7 Update Cancel
1 2 ftomatic
kaiZlod==g Email notification
Program File
@ 3.Plug and Ernail Address 1
Update
L7 2m0H Ernail Address 2
4 3.Fax Card
. ‘ . 5
4 System Reset [ Select the required ‘Update Time ]
X 8 System Shutdown HE1000

A Toal
Update Time  (00:00 Local Time 102002011 12:06:451

o010z 02 04 03 (00| 01 02 02 04003 08 OF 02 03 10 11 12 12 14

f:-?_f'l Lhtility

tosailable Program |

Program

07 02 03 40 15 18 20|24 || 22 23|| 24| 25| 26| 27 || 28| 29

1072042011

13 14 | 15

16 0 A 35 36 37 38 033 40 a1 42 43 44

19 20| 21 || &2 45 48 90| || 92 33| a4 | 35| 96| 57 || 58

Select the target to updste

seec the wearade | (e R
D - -

target (Device) Uit NS T Hone

hd

NB: Once devices have received the firmware updates, they will automatically re-boot — Take care at busy times!
If the upgrade process is made via a SLAVE Unit, only the SLAVE and Terminals registered to the SLAVE are upgraded.




1.3 PBX System Firmware Upgrade (3)

The Plug and Update feature allows IP-PTs to be automatically updated to the latest software version
when they are registered to the PBX.

Plug and Update

haintenance Console

1. System Control -> Program
Update -> Update Program File

l_lﬁ Status | Flug and Update
@] Systemn Contral \

L= 1.Program Update [ —

7 1.Download 1 HE1000
Program File

Select ‘On’ or ‘Off’(Default) ]

0 2.Update
Program File

0 3.Plug and

Update )

L7 2.M0OH
g +.Fax Card
& 4.5ystem Reset

K 5. Systemn Shutdown

o
A Taol
S Uity

-

When Plug and Update is enabled, the version number of the system software stored on the Master unit is compared
to the system software currently in the IP-PT, after the IP-PT has been registered to the PBX.

If the software on the Main unit is newer, it is downloaded to the IP-PT.
Plug and Update can be enabled for each site in a One-look network.

The Plug and Update screen lists the PBXs in the One-look network by site number and site name.




1.4 Check Firmware Version

It is possible to check the Firmware versions of each device

PBX Firmware version - check

ﬂ NS1000 ' Web Maintenance Console

- ERESa The PBX Version can be viewed by ' B @

selecting the ‘Home’ screen and ‘List’ View

*INS aus .F"re-INS .I-:Ile .Fault

Heglstrat [re- reglstratlu:un Farced De-registration

1on

PEX Mode | IP Address | MAC Address
.‘ 1 NS'“:":":' INS master 192 162.0.101 0020 FO:CE:0C:8E| 201.00225

Location(MIE]

3

[ The PBX Firmware Version can be seen here ]




PBX SYSTEM BACKUP AND RESTORE
(NOT UM)



2.1 System Backup — to USB

A PBX’s system data can be backed up to a USB memory device inserted into the PBX’s USB port.
At a later time, the USB memory device can be used to restore the backed up system data to a PBX.

System Backup to USB

Tool -> ystem Data Backup to USB 1tenance Console

L_rﬁ Status System Data Backup To USB

g‘;‘: Systemn Cartrol

Pleasze =elect target data.

Select the PBX System data to Backup.
Systemn data

You must Backup the System data if you wish to restore
the system at a later date.
Recommendation: Backup All Files

o
A5 Tool

{f: 1. 5y=stem Data
Backup To USH

0 L. aMmatic
Configuration

& 3.MOS5S Link Data

Clear

%4 +.Call Fickup For
Tty Group

= 5. Btension List
e

[] m0H + DG

Potivation Fey

stemn Data”, ywou cannot use the data as an automatic restore file.

Execute J Cancel J

NB:

*The UPS connection must be removed before inserting the USB Device — re-connect it afterwards.
*UM data is backed up using a different process — only PBX data is backed-up by this process.

*Use a USB Device with minimum 512MB free space.




2.2 System Restoration — From USB

Restoring backed up data from a USB memory device to a PBX.

Follow the procedure below to restore the backed up data to a PBX.
Note: The restoration process requires that the PBX is initialised, which returns the PBX to its factory
default state.

Under the following conditions, restoration may not be possible, even though the PBX has been initialised.
e The USB memory device hardware is faulty.

* The data on the USB memory device has become corrupted.

* The USB memory device is removed from the USB port of the PBX during the restoration process.

To minimise the potential of a failed backup, connect the USB memory device to a PC to confirm the USB
memory device is operational and that the backup data is intact before starting this restore process.

The PBX must be in a powered-off state.
Insert the USB memory device with the backup data into the USB port of the PBX.
Set the PBX'’s System Mode Switch to the "SYSTEM INITIALIZE" position.

Turn on the PBX’s power switch. The STATUS indicator will flash green.
Slide the System Mode Switch back to the "NORMAL" position.
The restore process will begin and the STATUS indicator will flash rapidly.

Hwnh e

5. When the restoration process is completed, the PBX will restart automatically.



2.3 System File Backup - PC

A PBX’s system data (DCSYS File and LICxx Files) can be backed up to PC if a USB device is not available.
At a later time, the files can be transferred back to the PBX and a restore made.

@ NS1000 | Web Maintenance Console O 6 O

NS1000 B O =
[ Tool -> File Transfer PBX to PC 1

0 system c:?( — Save the File to your PC

T I L T L —
4 Tool
A

Opening DCSYS

& vy 104202011 05:07:0% 103919 bytes
1042042011 12:28:46 18456 bytes fou have chosen ta open
il 1. Diagnosis 102002011 050712 142420 bytes DC5YS
k= 2.File 1042042011 05:07:08 2676 bytes which is a: application/Farce-dgwnload
"= 1.File Transfer 1042002011 05:07:10 57414 bytes from: http:ff223.0.0.1
PCto PEX
- . 0dz0/z011 05:07:12 Til34 bytes What should Firefox do with this File
8 2.File Transter PP s s .
RBX to P ' = s [
S5
LFle 2l 3
& < Fie Delet LHG 100101 070516 AT bt (*): Zave File
LFlle Lelete
Mg 5 Message file DLHEE ey AN e [] Do this automatically For files like this from now on,
transter PO 1o DLHGE 10182011 070321 43524 bytes
PBX LoD 100772011 16:09:54 244 bytes
M 6 hessage file LICoo 1040 N\ I OF l [ C l
transfer PR to LICo0z 10f . . . el
AC Select the desired file and click
LICon: 107
3 { ’
‘_' i-ruL'looii‘tor.l’Tmce LAEMIBHE e TranSfer _/
_ PARMVDHR 032420 T (iR R T 29 Dytes
L S T rereTo — b
44 6 fotivation Key Fag: [ 12 = = “dew 1 - 100 of 115
In=tallation
3 7.Email Motification Tranzfer J Cancel J
L7 &.Command
LT 9. Uk - System
Prompt=
Customizati . . » 0
ustomisztien NB: Backup LICxxx files also — these are you’re A/K files!

It is possible to restore the system using the ‘File Transfer PC to PBX tool, followed by a system Reset (via WebMC).




2.4 System File Restore — PC (1)

A PBX’s system data (DCSYS File and LICxx Files) can be restored from a PC.

@ NS1000 | Web Maintenance Console O (&)
ME1000 BB O =

Tool -> File Transfer PC to PBX
: F sfer PC to PBX
."?-.1‘

Browse for the desired file (DCSYS or LICxxx)

i Tl _
File Mame :
£ Uhility and click ‘Execute’
B3 1.Diagnosis | [Lerowse.. | NB: Only 1 file can be transferred at a time

= Z.File

i 1.File Transfer

\ PCta PBX J
File Upload

PE:ta PC
B 2 File \dew

Execute J Cancel J

M 4.File Delete y [ =
M@ 5.hessage file . ;3 @. PFF
transfer PC ta My Fecent
Documents

PEX

T f.hes=age file @

transfer PRX to
PC Desktop

2

My D ocuments

ty Computer

File name: \DCSYS_NG1000_PSN_191011 v [ open |
v| [ Cancel ]

iy Netwark Files of type: |AII Files




2.4 System File Restore — PC (2)

The files will be transferred from the PC to the PBX.

# NS1000 | Web Maintenance Console O )

s Losin 23 INSTALLER NSI00D MO =
) status File Transfer PC to PBX
oA
it Systen Contral
3E Tool
[x]u]
™ File Marne :
£ Uiy

CADocuments and Settings'l.tecZ?M.TECEF‘.".'EKE}-" Browse... ]

L7 1.Diagnosis
L= 2.File

i 1.File Transfer
PCto PEX Exacute J Canucel J

" 2. File Transfer . .
PBXto AT One the transfer is completed, you will need to

B 2 File “dew Restart the PBX via the WebMC.
B 4.File Delete

File Transfer FCto PEX

UB0E002: The transferred file has been saved as "DCSYS_R".
Uplaading file row To let thiz file effective, please uze the System Reset feature inthe System Control menu.

- - o d




2.4 System File Restore — PC (3)

Select ‘System Reset’ to make the transferred file active .

System Control -> J Web Maintenance Console
4. System Reset

D status 1 System Reset
(e I
W System Control
Select Site
L= 1.Program Update
L= 1. Dovnload Eefore restarting the system, please check the system data.
Frogram File
¢ 1.Manual I wou restart using the presert memory data, you most backup

. the system data to the storage memory. [Click Backup)
il 2. Automatic
() 2. Update if wou restart using news system data (using files that were
Frogram File transferred] you must not backup to the storage memory. [Click
() 2.Plug and Skip]
Update

L 2.MOH

g 3.FaxCard i . .
The system will be restarted by this operation.
\e.' &.5ystem Reset j Do you weant to restart the system?

X 5. 5ystem Shutdown

&

#5 Tool

ok ||| camcel |

"{j Uiility

A

1Al Sites

Be sure to select ‘Skip’ when prompted,
otherwise the transferred file will be lost.

Badiup Skip J Cancel J

Click ‘OK’ at the prompts and the system will
Restart (All services/Terminals will be OUS
while restarting.

The system will restart after the completion of this command.
You cannot stop the restart after clicking Ok,

Continue?
A,{[ Ol ]l[ Cancel ]

-




oGM
OUT GOING MESSAGES



3.1 OGM File Upload - PC (1)

A maximum of 64 Outgoing messages (OGM)can be recorded on a PBX.

In a One-look network, 64 messages can be recorded at each site (Max 64min recording time per site).
Using a PC, OGM files can be easily managed between PBX Units.

It is also possible to download MSG files from the PBX using the ‘MSG Transfer to PC’ Utility.

Messages downloaded to a PC are WAV (G.711a/p) format.
Messages uploaded from a PC must be in one of the following formats:
WAV (linear PCM) or WAV (G.711a/p).

Utility -> 2. File -> 3. MSG
Transfer to PBX

b Maintenance Console

T Login g ]

=,
( Status \ Message file transfer PC to PBX
.g:.]:'_'i System Cartrol
— Duzilzble Site 2112 NS 1000 v Select the target system and
4 Tool Meszage Number K = OGM Index Number (1~64)
) kil File Import
L7 1. Diagnosis
== Z.File [ |l3:".D|:-cuments and Set" Browse.., ] ]4—-[ Browse to the desired MSG File ]
" 1.Fil= TAnsfer
PC 1o PBX

; File transfer completed.
2.File T f
k| ile Transfer Ok

FEXto PC

4—[ Click ‘OK’ f

Cancel J

e

Messages at all sites can be recorded, listened to, and deleted using the Master unit. However, in operation a PBX can only use messages stored locally.
E.g. when incoming callers queue, only an OGM from the PBX at which the callers are queuing can be used. An OGM from another site cannot be used.




3.2 OGM Recording — IP-PT

The manager extension (COS Setting) can record three kinds of greeting messages (OGM) as follows:
1. DISA message: Used to greet and guide callers.

2. Incoming Call Distribution Group message: Used to greet and guide callers to an ICD-G
3. Timed Reminder message: Used for a wake-up call message.

OGM recording can be accomplished via a Manager Extension using the sequence below

To Record

N > GOEIE >

Off-hook.

To Playback

Enter % 36.

To specify a site ID
(if necessary)

(9 ]J( siteidb )

Enter 9 and
site ID (2 digits: 01-16).

» (1) »»

Enter 1.

To specify a site ID
(if necessary)

N>E@E@E> @CED » @ >

Off-hook.

Enter ¥36.

Enter 9 and
site ID (2 digits: 01-16).

OGM floatmg
extensmn no.

Enter OGM floating
extension number.

Enter 2.

—>e /D
AUTO DIAL
Progress LJ: ML > @
Tone & (( C.Tone Y
C.Tone
Record Press STORE. On-hook.
message.
When the time limit passes,
O?'\g ﬂo?]tlr?g ) LJ: The message ), o
SAlE Sl Y C.Tone '
Enter OGM floating On-hook.

extension number.




MOH (MUSIC ON HOLD)
BGM (BACKGROUND MUSIC)
UPLOAD / BACKUP



4.1 MOH/BGM File Status

Initially, a preinstalled audio file is set as the audio source for BGM 1.

Through system programming, this file can be removed or replaced like any other BGM audio file
However, if the PBX is re-initialised, this preinstalled audio file is set to BGM 1 again.

The ‘Default’ MOH file details (and additional

files when they are loaded) can be seen via:
System Control -> 2. MOH -> 3. Status / Backup

Notes

{_!’ Statuz ¢

y

Status | Backup

(~

[~ 2.MOH
I"‘i.'l.lnstall
£} 2 Delete

Az Status /
Backup

\.

L 1.Pragram Update

i) Swstem Contral

ince Console

Site to check

Site Mo,

[ Remaining Capacity Time

TTTT N IUUJ W

\ 4

remained Capacity Time

Scheduled files sre not includad)

- P e

X 5. 5ysten Shutdown

75 Taal

"-Ej Utility

L O L I N I DN
1

It 1_hADTH A
4 4.Systemn Reset nternal_|

208 Badwp | ]
4

&

[ Filename and Filesize can be see here, together with the option to Backup ]

7

2

==

» Users logged in to the Master unit can see the status of all One-look network sites. Users logged in to a Slave unit may only view the status of that PBX.
e Only WAV files can be installed and file names must not exceed 14 ASCII characters in length.
¢ Files may not be larger than 80 MB.

e User (User) level accounts cannot perform this procedure.




4.2 MOH/BGM File upload

MOH Files can be uploaded to 8 different BGM locations over multiple sites using a PC.

System Control -> 2. MOH -> (R EU I Tale=N ey 0] -]
1. Install

1) status . Install

(-"_11
Wt System Contral

L7 1.Program Update
= 2.h0OH

“ dnstall

{3 2.Delete
1L 3 5tatus J Backup

: Al
4 &.5ystemn Reset M 1000 Peady
K 5. 5ystermn Shutdown % .
e . 1:00
#§ Tool 3 2. Select the PBX Site and 200
E':'J Uility éh Upload Time igg
b} 5:00
. 600
00
< 300
. . 900 16 of 16
3. Select the desired BGM Location (1~8) :?gg
12:00
\ 4 1300
Select BGM Mo to upload ::gg
16:00
EGM Mo, © BGMA W 1700
TR:00 %
[User-supplied audio files] Eccote ]| Cancel |
Audio files must meet the following specifications: — Format: WAV, — Size: 80 MB or less, A

— Length: 8 minutes or less
Ensure any Music used is not subject to copyright/performance law in your country.

[ 4. Click ‘Execute. The Upload will start ]




4.3 MOH/BGM File Deletion

MOH Files can be managed across all sites via the MASTER unit.

Existing files can be deleted, allowing new files to be uploaded in their place.

A | N ol WaVTalal

System Control -> 2. MOH -> 2. Delete

AL RAsi_iononce Console

(!_a Status gy

g.;l‘. Swstem Cortrol

L7 1.Program Update
L= Z.M0OH

3 1.Install
43 2.Delete

4 3.Fax Card

& %.System Reset

K 5 System Shutdown
:_E-:: Tool

B Uty

=L

5l
Delete
Site to delete
Site Name
HE1000 Feady ~
2 A
1. Select the site from which you wish to delete the
MOH/BGM Files from
) B
T
g
q
W
2. Select which BGM locations to 15
delete (1~8 or All)
EGM Ho.to delete E
EGM Ho. A :\
Al
l s | |; )
Sos e '
Bishd L3
BG4
oMt g ,
powe 3. Click ‘Execute
BiGh &




4.4 MOH/BGM File Backup

It is possible to backup MOH/BGM files to a PC.

In the event of a system failure, the files can be easily re-uploaded

3. Status / Backup

System Control -> 2. MOH -> b Maintenai

1. Select the

—

k_!’ Status v
é} System Control \

L. 1.Program Update
= 2.m0OH

4 1install

{ 2 Delete

Status / Backup

backup

PBX Site to

7
Site to check

Site Mo.

Remained Capacity Timne

L 3.5tatus
Badkup

.

4 3.FaxCard

J

s 4.Systemn Reset
X 5 Systen Shutdown

e

5 Tool

‘;/‘] Uitility

\

[Scheduled files are not included)

d S NS1000

3. Save the files to PC

] Lotern gl bl H e ] Elackup z‘l
z O hd_BGhd_hd OH . s 208 Backup ,.I
5] A
El Opening,
5 . You have
; 2. Select files )] OGM_BGM_MOH.WAY
to backup which is a1 Wave Sound
= from: http:ff223.0.0.1
a What should Firefox do with this file?

() Cpen with |Windows Medi

laver (default)

(3): 3ave File
[] Da this aukamatically Far Files like this Frarm now on.

[User-supplied audio files]

Audio files must meet the following specifications:
— Format: WAV, — Size: 80 MB or less, — Length: 8 minutes or less (TBC)
Ensure any Music used is not subject to copyright/performance law in your country.

oK

Cancel ]

—[ 4, Click ‘OK’

[
">

ok




4.5 MOH/BGM Assignment

Via System Programming, the appropriate MOH/BGM source can be selected.
(For details of External MOH Sources, refer to the Installation Manual)

PBX Configuration -> 2. System -> Aaintenance Console
2. Operator and BGM

™ WS1000 W 6 ij
1 Users W Operator & BGM
ﬁ, PBX Configuration
PEX Cperator
L 1.Configuration
[= 2. System Operator-Extension Mumber or Floating Extension
) . Day (101 Destination Setting_J
L) 1.Date & Time S —
© |2 Operator & Lunch S Destination Seﬁing‘J
\_Bow 4 ———
3 Times & Destinatian SEﬁingJ
Counters [ Select the source for BGM1, MOH and Transfer here ] -
=] 4 wieek Table T

Destination Setting_J

[, 8. Holiday Table \

L| G.Humbering / \

Flan BGM and Music on Hold
Ll T.Class of
Sendce Music Source of BGM 1 o Intemal BGM W
Ll &.Ring Tone Music on Hold | Bamz =
Fatterns
9. System Sound on Transfer t| Same as Music on Hald v|

Options \ /

= 10.Estension

CID Settings Qb J Cancel J Apply J
A
NB: User Defined MOH/BGM will not be heard when an IP Extension puts another IP Click ‘OK’
Extension on hold. The IP Extension will generate their own HOLD Tone.

(Any P2P communication (No DSP) will not hear User defined MOH)




UPGRADE & BACKUP COMPLETE
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Chapter 1
SYSTEM SHUTDOWN - RESET



1.1 UPS Connection and setting (1)

UPS (Uninterruptible Power Supply) Integration

Description

An uninterruptible power supply unit (UPS) is a device that supplies power for several minutes to a connected
device when a power failure occurs.

If the PBX is connected to a compatible UPS via USB when a power failure occurs, the PBX can determine

how much power remains in the UPS and shut down when the remaining power drops below a specified amount
to prevent data loss or corruption.

The following features are also available:

* Specify the remaining battery level at which to shut down the PBX.

* Receive e-mail notifications of changes to the status and availability of a UPS.

Conditions

* For details about UPS units that are compatible with the automatic shutdown feature of this PBX, consult your
dealer. If an incompatible UPS is connected and the UPS runs out of power, the PBX will turn off without shutting
down.

e The power cord and USB cable must be connected to the same UPS. Connecting them to different UPSs can
result in incorrect operation.

IMPORTANT
 When power is restored after a power outage, the PBX operates in the following manner:
- If the PBX did not shut down, normal operation continues uninterrupted.
- If the PBX shut down and power remains in the UPS, the PBX must be started again manually.
(The power switch must be turned off and then on again.)
- If the PBX shut down and no power remains in the UPS, the PBX starts automatically.
(This is because the PBX's power switch is on.)



1.1 UPS Connection and setting (2)

1. Connect the UPS as described in the Installation manual

Maximum Distance
5m

UPS

2. Set the NS1000 Shutdown threshold via the WebMC

[ Maintenance -> Status -> Equipment Status -> 1. UPS

@ Login as INSTA) R

6 Status

= 1.Equipment Status
CAUPS
o 2.C5 Infarmation
:T.J 2.PS Infoarmation
BS 4.UM Port Status
) 5.UsB

~N

J

oy
) System Control

"

,,5’ Taal

";j Litility

uPs

UPS Conmection Status
E=ttery Voltage (V]

E=ttery Charge Percentage (o)
Forevar Supply

UFS Shitdoven Conditions - Battery lewel

NB: UPS Status alerts can also be sent via email.

H O

(:Not Connected

/| 50%

i

NS000 %

UPS Status can be seen here ]

Il

Set the UPS Battery Level, that
when reached, will cause the
PBX to Shutdown




1.2 System Shutdown with UPS

The UPS Provides a Safe Shutdown Process during AC Power Failure

Because the NS1000 system uses a Linux Based OS, the KX-NS1000 must be powered down using the
Shutdown process to avoid possible damage to the systems File Structure.

UPS Connection diagram and automatic shutdown process

NS1000 Power requirements (from the nameplate ratings)
Peak — 138VA (Watts)

RMS - 98VA (Watts)

RS232C is not supported for UPS

2 The UPS supplies power to
the PBX (Using its battery).

AC Cable |
m
|

1 AC power is lost. ] USB Cable

4. KX-NS1000 executes
} self shutdown at pre-

programmed battery threshold.
lost and it’s remaining battery life.

[ 3. The UPS notifies that AC power is

NB: When NS1000 is ‘Shutdown’, it will not power back on automatically when
power is restored — the AC Switch needs to be switched OFF/ON




1.3 System Shutdown - Manual

The NS1000 system can be safely Shutdown by the following process

Maintenance -> System Control ->  [[gi(=]3=ale=K®7e]gtle] [
5. System Shutdown

@ staws System Shutdown
y

p\g(.}) System Control )
Select Site Al Sites o

CJ 1.Program Update

G 2mon Before shutting down the system, please check the system 1a) Save the |atest modification to Storage

#f 3.Fax Card data.
S Memory Card, and then shutdown.
c o If you shutdown with the present memory data, you must

% 5.System Shutdown backup the system data to the storage memory. (Click Backup)

"3 Tool
\iﬁ'—) If you shutdown with new system data, from files which were
% Utity transferred, you must not backup to the storage memory. (Click 1b) Shutdown now.
- Skip)
v v
[ Backup m Skip | Cancel |

KXAE 1000

— TTEN Rl

[
Viafin ALAMM WAITER Wak MOH B

=

[ 2.) Flashing Amber = Amber ON ] 3.) Turn AC Switch OFF




1.4 System Reset/Restart

The NS1000 system can Reset/Restarted by the following process

Maintenance -> System Control -> 4.
System Reset itenance Console

System Reset

J;E) System Control

=] 1.Program Update

Jelect Site

DAl Sites w

G 2uoH Before restarting the system, please check the system data.
f 3.Fax Card
.4 4 System Reset If you restart using the present memory data, you must backup

the system data to the storage memory. (Click Backup)
®K 5.System Shutdown j

}\ = If you restart using new system data (using files that were
5 transferred) you must not backup to the storage memory.

9 Utility (Click Skip)

l Backup ﬂ Skip |] Cancel

A s

Save the latest modification to Storage
Memory Card, and then reset.

[ Reset now. ]

NB: This process does not set the system back to ‘Factory Default’.
To reset ALL settings, the system must be re-initialised.



Presenter
Presentation Notes
When programming changes or other changes to PBX settings require a system reset, this command allows
a reset to be performed remotely from Web MC.



1.5 FAX Card Reset/Restart

The NS1000 FAX Card (if fitted) can be safely Restarted by the following process

3. Fax Card

[ Maintenance -> System Control ->

y

w Status ¥
(r

',;;,_J} Swystemn

[ 2.MaH
iy 3FaxC

\
Cantrol

L. 1.FProgram Update

ard

4 System Reset

Fax Card

Maintenance Console

FAX Card Restart

Execute ZI

4—{ Click ‘Execute’ and follow the Prompts. ]

\_ & 5.System Shutdown )

-
5 Toal

Hnj Utility

Are ol sure want to restart the FAX Card?

o] ) ] [ Cancel

Fay Card successiully restarted.

Cloze



Chapter 2
UM BACKUP AND RESTORE



2-1. UM Data Backup / Restore

System Prompts / Mailbox Prompts / Mailbox Messages

The following system programming data, system parameters, and voice data can be backed up or
restored as individual files

e | Meeems

System Prompts - Installed Prompt
- Custom Service Menu

- etc.

Mailbox Prompts - Owner Name
- Personal Greetings

- etc.

Mailbox Message

* Please refer to the PC Programming Manual for details.

The UM data backup can be executed manually or scheduled to run automatically at regular intervals.




2.2. Backing up the UM Data (manual) (1)
[ Maintenance -> Tool-> 9.1 Manual backup

g HO @ =

@ status Manual backup
\
System Prompts .
ETisystem Frompts \ System Prompts settings
€ 1.5ystem Data o
Backup To USB Installed Prompts I
&% 2.BRI Automatic Installed Prompts
Configuration
% 3.NDSS Link Data Prompt 1
Clear Prompt 2
&4l 4.Call Pickup For My Prompt 3
] Group Prompt 4
= 5.Extension List View Prompt &
O s.mpert promgts Select (Check) the
& 7.Export Prompt 7 .
Wy 5 Screen Customise Frompt & Items tO be backed up.
E 9.UM data backup
& 1.Manual backup
backup Custom Service Menu
&3 10.UM data restore Company Name
B 11.UM backup history Company Gresting
(; 12.Contact System Mailbox Group Voice Label
Do System Caller Name 4 Mailbox Prompts \

9 Utility

Prompt Selection

Hold Announce Menu

Maibox Prompis Mailbox Prompts settings

Owner Name
Personal Greetings
Personal Caller ID Hame Select (check) the
Interview .

Perzonal Group List Name ltems to be baCked up-

EMD List Member Name

/ Mailbox Prompts.

\. J

To configure more
detailed settings, click

these buttons. . 4 >
laibox fessag Select (Check) the Mailbox Message settings

ailbox Meszages : .
’ _ items to be backed up. .

\ Mailbox Messages




2.2. Backing up the UM Data (manual) (2)

Mailbox Message settings example

ﬁm mailboxes to backup for Mailbox Messages:
| waiboxhumber | Firstheme | Lesthame SRS
95 e Message Manager 101
Select (Check) the e
mailboxes to be backed up. = G
204 204
\ 7
m Cancel
System Backup:
© LocalPC 4—[ Select (Check) the destination method. ]
O UsB(Main Unit) 4

Ok Cancel |




2.2. Backing up the UM Data (manual) (3)

When “Local PC” is selected

When the message window is displayed, click “Save” , specify the
destination folder and file name, and save the backup files.
(Standard Windows Interface)

Iy Mame: Promptl 201110071 3302 bkp
E Type: Unknown File Type, 29.N4E

From: kx—n=s1000

Mezszage from webpaege

. L] Your total Backup file Size = 261345349
Confirm the (I

backup file size
and click “OK”.

[ Find ] [ Sawe ] [ Sancel

harm your computer. [fyou do not trust the source, do not find &

|a| ‘While files from the Internet can be useful, some files can potentially
k\ proeram to open thiz file oF save this file. What” s the risk?

When “USB (Main Unit)” is selected

System Backup:
() Local PC
I@ USB(Main Unity :[20111007 I

\ oK cancel |

When you select “USB (Master Unit)”, you can specify the Message from webpage
destination folder of the USB memory device.
* In this case, you

Confirm the
backup file size
and click “OK”.

* Ensure that the USB memory device is connected to the PBX and create the corresponding folder on the USB device in advance.




2.3. Backing up the UM Data (Scheduled) (1)

To create a new scheduled backup, “Add new entry” icon.

Maintenance -> Tool-> 9.2 Scheduled backup §
= onsole

G Login az INSTALLER

Scheduled backup

System (fntrol n f Schedule info Description Status

;Eg‘ Tool
&Y 1.System Data
Backup To USB

& 2.BRI Automatic
Configuration
% 2.NDSS Link Data
Clzar

gl 4.Call Pickup For My
Group

'q 5.Extension List View
= &.Import
& 7.Export

Deletes the selected row

Wy 2 Screen Customise

Edits the selected row

(= 5.UM data backup

Q‘ 1.Manual backup

R ——

Adds new entry

Remove filter

W data reztore

B 11.UM backup history

&, 12.Contact

information No records to view

f-}} Uity

0K Cancel Apply:




2.3. Backing up the UM Data (Scheduled) (2)

You can select the following backup frequency.

“ Parameters - When the backup is executed

Daily Hour, Minute

Weekly A day of the week, Hour, Minute
Monthly A day of the month, Hour, Minute
Yearly A day of the year, Hour, Minute

Specific Date A specific date, Hour, Minute

* Up to 20 backup events can be scheduled.
| Weekly Backup example _
[ — — ]‘_/{ Enter the description. ]
Description : [Weekhy Backup

Select the rule. ]
Tuezday L it (0 c HH |20 : (L]
uesday a Set the parameters. ]

-

Select Data to backup

System Prompts “\ L3
System Prompts

Installed Prompts
Installed Prompts

Select (Check) the items to be backed up.

P t1 - - -
PEEQ >- Selecting the items is same as the manual backup.
Brompt 2 Please refer to chapter 4-6 for details.
Prompt 4

Prompt S
Prompt &
Prompt 7
\_ Prompt & _/




2.3. Backing up the UM Data (Scheduled) (3)

Continued from the previous slide

L

Description : [Weekly Backup

Weekhy b

Tussday ™| at [0 2 uH [2o  [2]nmam

-

Select Data to backup

System Prompts N\
System Prompts

Installed Prompts
Installed Prompts

Select (Check) the items to be backed up.

P t1 . . .
ot > | Selecting the items is same as the manual backup.
Prompt 3 Please refer to chapter 4-6 for details.
Prompt 4

Prompt &
Prompt &
Prompt 7
\_ Prompt 8 ../




2.3. Backing up the UM Data (Scheduled) (4)

@ NS1000 | Web Maintenance Console

B Login a= INSTALLER

B® e

@ Status Scheduled backup
s T
2E Tool _
# ID Schedule backup Daily at 0:30  Daily Dizable I
&Y 1.5ystem Data A
Backup To USB
£5; 2 BRI Automatic
Configuration .
e A new scheduled backup is added.
= The description you set and schedule
@l 4.Call Pickup For My . . . .
G information will be displayed.
[ 5.Extension List View
=] &.Import
3 7.Export

Wy 2 Screen Customize
& 9.UM data backup

Gy 1.Manual bi
S elhadiied.
b e
&3 10.UM data restore

B2 11.UM backup history

ackup

. 12.Contact
information

@ Utility

View 1-10f1

oK Cancel Apply

Activation Key (KX-NSU003) is required to use the scheduled backup feature.




2.4. Restoring the UM Data (1)

9 NS1000 | Web Maintenance Console

Maintenance -> Tool-> 10 UM data restore B® e
!!! Status UM data restore
ga) Sy=ztem Cont
(5\5 — N\ ﬂystem Prompts \
Y 1.5ystem Data Installed Prompts
Backup To USB
&£ 2.8RI Autematic O Prompt 1
Configuration O Prompt 2
% 3.NDSS Link Data O Prompt 3
Clear O Prompt &
~3|L 4.Call Pickup For My O Prompt 5
Group O Prompt6
) 5 Extension List View O FPrompt7
& s .
©meert 42 Select an item to be restored.
(] 7.Export
Wyl 3 Screen Customise —

& 9.uM data backup

€y 1.Manual backup
[Z 2 Scheduled
backup

O Custom Service Menu

(O Company Greeting

ﬁ {101 3T R O System Mailbox Group Voice Label

\_ B2 11.UM backup history y O System Caller Name
¢, 12.Contact (O Prompt Selection
infermation

\ O Hold Announce Menu )
-9 Utility

* Multiple items can NOT be restored at one time.




2.4. Restoring the UM Data (2)

Continued from the previous slide

Restoring from the USB device

Sg;‘j“;':::‘j;: oo | 1. Select “USB (Main Unit)”, and specify the folder on the USB
: ' : device from where the backed up data is restored.
O File Impert :|:| —
oK s { 2. Click “OK” to execute. ]

* Ensure that the USB memory device is connected to the PBX.

Restoring from the PC

System Restore

o N
© Usaittain Uniy : 1. Select “File Import”, and specify the folder and the file name

on the PC from where the backed up data is restored.
(You can use “Browse” button.)

(%) File Import

: |ChutinPrompt1_20111

/

Bk |<—“"“=‘—‘—[ 2. Click “OK” to execute.




Chapter 3
SYSTEM ALARMS



3.1. System Alarms

NS1000 can indicate that a system alarm occurred in several ways.
Error information (error codes, sub codes, etc.) are notified.
(Refer to Installation Manual for error code detail).

Syslog Server

SNVP
Manager

Standard SNMP
(V.1 and V.2)

*: When a system error occurs, the button light turns on red. Pressing the button will show the error information on the display.
UT Series / SIP Phone does not support this feature.




3.2 SNMP Agent (1)

SNMP Agent Features

NS1000 includes SNMP features. It is possible for a PC assigned as an SNMP manager to manage and
receive PBX system status information, such as alarm information and general system activity using
SNMP.

Management Information Bases (MIBs) are sent to a PC (i.e., the SNMP manager) connected to the PBX
over a LAN and can then be stored and analyzed using SNMP manager software.

There are two monitoring methods, Polling and Trap SNMP
Manager
R { T ] ..................... ’
................. Trap Method R €

Polling Method

The SNMP Manager sends request messages to collect the status of KX-NS1000, and then KX-NS1000
sends response to the SNMP Manager.

Trap Method

KX-NS1000 sends information when a status change occurs or an alarm is detected.

e Up to 2 SNMP managers can be assigned.

¢ This PBX supports SNMP Protocol Version 1.0 and SNMP Version 2c.

¢ This PBX can only receive read-only MIBs. Write MIBs are not supported.
¢ This PBX supports MIB II.




3.2 SNMP Agent (2)

The KX-NS1000 will send the following types of Trap.

Information is sent after turning on the power of KX-NS1000 or

cold Start .
resetting KX-NS1000.
Standard Trap o ) )
Authentication Information is sent when an unregistered Community
Failure Name and/or Manager IP address is entered.
Enterprise Major Alarm Information is sent when a major alarm is detected.
Specific Trap *1 . . . .

B B Minor Alarm Information is sent when a minor alarm is detected.

Note: In addition to the standard SNMP v1 MIB files, the NS1000 supports the Panasonic Enterprise MIB
(Management Information Base) file for more detailed alarms.

This MIB file may be loaded into in the SNMP manager and it is available from the PCC CS website.




3.3 SNMP Agent Setting (1)

SNMP Agent Setting;
The SNMP Agent needs to be configured for the type of SNMP Manager being used.

‘Settings’ -> Network Service -> 3. Client Feature ->
3. SNMP Agent

ME1000

) Users SHNMP Agent
ﬁ FBXx Canfiguration ( \ .
3‘!’! Uhd Cogfiguration SHMF agent @ Enable (::' Dizable i
SHMP wersion D SHMP WA b
(14 Hetwad: Senrice \
SHMP manager port : 161 n
19 1.1P AddressiParts EnabIE/D|sab|e SNMP, Set
MIE info
) 2. Server Feature the SNMP Protocol (V1 or
L= 2 Client Feature SysContact - NS 1000_master VZC) and MIB Info.
B 1FTR
SysMame D BZ-MS000
] 2.5YSLO0G —
\ L1 2.5HMP Agentj SysLocation : Main Office
L 4.Other \ /
/SNMP manadger #1 \
'E} IF address :
Up to 2 SNMP managers
© Host name : can be assigned.
TRAP port T 1162 |
Cornmunity name : public
\ / Wt

(] J Cancel J Applhy J




3.3 SNMP Agent Setting (2)

SYSLOG (Trap Filtering)
The required TRAP output can be set.

In addition to the standard SNMP v1 MIB and MIB Il files, the NS1000 supports the Panasonic
Enterprise MIB (Management Information Base) file for more detailed alarms.

This MIB file may be loaded into in the SNMP manager and it is available from the PCC CS website.
Refer to the Appendix for details of the Standard MIB.

ﬁ NS1000 ' Web Maintenance Console o
-~ Login as IMSTALLER NS1O0D % H e Pt
(1)) Users SNMP Agent

@ B Configuration =
4 um configuration / TRAP filtering \ 1
b Network Service Syslog filtering setting

¥ 1.1F AddressiPorts Standard TRAP (%) Enable () Disable

L 2.ZemerFeature erterpriseSpecific [Major ] (%) Enatle ) Dizable

= 3.Client Feature enterprise Spacific [Minor] {®) Enable ) Dizable

5 AFTP

1 Z2.5vsSL0G \ /

L1 2. 5HMP Agent




3.4 SYSLOG (1)

NS1000 can send alarm information (Major alarm/Minor alarm) to a UDP Syslog server on port 514

(default).

By using Syslog, you can save all NS1000 alarms remotely to a PC.
These alarms may then be managed and responded to as required.

Alarm (Major/Minor)

Syslog Clients Syslog Server




3.4 SYSLOG (2)

SYSLOG (System Settings)

The output of SYSLOG data needs to be enabled and the IP-Address/Host Name of the SYSLOG
Server need to be set.

Wb AMaintenance Console
‘Settings’ -> Network Service ->

3. Client Feature -> 2. SYSLOG

NS1000 H O

@ FBX Configuration

Remuote Syslog
3,".'! Uhd Conglguration Enable / Disable SYSLOG data ]
\ () Enable (%) Disable
11_«. Hetwortk Service
¥ 1.0F Address(Forts Remote Syslog server
L 2 Server Feature
= 3.Client Feature IP addres=siHost name
5 1FTR Port |51
\ 1 2.8YEL0G )
S5 Z.5HMP Agent 3
[ 4.0ther ok J Cancel J Apply J

[ SYSLOG Server address and port number }

(514 default)




3.5 SMDR via LAN

SMDR(System Message Data Recording)

Call information (SMDR) can be output to the LAN (as well as via RS232c). Applications such as CA
Call Accounting can then use this information.

‘Settings’ -> Network Service ->
3. Client Feature -> 2. SYSLOG

=

1 u
@sers‘

y

! A.Configuration
| 2. System

| 3Emup

| 4.Extension

! . 0ptional Device

L

L

L

L

L

L) B.Feature
L 7.TRS

L 8.ARS
L) 9.Private Network
L

DA0.CO E Incoming
Call

L= 11 Maintenance

\ £ 1. Main
i .

(@Pﬂxconfiguration \

>

S
Synchronization

:s'! Uhd Configuration

i.,;. Netwok Sernvice

Main

SMDR SMDOR Options

Maintenance Console

RS232C Maintenance Passwiord

ARE Dial o Dial after ARS Modification
Caller ID Nurmber & Hame : Humber W
ool 0D Mumber & Name : MHane W
Secret Dial c Print". " (Secret) W
Privacy hMode . Print Dialled Humber b
conditif  Enter the SMDR port details (2300 default) v
BT and the SMDR Password. =
Caller 10 Modificstion ;| After Modification w

LAN

SMOR Port Mumber
SMOR Password

Mevwe-Line Code for Telnet

D200

C|PCCSMDR

|CR+LF b

*| Perform Swystem Reset for changes to take effect
\,

Further details? — Refer to the Feature Guide

Ok

MS1000 [

)

Cancel

)

Apphy

B @

>

o




3.6 CTI (TAPI / CSTA)
CTI (TAPI / CSTA) _

By connecting KX-NS1000 to a CTl server over a LAN, it is possible to output local alarm information
(major alarms/minor alarms) to a external PC.

[ EMCA CSTA Phase3 ]

[ TAPI 2.1 based Panasonic original interface ]




3.7 System Alarms via PT

Settings to notify the system alarms via IP-PT

The extension numbers of IP-PTs that can display System Alarm Information.

[ Setup -> PBX Configuration -> 11.1 Main -> Maintenance Tab ]

@ NS1000 | Web Maintenance Console o @ @
f Losn s NSTALLER Head Office [ @ 0 5l
frym. Specify the extension numbers. J

5 PBX Configuration

& oo SMDR SMDR Options RS232C Maintenance Pajsword

A
€3 2 5ystem
(3 2.Group Local Alarm Display
(3 2.Extension Extension 1 ;
(3 5 Optional Devics Extension 2 ]
([ 6 Featurs

The System Alarm button setting (PT Flexible Button)

[ Setup -> PBX Configuration -> 4.1.4 Flexible Button ]

9 NS1000 | Web Maintenance Console

b Login as INSTALLER

B® e =
) vsers Flexible Button
@' R Extension Number/ Hame: 101/ A Jllenlionealvye
(3 1.Configuration
™ e Key Label Prmt‘ Furml Cuuytu‘ Resetl Impurtl Exum‘
& 2.croup

[ Select “System Alarm” as Type. J

Key Setting

Key Setting & Key Label Ngge

Extension
Number
~




Chapter 4
EMAIL NOTIFICATION



4.1 SMTP Client Settings

SMTP settings (Email Client)
So that Email notification can take place, the SMTP Server details must be entered.

2. Server Feature -> 6. SMTP

— MNEA000 W

';\ (SI'M'ITP \

ﬁ PBX Configuration

'Settings' -> Network Service -> Maintenance Consc}'e 0
H

Mail sending Enter the SMTP Client/Server
8 Ut Configuration information here.
Mzil =ender infor rmation
by Metwork Senice name L K HE1000
19 1P AddressiPorts Mail addres=s
= Z.Zemver Feature SMTP server for relay
= 1.DHCP
B FTR SMTP =erver address
T OAHTTP SMTP server Port number 125
§ A.NTF
- SMTF awver TLS (") Enable (%) Dizable
\_ | 6.5MTP /
o 7. IhAPg —
SMTP Authentication
L Z.Client Feature ‘
L 4.0ther .
SMTF Authentication D Enable @ Lizable
U=ser name
Fasswmord
POP Before SMTP
FOF before SMTP {:} Enatble {E} Lizable "

\ K j Cancel J Apply J/

Enter the details required by your Email Server. The NS1000 only sends email to the Server as a ‘Client’.




4.2 Email Notification Settings

Email Notification settings (System Alarms)

The system can be configured to automatically send notification emails in the case of System Alarms
or A/K Expiry.

ﬁ NS1000 ' Web Maintenance Console

‘Maintenance’ -> UTILITY -> NE1000 W H 6 P

7. Email Notification -> 1. Alert

2 Set the Filter for Major/Minor or all alarms J
W) System Cofitral
= System Alarm l
"l':'i' Tl
ﬂ \ Filtering Setting b ajar Minor
:‘i::j Ut”it‘:,l’ el res= :
L) 1.Diagnosis Ermail Address 2 : Email Addresses and
L) 2 File subject are set here.
Subject D KX-NS1000 System alarma 1 )
L 3 Log \_ J
L 4. MonitordTrace
L S.Report Licence Expiry N\
Ly B Activation Key
Installation Ernail Address 1
k=" ¥.Email Notification
\ ) Ernail Address 2
S 1 Alert
3 2 System Subject : KX-NS4000 License Exping /
Analysis 7'y
w 2. Test Email
[ 8.Command ‘License expiry’ Notification Addresses are set here. ) Bk J Cancel ,] Apply J
Notification will be sent 5 days before expiry. J




4.3 Email Log Files

System Log Files (Email)

System Troubleshooting data files can be emailed from the system .

Notification -> 2. System Analysis

-

NS1000 %

‘Maintenance’ -> UTILITY -> 7. Email [}/=]; =13l =0 s gz 0] =) o
H

D status System Analysis

e
W) Swystem Confrol

e

sz, Taal Log File Type Errar Lag w Select the desired
6. Litility \ Ermnail Address 1 Foyser log file type..

& 1.Diagnesis Ernzil Address 2

Ll 2 File Subject
L Z.Lag

L MaonitorTrace
L S Report

Execute J Cancel J
%y 6. Activation Key

Installation

k= T.Email Motification

B 1 Alert

'3 2.System j
A alvsi

w 3.Test Email

This information, together with the system parameter file (DCSYS) or system backup, is required for
detailed fault analysis.




4.4 Test Email

TEST Email (SMTP Client)
To test the SMTP Client setting are correct, it is possible to send a test email.

Notification -> 3. Test Email

NS1000 %

‘Maintenance’ -> UTILITY -> 7. Email 0

e
@D status Test Email

..
W) Svystem Conjfol

'!'R' Taal Ernzil Address 1
7
@j Utility \ Ernail Address 2
Subject

L 1. Diagnosis

L Z.File

L 3 Log
) . Execute Cancel
- AhonitorTrace [ Enter the required email ] I JI J

o 5 Report addresses and subject field. 4

Ly B.Activation Key
Installation

[= 7.Email Motification [ Click ‘Execute’ to send. ]
w4 1 Alert

& 2.System
Fuonalysis

\ 4 3.Test Email /




3.5. E-mail Report

E-mail sending status can be confirmed.

Maintenance -> Utility -> 5.4 E- mall Report

B Login as INSTALLER Head Office  [» Q @ e 'EE']

@ status E-mail Report

Tool

fr cy Syztem @fntrol
:E" \ Print Out (PC) » | Delete all E-mail report
S

Index E-mail 1D Event Kind User Name  Mailbox Date Time Message Status  Email Address | Send Status

25 Util
9 ity 1 2011052614084431E24CC2 Test syatem - ZE-SERP-2Z011  14:08 - dealer@test.com Failed

(I 1.Diagnosis 2 2011082614071713BABFTS Test system = 28-SEP-Z011  14:07 = dealer@test.com
3 2 File
(] 3.Log
3 4.Monitor/Trace

= S.Report

;_' 1.Digital Trunk E-mail Sendlng

Error Report status is displayed.
'E| 2P Extension —

Statistical

Information

wall 3.UM View
Reportz

K L] 4 E-mail Report /




Chapter 5
DATA IMPORT AND EXPORT (.CSV)



5.1 Export / Import Tool (.csv) (1)

Several types of data can be exported / imported using the Web MC.
Exported data is saved as CSV file. The data can be imported to other units.

[Items]

-System Speed Dial
-Extension Name
-DDI/DID Number
-DDI/DID Destination
-Etc.

CSV Files ﬁ

e The items to be exported / imported are selectable.

The CSV file format is the same as KX-TDE/NCP. So, the CSV file exported from KX-TDE/NCP can be
imported to KX-NS1000. However, there is no ‘PBX-Replacement’ tool.




5.1 Export / Import Tool (.csv) (2)

Exportable / Importable items (List)

Using the Import/Export Tool, some data can be transferred between systems;

LGl R ) Maintenance Console o
6/7. Import/Export
— NS1000 P a L2l
E} System Fontrol
= Speed Dial and Caller ID Name, Dial, CLI destination
':.J Taool
/fﬂ \ Incoming Call - DDI/DID Table | DDI/DID Number, Name, Destination, Tenant, etc.
20 1. 5ystem Lrata
Badup To USE ARS - Leading Digit Leading Digits, Additional Dial Digits, Route Plan Number
1. 2.BRl Autamatic
Configuration ARS - Except Code Exception Code
& Z.NDSS Link Data
g Clear ARS - Routing Plan Routing Plan
d :;Ez:ﬂ:(”p Fer Wired Extension Extension Number, Name
= ffx‘e“sm“ List PS Extension Extension Number, Name
I= B.Import Quick Dial Dial, Phone Number
L) 7 Export
\-. B_S:EEH cmmisej SIP Extension Extension Number, Password
— Bl e oty V-IPGW16 GW Settings GW Name, GW IP Address, Protocol, etc.
¥4 10.UM data restore
¥4 11.UM badup V-IPGW16 DN2IP Leading Number, Remaining Number of Digits, etc.
histo
& 12_E:rntm V-SIPGW16 Settings SIPGW16 Settings
L V-SIPGW16 Provider SIPGW16 Provider
S5 Utility

*Refer to the PC programming Manual for details.




Chapter 6
EXTENSION LISTS



6.1 Extension List View

Extension List View

Specific Ext Names/Numbers can be found easily using the Extension List View Tool.

M ns1000 Web Maintenance Console

‘Maintenance’ -> Tool ->
5. Extension List View

Extension List View

lﬁ} System Fontrol

z.‘: ; m e m o
&,fj Tool RETNE]
ALL b

y
/ﬁ 1.5ystem Data \ 101 Intercam 1 1 1 -~
Backup To USH —
102 Intercom 1 1 2
% Z.BRI Automatic
Canfiguration 230 SIF/IP-PT 1 intual 47 1
Clear s00 Y oicemail 1 . ] Extension Number information for each
44 4.Call Pickup For 504 LIt Voicemail 2 - I¢ site can be see.
bty Group e UM Voicemail 3 - ] L UM and OGM are shown for Local Site.
= 5.Extension List 503 U Voicemail 4
\ Wiew /
S04 Lihd Woicemail &
L= B.lmpart
a05 Lihd Woicemail G
L 7 Export
05 Lihd Woicemail 7
™ 2. Screen Customize
07 Lihd Woicemail B - E
L 2.Um data backup
@ LIt Woicemail @ - }
By 10.UM data restore
5101 1 1 4 1
B4 49.UM backup
. 5102 1 1 4 2
histany
& 12.Contact =10E o ! i 3
information 5201 Ciizhd (L1540 DISA 01
2 w
Iil.Tj Utility 5202 Cizhd (D54 DISA 02 Al




Chapter 7

PORT SETTINGS (LAN/MNT)
DNS, PORT SPEED, DUPLEX,
MIRROR, PING



7.1 IP-Address Information (1)

IP-Address Information (LAN Port / DNS)
The LAN/DNS IP settings can be checked and re-programmed here.
DHCP can also be enabled / Disabled for LAN/DSP.

‘Settings’ -> Network Service->
51. IP-Address/Ports -> Basic Settings

ince Console

@ "o pETAE Set DHCP Enable/Disable for LAN Port R @ +

) users (Disable Recommended)

m FBX Cogfiguration

¥ UM Conbauration Basic Settings Advanced Settings Refergnce

by Netwok Semice LA Settng A I
[ T 1IP AddressiParts DHEP Port Mamber g

T = Server Feature O Obtain an IP address

tamatizall
() 3.Client Feature AL

@ Use the following IF address

L 4 0ther
IF Address 1 192.168.0.101 0
MAE fddrass - (D080 0Co0C8E IP Address for LAN Port can be seen here
Subnet Mask 1255 255 2850

(If changed, Restart is required)

Default Gatewsy

ﬁus Setting \

Fort Mumber i xc]

Obtain DNS senver address

automatically . .
(&) Use the following DNS senver 4—{ DNS Settlng is made here ]
addresz .

Preferred OHE IP Address

\ Alternative DNS IF Addrass : /




7.1 IP-Address Information (2)

IP-Address Information (DSP)
The DSP IP settings can be checked and re-programmed here.
DHCP can also be enabled / Disabled for DSP.

51. IP-Address/Ports -> Basic Settings
o HS1000 W = a P
@ Users IP AddressPorts
ﬁ- FBx Qonfiguration
Ezsic Settings Advanced Sefings Reference
'-!.‘! Ui Cynfiguration (
. - DSP IP Setting >
[ 4 Nebok Senen ] - P DHCP for DSP is set here (Enabled
(IR AddressPors automatically by Default at Installation)

]
2.Sencer Feature (%) Use the fallowing DSF IP

L) 3.Client Feature

L) 4. Other /7 DSP Card=1-1 \

IF Address 1 [192.168.0.102

MALC Address s 00eE0:FO:CE.0C:00

DSP Card #1 -2

IF DSP Addresses are changed,

IF Addres= 11921680102 . .
System Restart is required.
MAC Address 0020 FO:CEOC:91
L T—T
DSP Card #2 - 1
IF Address C92.168.0.104 ~

\ / 0K J Cangel J Apply J




7.2 Port Settings

Port Settings (Speed / Duplex / Mirroring)
The Speed / Duplex settings of the LAN / MNT ports can be set here.

The MNT port can also be configured as a Mirror port.

# NS1000 | Web Maintenance Console O 6 O
‘Settings’ -> Network Service-> HS1000 (v = T
51. IP-Address/Ports -> Advanced Settings

@ PEX Configuragion
v Baszic Seftings [ Bduanced Settings ] Referance
4 Un configfiration
ﬂAN Port \

& Hetwork Senrice

12 1LIP AddressiPorts Speed & Duplex :| Auta w
rrierTer-FeatTe
(7 3.Client Feature Set LAN/MNT port Speed / Duplex
’ Mairtenance Port
L7 4.0ther

Speed & Duplex T Aato W

(" Fort Mirraring

Facket kind for mirroring o LAM QAL pachets) b
) f
Enable Port mirroring via MNT Port.
(Installer Level Only)

NB: Once Port Mirroring is enabled on the MNT Port, you will not be able to use the MNT port to access the WebMC. Use the LAN
port to login and change the port mirror settings back.




7.3 ‘Ping’

Ping UTILITY
To aid network troubleshooting, the Ping Utility can be used.
Ping is most reliable within a single broadcast domain.

ﬁ NS1000 ' Web Maintenance Console e
H

' NS1000 W
‘Maintenance’ -> Utility-> 2. Ping ]
— [ 1. Enter the IP Address to be Pinged ]
Status Ping

\ 4

y
W) System Cogltrol

p
i Taol IF Address 11927 168.0.102 ]
T Utility N\

L= 1.Diagnosis

.

a8 1.Card Diagnosis
=7 2. Ping

|y g

/ A

ke [ 3. PING Result is displayed. ]
L A Monitar Trace
!

| 5.Report

& B.Activation Key
Installation

L 7 Email Motification

L) g.Cammand

L) 0.k - System [ 2. Click ‘Test’ ]
Frompts

Customizsation l

NB: Not all IP-Addresses may return a ‘Ping’ i.e. Routers usually block Ping Requests. Test || Capture | Cancel




Chapter 8
ERROR LOGS



8.1 Error Codes (PT, SMDR, CTlI)

How to read error codes.

ERR (#100, (00*00001),
Y
(1) (2)

(1) Error Code Shows three-digit error code.

(2) Sub Code  Shows 8-digit sub code (BBWOYYZZ).
BB: Site number (00 to 15)
W: Slot type (Physical shelf: blank, Virtual shelf: *)
0: Unit number
YY: Slot number (00-32)
ZZ: Port number

* For more information, please refer to the following slides.



Presenter
Presentation Notes
In this slide, error codes are explained.




8.2 How to show Error Log via Web MC (1)

How to display system error information via Web MC

9 NS1000 | Web Maintenance Console

Maintenance -> Utility -> 3.1 Error Log
EFFOrcog

s
}q‘@ System Control

:}.\i Tool

f?] Utiity

& ) System Restart i
.Diagnosis
o System Restart
2 File
= Commaon process error (Minor)
3log
. Commen process error (Minor)
:Error Log
E}{ s ¢ 131072011 Commen process error (Minor)
ey 2 Syslog
D: 13102011 Common process error (Minor)
P 3. Web-MC Event
= Log 121102011 17:33:09 10 10000 AC power down
F 4.UM System Log 121102011 533 E0401 Unit start up error
& 4 MenieiTrace 12/10/2011 2 10000 System Restart
1211042011 172512 4 50507 Commaon precess error (Minor)
53% 8. Activation Key 4 Common proc error (Miner)
Installation 56 50101 UPS power supply end
3 7.Email Notification 17:09:21 54 50100 UPS connected
L &.Command 1211002011 17-02:26 2 10000 System Restart
- 2.Upgrade Online 121102011 17:01:23 4 E0507 Common process error (Minor)
Help b
- b |>
I 10.UM - System — =
Prompts P 0 20 M : 0
Customisation
~ N Save | Cancel
O 11.Automatic Two-
A

Click “Save” to save as a file.
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8.2 How to get Error Codes on Web MC

1 Maintenance -> Utility -> 3.1 Error Log

_.? NS1000 | Web Maintenance Console

8 Login as INSTALLER

@ stas Error Log
i‘b System Control

&
'§\' Minor| Majer| Clear Lug Information
g Toal

i?) Utiliby

13102011 10:19:31 2 10000

- System Restart -~
(0 1.Diagnosis =
£ 13110/2011 10:18:34 2 System Restart
3 2 Fie
131072011 10:18:01 B Common process error (Winor
137110/2011 10:17:27 < Common process error (Winor,
1amnmat tn.a7.oe . cncos Pamman nrness sreae (Uinae

, | [ —)

Do you want to open or sawe this file?

L, Mame:  Loglnformation -Uk. pdf
Ei. Type: Adobe Acrobat Document, 113KE

From: 192.16%.0.101

3 | Error information will be opened (PDF file).

List of Errors and Solutions

The tables below list the errors and their solutions.

When an error whose error code is indicated with ™" occurs in the PBX, the ALARM indicator on
the front of the shelf turns on red, and the system logs the error information.

[ Open ] [ Save ] | rancel | When the emor conditions indicated by the error codes "053", 'DSB" "091" "092" '51CI' and
= "530" are recovered, the ALARM indicator will turn off aut til
A troubleshooting. When other emors are legged, the ALARM \ndlcatcr will turn off only when the

log for major or minor errors is cleared from the Maintenance Console.

‘While file= from the Inte
harm your computer. |f
save this file. What' = 1h

net can be useful, some files can potentially
hou do not trust the zource, do not open or
righ?

Click “Open”.

In other words, the ALARM indicator will tum off under the following conditions:

*  When the errors "053", "058", "091", "092", "510" and "530" are logged: when the
error conditions are recovered

- When other errors are logged: when the log for major or minor errors is cleared from the
Maintenance Console

Optional Service Card Initial Self Diagnosis

Error Code Error Message PROBABLE CAUSE
215 Framer IC access = Optional service
error card malfunction

SOLUTION
* See if the corresponding
optional service card is
installed properly (Tum off the
power switch of the PBX
before doing so)
Set the status of the optional
service card to QUS, then to
INS
Replace the corresponding
optional service card

* For more information, please contact your sales companies.
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Appendix - 1
MIB — MANAGEMENT
INFORMATION BASE



Appendix - MIBs (Management Information Bases)

NS1000 supports MIBs for SNMP manager to analyse information.
Both Standard MIB (MIB2) and Enterprise MIB is supported.

System Group (1.3.6.1.2.1.1)

1 sysDescr Information of Hardware type and Software version of the Device.
2 sysObjectID Object identifier of this product.

3 sysUpTime Elapsed time since the system was restarted.

4 sysContact Device Administrator.

5 sysName Name of Device.

6 sysLocation Installation Location of Device.

7 sysService Support Layer.




Appendix - MIBs (Management Information Bases)

NS1000 supports MIBs for SNMP manager to analyze information.

Interface Group (1.3.6.1.2.1.2)

1
2
2.1

2.1.1
2.1.2
2.13
2.1.4
2.15
2.1.6
2.1.7
2.1.8

2.1.9

2.1.10

ifNumber
IfTable (NA)
IfEntry (NA)
iflindex
ifDescr
ifType
ifMtu
ifSpeed
ifPhysAddress
ifAdminStatus

ifOperStatus
ifLastChange

ifInOctets

The number of Network Devices.
Management Table by each Network Device.
Components of ifTable.

Each interface identifier.

Explanation of Interface.

Type of Interface.

Maximum Datagram Length which can be sent/received.
Maximum Transfer Speed.

Physical Address (MAC Address).

The desired state of the interface.

The current operational state of the interface.

The value of sysUpTime at the time the interface entered its current
operational state (up or down).

The number of Octets received.



Appendix - MIBs (Management Information Bases)

NS1000 supports MIBs for SNMP manager to analyze information.

Interface Group (Continued) (1.3.6.1.2.1.2)

2.1.11 iflnUcastPkts The number of Unicast Packets delivered to a higher-layer protocol.

2112 ifInNUcastPkts The number of Non Unicast Packets delivered to a higher-layer
protocol.

2.1.14 ifinErrors The number of inbound Packets that contained errors.

5115 FInUnKnownProtos The number of Packet received which are discarded because of an
unknown/unsupported protocol.

2.1.16 ifOutOctets The number of Octets transmitted.

) The number of Unicast Packets which are received from upper

2.1.17 ifOutUcastPkts
protocol.

5118 £ OUtNUcastPts The number of Non Unicast Packets which are received from upper
protocol.

2.1.21 ifOutQLen The length of the output packet queue (in packets).

2.1.22 ifSpecific Relevant MIB object identifier.




Appendix - MIBs (Management Information Bases)

NS1000 supports MIBs for SNMP manager to analyze information.

IP Group (1.3.6.1.2.1.4)

The value which indicates operation availability as a router

1 ipForwarding )
(whether Datagram is transferred or not).
2 ipDefaultTTL Default value for IP Packet TTL (Time to Live).
. . The total number of Packets received (including packet received in
3 iplnReceives
error).
4 ipnHdrErrors The number of Packets discarded due to errors in their header.
: The number of Packets discarded because IP Address of the destination
5 ipInAddrError . .
was invalid.
. The number of Packets discarded because the protocol was
7 ipInUnknownProtos
unknown/unsupported.
. . The number of incoming Packets discarded because of an insufficient
8 ipInDiscards .
reception buffer.
9 ipInDelivers The total number of Packets received (including ICMP) normally.
. The total number of IP Packets (ICMP) which are tried to be transmitted
10 ipOutRequests

(relay Packets is not included).



Appendix - MIBs (Management Information Bases)

NS1000 supports MIBs for SNMP manager to analyze information.

IP Group (continued) (1.3.6.1.2.1.4)

Objectib | tem | Descripton

The maximum number of seconds required in the buffer to rebuild

13 ipReasmTimeout
a fragmented Packet.

14 o ReE e The number of Packets that required rebuilding from a fragmented
state.

15 R e The number of Packets that were rebuilt correctly from a fragmented
state.

: . The number of Packets that could not be rebuilt correctly from a

16 ipReasmFails
fragmented state.

17 ipFragOKs The number of Packets that were fragmented correctly.

18 ipFragFails The number of Packets that could not be fragmented correctly.

19 ipFragCreates The number of IP datagrams created due to fragmentation.

20 ipAddrTable (NA) Management Table of addressing information relevant to this entity’s IP
addresses.

20.1 IpAddrEntry (NA)  Components of ipAddrTable.
20.1.1 IpAdEntAddr IP Address.



Appendix - MIBs (Management Information Bases)

NS1000 supports MIBs for SNMP manager to analyze information.

IP Group (continued) (1.3.6.1.2.1.4)

20.1.2
20.1.3
20.1.4

20.1.5

IpAdEntIfindex
IpPAdEntNetMask
ipAdEntBcastAddr

IpPAdEntReasmMaxSize

Index value of the Interface which is assigned to IP address.
The Subnet Mask associated with IP address.

Broadcast Address Value associated with IP Address.

The size of the largest IP Datagram which can be sent/received
through IP Address.




Appendix - MIBs (Management Information Bases)

NS1000 supports MIBs for SNMP manager to analyze information.

ICMP Group (1.3.6.1.2.1.5)

1
2
8
9
14
15
21
22

cmplnMsgs
icmplnErrors
icmplnEchos
icmplnEchoReps
icmpOutMsgs
icmpOutErrors

icmpOutEchos

icmpOutEchoReps

The total number of ICMP messages received (excluded, with error).
The total number of ICMP messages received which contained error.
The total number of ICMP echo request messages received.

The total number of ICMP echo answering messages received.

The number of ICMP messages which were sent.

The number of ICMP messages which were not sent because of error.
The number of ICMP Echo request messages sent.

The number of ICMP Echo Reply messages sent.




Appendix - MIBs (Management Information Bases)

NS1000 supports MIBs for SNMP manager to analyze information.

TCP Group (1.3.6.1.2.1.6)

The algorithm used to determine the timing of retransmitting when a

1 [RERES =R response was unacknowledged.

2 tcpRtoMin Minimum value permitted for retransmission timeout (in milliseconds).
3 tcpRtoMax Maximum value permitted for retransmission timeout (in milliseconds).
4 tcpMaxConn Maximum number of TCP connections which can be supported.

5 tcpActiveOpens The total number of Active open TCP connections.

6 tcpPassiveOpens  The total number of Passive open TCP connections.

7 tcpAttemptFails The total number of connections error.

8 tcpEstabResets The total number of resets.

10 tcpInSegs The total number of segments received.

11 tcpOutSegs The total number of segments sent.

12 tcpRetransSegs The total number of segments retransmitted.




Appendix - MIBs (Management Information Bases)

NS1000 supports MIBs for SNMP manager to analyze information.

TCP Group (1.3.6.1.2.1.6)

14 tcpInErrs The total number of segments received in error.

The total number of TCP segments sent containing the RST flag (reset
connection).

15 tcpOutRsts




Appendix - 2
RECOMMENDED USBS



Recommended Models Table

Each model might have several items which each have different capacity.
The capacity shown in this table is the capacity of the items which are tested.

__ Manufacturer _|____Model ___|___ Capacity __

JetFlash300 2GB
Transcend

JetFlash620 32GB
Imation NANO-f 2GB, 4GB
Lexar Jump Drive RETRAX 4GB
pqi Traveling Disk U262 4GB
CORSAIR Flash Voyager mini 4GB
San Disk Cruzer Micro 2GB
HP v155w 4GB

AH128 8GB
Apacer

AH129 8GB

0oCz Rally2 Dual Channel 32GB




MAINTENANCE COMPLETE



THE END.
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